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1. Introduction

Certificate Policy and Certification Practice Statement of CertumQualified Certification
Servicesdescribes the general rules applicable to the qualified trusted services provided by
Certum (full name: Certum General Certification Authority). This document also fulfills the role
of the Certificate Policy for each class of certificate and type of services.

1. the issuance ofpublic key qualified certificates ! for electronic signatures and
seals, including registration of subscribers 2, certification of public keys and rekey,

2. therevocation andsuspension of certificates,

3. the issuance ofelectronic timestamp tokens , certificate status tokens , data
validation tokens 3.

These services are provided in accordance with:

x the Integrated Management System, implemented by Asseco Data Systems S.A., which
includes the requirements of thePN-EN ISO 9001:2009 and PN-ISO/IEC 27001:2014,

x the Regulation of theMinistry of Digitalisation of 5 October 2016 according the
National Trust Infrastructure,

X the Act on Trust Services and Electronic Identification (Dz.U. 2019 r. poz. 162),

X standards referred to in the Decision of the Executive Committee (EU) 2016/650 of
25 April 2016 establishing standards for assessment of the safety devices for qualified
signature and stamp on the basis of art. 30 paragraph 3 and art. 39 paragraph 2
Regulation of the European Parliament and of the Council (EU) No 910/201 o
electronic identification and trust services in relation to electronic transactions ireth
internal market and repealing Directive 1999/93/EC hereinafter called the elDAS
Regulation

x the services mentioned above in point 1 3: the services of issuing qualified
certificates for electronic signature and sealthe qualified time-stamping service and
the qualified validation service for qualified electronic signatures and qualified
electronic seals are provided in accordance with the requirements of elDAS
Regulation.

This Certificate Policy and Certification Practice Statement defines parties, their
obligations and responsibilities, types of certificates, authentication procedures and applicability
range. The knowledge of the nature, purpose and role of Certification Policy and Certification
Practice Statement is particularly important for asubscriber and arelying party 4.

The applicability ranges of the qualified certificates, electronic timestamps tokens,
certificate status tokens, data validation tokens, and certificated evidences issued in compliance
with this CPS are described in chapter 1.4. Responsibility of the certification authorignd end-
users is described in chapter 9.8.

The structure and contents of Certificate Policy and Certification Practice Statemestin
accordance with the recommendation of RFC 364Certificate Policy and Certification Practice
Statement Frameworklt fulfils also the requirements of theETSI EN 31911-1 norm Electronic

1 Terms introduced for the first time are marked in bold; thg are defined in Glossary at the end of the document.

2 Entity that is a subject shown or identified in a certificee who is the originator of the message and signs it by usingpaivate key
that corresponds to public key, contained in the certifiate.

3 'Zcu> U C—fZ ekt TfZctfocte o T cadb foof dh ettt «28-S§T fZc<Tf-<'e FZcFfOQ g ——eise
Qualified Validation Service for qualified electronicignatures and qualified electronic seals

4 An individual or an organization that acts in reliance o a certificate and/or a digital signature.
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Signatures and Infrastructures (ESI); Policy and security requirements for Trust Service Providers
issuing certificates; Part 1: General requiremerasid ETSI EN 319 412 Electronic Signatures
and Infrastructures (ESI); Policy and security requirements for Trust Service Providessirig
certificates; Part 2: Requirements for trust service providers issuing EU qualified certificates.

This document was created assuming that the reader is generally familiar with the notions
concerning certificates, certificate evidences, electronic signatures and a Public Key
Infrastructure (PKI).

Applicable notions, terms and their meaning are defined in t#ossay at the end of thig
document.

The Asseco Data Systems S.A. company (Acquiring company) as part of the mergen wit
ecet—* 1.8 Z'%«<te A & .—c"Ft L feifer —Sf- ™fe _frrcit —
point 1 of the Actof 15 September 2000 Commercial Companies Code (Journal of Laws of 2013.
Item. 1030, as amended. D., Referred to as "CCC"), has assumed all rights and obligatiohe of t
Unizeto Technologies S.A. company (General successiom”—4 v{v s ‘=~ —-St a

In connection with the transfer of the entire assets of the Unizeto Technologies S.A.
company to the Asseco Data Systems S.A. company we declare that Asseco Data Systems S.A.
undertakes to maintain the certificate of trust service provider issued to Unizeto Ténologies
S.A. until the last certificate issued by the Unizeto Technologies S.A. company initits
certificate of trust service provider is expired.

1.1. Overview

Certificate Policy and Certification Practice Statement of CertuimQualified Certification
Services is a description and basis for functioning of Certum (operating withiAsseco Data
Systems S.A. structure) andertification authorities, registration authorities, subscribers
and relying parties associated with it. It also specifies rules of certification services such #we
qualified trust services including: s — ... "<, f"ie "t %oco—"f—<'e& f '—ariflaekey,t> ...f"—<
certificates revocation and suspension, and issuance ofelectronic timestamps tokens ,
certificate status tokens , data validation tokens according tothe Act on Trust Services and
Electronic Identification (Dz.U. 2019 r. poz. 16T he issuance of certificates and tokens is based
on trust service providers certificates issued in accordance with the requirements difie Act. The
principles set out in this document should be adjusted by the operation of those engt and the
service providers who use trust service providers certificates and public key certificates issde
by Certum.

The Certumies “—fZ< <ttt . 37— ... f—c<'s of” ¢ theefrfmework ok thet ™ —Sce
separate certification domain with the separate qualified certification authority Certum QCA
2017, the qualified electronic timestamp authority Certum QTST 2017, the qualified Onk
Certificate Status Protocol authority CERTUM QOCSP, the qualified electronic signatures and
gualified electronic seals qualified validation service authority CERTUM QDVCS and QCartu
QESValidationQ 2017. These authorities provide services based on the trust service providers
certificates issued by the Minister of Digitalisation or an entity authorized by the Minister under
the art. 10, item 1 of theTrust Services and Electronic Identification (Dz. U. 2016 poz. §F9.1
issuer of the trust service providers certificates is designated as aational certification
center).
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Fig.1 The authorities operating within Certum qualified services

Mational Certification Centre

Certum
v A 4 A A A
CERTUM CERTUM R PR CERTUM
Qca QTsT “G:P;,T}i 4 T:;SIH M QEsValidationQ
2017 2017 e s 2017

This document regulates work of the Certum QCA 2017 authority and registration
authorities affiliated by the Certum QCA 2017, the qualified electronic timestamp authayi
Certum QTST 2017, the qualified online certificate status protocol authority CERTUM QOCSP, the
qualified electronic signatures and qualified electronic seals qualified validation serse
authority CERTUM QDVCS and Certum QESValidationQ 2017 and the service recipients
subscribers of qualified certificates electronic timestamps tokens, certificate status tokens, data
validation tokens and all relying parties that use the services or exchange any infornat with
Certum domain.

Certificates and tokens issued by Certum contain the identifiefsf certification policies
enabling relying parties to state if the application of a certificate being verified by the partig in
accordance with the declared purpose of the certificate. The declared purpose might be specified
on the basis of values set ifPolicylnformation structure of the extensioncertificatePolicies
(see chapter 7.1) of every certificate issued by Certum.

Identifiers of certification policies are also placed on tokens issued by the qualified
electronic timestamp authority Certum QTST 2017, the qualified online certificatestatus
protocol authority CERTUM QOCSP, the qualified electronic signatures and qualified electronic
seals qualified validation service authority CERTUM QDVCS and Certum QESValidationQ 2017.

Certum obeys the law in force in the Republic of Poland and the rules resulting frotine
compliance, interpretation and validity of the Certification Policy and Certification Practice
Statement.

There are many additional documents connected with Certificate Policy and Practice
Statement of Certuni «Qualified Certification Services, which Certum is obliged to use in its
activity. They regulate its functioning (see Tab. 1Tab. 1). These documents havdlifferent
status. They are usually not available for the public because of the importance of the information
they contain and the system security.

5 |dentifiers of Certum certification policies are constructed on the basis dhe object identifier of Unizeto Sp. z o.0.
"f%ce—1"1T <o -Sif f-c<'ofZ F%oco—1%" 7 [EF..— the—oT«ffre " XTRE Wit TEIH
http://www.krio.pl . The identifier has the following value:

| id-unizeto OBJECT IDENTIFIER::= { iso(1) member-body(2) pl(616) organization(1) 113527)
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Tab. 1 Important document connected with Certificate Policy and Certification Practice
Statement

Certification authorities keys life cycle Locally only entitled

L management procedures Non-public persons and auditor
Personnel book, range of duties and .| Locally only entitled
2. s Non-public :
responsibilities persons and auditor
3. | Registration authority book Non-public Locally —only ent_ltled
persons and auditor
4. | Technical infrastructure book Non-public Locally ~only ent_ltled
persons and auditor
5 System continuity management Non-public Locally only ent_ltled
system persons and auditor
6. T — —Séeurity Management v.2.0 | Non-public Locally only entitied

persons and auditor

Certum PKI Disclosure Statement (in 8
7. | structure according to Annex A ETSI | Public wWww.certum.eu
EN 319 411-1)

Validation Policy of Certumsi «
QESValidationQ Qualified Validation

8. | Service for qualified electronic Public www.webnotarius.eu
signatures and qualified electronic
seals
Terms & Conditions for _

9. Public www.certum.eu

Certum Qualified Trust Services

List of secure devices recommended
10. | by Certum, based on art. 31 se@. Public www.certum.eu
elDAS Regulations.

Certum is responsible for compliance with the procedures described in this document.

Additional information and support are available by electronic mail at:
infolinia@certum.pl.

1.2. Document Name and its Identification

The present document of Certification Practice Statement is given a proper name of
Certification Policy and Certification Practice Statement of Certum e —fZ< <t Y
Certification Services ; this document is available as an electronic version atww.certum.eu.

The following registered object identifier is connected with the certification pracite
statement document (OID: 1.2.616.1.113527.2.4.1.0.1.587)

id -cck-kpc-vl OBJECT IDENTIFIER ::=éiso(1) member-body(2) pl(616)
organization(1) id-unizeto(113527) id-ccert(2) id-cck(4)

6 The Certificate Policy and Certification Practice Statement Identifier shouldbt be confused with a certification
policy identifier (OID) which is provided in a certificate (see Tab. 13b. 1 Tab. 1Tab. 2) There is only one
Certification Practice Statement Identifier while it could be more than one idenirs of a certification policy.
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id -cck-certum-certPolicy(1) id-certPolicy-doc(0) id-ccert-kpc(pc)(1)
version(5) 7}

in which the two last numeric values correspond to the current version and subversion of thi
document.

Certificate Policy and Certification Practice Statement identifier is not included inhé
content of issued certificates. Only the certification policies identifiers belonging to theoiection
of certification policies incorporated by the present document (described in chapter 7.1
hereinafter). This Certificate Policy and Certification Practice Statement is the main document
regulating the provision of qualified trust services by Certum.

1.3. Certificate Policy and Certification Practice Statement Parties

Certificate Policy and Certification Practice Statement regulates the most important
relations between the entities belonging to Certum, its advisory teams (including auditoysand
customers (users of supplied services). The regulations particularly apply to:

x Certumis F"—< <. .f—<'e ——S'"c—<tea
X  Primary Registration Authority (PRA),

X Registration Authorities (RA),

X notaries or persons confirming the identity,

X subscribers,

X relying parties.

Certum provides trust services to all private and legal entities or entities not endowed
with legal personality, accepting the regulations of the present document. The purpose of these
practices (including key generation and certificate issuance rules as well as informationségm
security) is to convince the users of Certum services that the declared trust levels of issued

LET =<l f=te fF =St TETZE . —cte T L E = focte f—=S""c—ctei " f L

Certum in its action ensures that none of his clients or relying parties is not directly or
indirectly treated less favorably than others, nor subject to restrictions in the exercisef its
powers, because of age, color, creed, disability, ethnic origin or national origin, sex, marital
status, health, mental health, nationality, physical appearance or political beliefs.

Certum applies specific procedures for the blind and visually impaired persons apphygn
for a qualified electronic signature.

Certum provides the qualified trust services in the range of:

X the issuance of qualified certificates for electronic signature and seal, including:
0 subscribers registration,
0 generating keys and qualified certificates,

o provides information about the status of certificate based on the Certificate
Revocation List,

X revocation and suspension of certificates,
X electronic timestamp,
X online verification of certificate status,

X validation service for qualified electronic signatures and qualified electronic seals.
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1.3.1.Trust Services Authorities
Certum as a qualified trust services provider consists of following authorities:
X Qualified certification authority Certum QCA 2017,
X  Qualified electronic timestamp authority Certum QTST 2017,
X  Qualified online certificate status protocol authority CERTUM QOCSP,

X Qualified electronic signatures and qualified electronic seals qualified validation
service authority CERTUM QDVCS and Certum QESValidationQ 2017.

1.3.1.1. Qualified Certification Authority Certum QCA 2017

Certum QCA 2017 (Fig. 1) belongs to Certum which provides qualified certificationrsee
and operates on the basis of the entry of the Asseco Data Systems S.A. in the register of auhlifi
trust services providers. The Minister of Digitalization or the entity appointed by the nmister
(National Certification Authority NCCert) supervise over the certification authority Certum QCA
2017 activity.

The authority Certum QCA 2017 issues qualified certificates and certificates of ttus
service providers according to certification policies (identifiers values are desdvied in Tab. 2
and chapter 7.1).

The authority Certum QCA 2017 issues qualified certificates and certificates tlust
service providers according to certification policies (identifiers values are described cipger 7)
and according to the following requirements:

X elDAS Regulation
X Act on the Trust Services and Electronic Identification (Dz.U. 2019 r. po2, 162

x the Regulation of Ministry of Digitalization of % October on National Trust
Infrastructure (Journal of Law of 2016 item 1632),

x standards referred to in the Decision of the Executive Committee (EU) 2016/650 of
25 April 2016 establishing standards for assessment of the safety devices for qualified
signature and stamp on the basis of art. 30 paragraph 3 and art. 39 paragraph 2
Regulation of the European Parliament and of the Council (EU) No 910/20M4 o
electronic identification and trust services in relation to electronic transactions in the
internal market.

National Certification Authority NCCert (see Fig. 1) is a point of teusbr all subscribers an
relying parties of 1" ——agquialified services. What follows is that every certification path must
start with a certificate of National root NCCert for certification authority Certum QCB1Z. A lis

of qualified service providers, along with information about the provision of trust seegid
available on the National Certification Center's websitewatvw.nccert.pl(TSL List).

Certum QCA 2017 provides trust services to:
X itself (issues and renews self-certificates),

X  Minister responsible for informatization or an entity authorized by the Minister which
provides certification services,

X natural or legal persons who wish to execute a secure electronic signature using the
qualified certificates and electronic seals

X registration authority operators,
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X employees of Certum.

Certum provides, among other services, the services of issuing qualified electrorublic
key certificatesfor:

X electronic signatureor
X electronic seal.

Qualified certificates are issued by Certum QCA 2017 in accordance with the NCP+ policy
specified in pt. 5.3. of ETSI EN 319 411-1 standards.

Private keys, necessary for using the services mentioned above, may be stored on an
electronic card or on a hardware security module (HSM).

In case of a qualified electronic signature certificate, where the subscriber is a neal
person, the private key is under his sole control.

In the case of a qualified electronic seal certificate, where the subscriber is a legal person,
the private key is under his control.

Private keys on the electronic card are not subjeetl to deposit operations (see chapter
4.11). When it comes to a hardware security module, the subscriber/entity has exclusi access
to the private key that is stored on it when logged into the individual service account.

1.3.1.2. Qualified Electronic Timestamp Authority Certum QTST 2017

The Certumi «Qualified Electronic Timestamp Authority Certum QTST 2017, is a part of
Certum infrastructure for qualified services. Certum QTST 2017 operates on the basis of the
entry of the Asseco Data Systems S.A. in the register of qualified trust seeviproviders and
based on the certificate evidence issued by the Minister responsible for informatization. The
Minister or the entity appointed by the minister (National Certification Authority NCCert)
supervise over the certification authority Certum QTST 2017 activity.

The Certumi ¢ Qualified Electronic Timestamp authority Certum QTST 2017 issues
electronic timestamp tokens in accordance with ETS%Irecommendation. Each electronic
timestamp token contains identifier of the policy, under which the token has been issde
(identifier value is described in Tab. 3 and chapter 7.3). Electronic Timestamp tokens are reégl
with a private key issued solely for electronic timestamp service.

The qualified electronic timestamp tokens, issued in accordance with policy described i
Tab. 3, are used primarily for securing long-term electronic signaturésand global transactions.

The Certum Qualified Electronic Timestamp Authority applies solutions which guaraeé
synchronization with international time source (Coordinated Universal Time UTC) within the
accuracyof 1 second.

Time synchronization is based on NTPv4 protocol and consists of continuous
synchronization with two labs server in UTC format, that do not provide a service on the global
network.

_Certum's atomic clocks feature 5t0-12 s. short-term stability, 24-S'—7 e—f «Zc—> 7 A tt Je;
"—Zefe o —"f...> ' -time stabildy jhelF 10417 with GPS enabled.

Certum QTST 2017 authority provides services in accordance with the requirements of
the eIDAS Regulatian

7 ETSI EN 319 42Zime-stamping protocol and time-stamp profiles March 2016
8 |ETF RFC 31@Electronic Signature Formats for long term electronic signhaturedeptember 2001
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Policy of the qualified electronic timestamp authority Certum QTST 2017 operates in
accordance withETSI EN 319 411;2and indicates a qualified timestamp within the meaning of
the elIDAS Regulatignthe key of this authority is available on the FL list and indicates a
qualified service.

The implemented infrastructure does not allow to issue a timestamp other than a qualified
one. Qualified and non-qualified timestamp authorities are separate entities with different
names and key pairs. Services of these authorities are available from completely separate agces
points.

1.3.1.3. Qualified online certificate status protocol authority CERTUM QOCSP

Certum beside standard certificate status verification based on Certificate Revocation List
(CRL) offers online services based on Online Certificate Status Protocol (OCSP). This service is
provided by the qualified online certificate status protocol authority CERTUM QOCSIsee Fig.

1) on the basis of the entry of the Asseco Data Systems S.A. in the regisfequalified trust
service providers. Minister of Digitalization or the entity appointed by the minister National
Certification Authority NCCert ) supervise over the certification authority CERTUM QOCSP
activity.

The qualified online certificate status protocol authorityCERTUM QOCSBhould validates
the status of qualified certificates only.These confirmations are issued in accordance with the
principles set out in this certificate practice statement.

1.3.1.4. Qualified Validation Service for qualified electronic signatures and qualified
electronic seals CERTUM QDVCS and Certum QESValidationQ 2017

The Qualified Validation Service for qualified electronic signatures and qualified electronic
seals CERTUM QDVCS and Certum QESValidationQ 2017 issues electronic confirmations (also
called qualified validation tokens) to validate a qualified public key certificate, an electronic
signature and an electronic seal.

CERTUM QDVCS and Certum QESValidationQ 2017 operates on the basis of the entry the
Asseco Data Systems S.A. in the register of qualified trust services providers. Marisn charge
of informatization or the entity appointed by the minister (National root NCCert) supervise over
the certification authority CERTUM QDVCS and Certum QESValidationQ 2017 activity.

Qualified validation tokens are issued according to the validation policies described in
Tab. 4.

Certum QESValidationQ 2017 authority provides services in accordance with the
requirements ofthe eIDAS Regulation.

1.3.2.Primary Registration Authority, Registration authorities and points of the identity
verification
Certum QCA 2017 closely cooperates with Primary Registration Authority, registration
authorities and points of the identity verification. Registration authorities and points ofdentity
verification operate on the basis of the authorization by the appropriate certification authoritie
Certum QCA 2017. The authorization concerns the registration, identification of the idetytiof
subscriber.

Registration authorities receive, verify and approve or reject applications for registration
and issuance of a public key certificate and other applications related to the management of
certificates (rekey, data modification or revocation of a certificate). Verification of applations
intends to authenticate (on the basis of the documents enclosed to the applications) the
requester,as ™+ 27227 fe —-St tf—f <o...Z—1+t <o =St f'Z<...f-<'e&a St Z37fZ
identity identification results from the general requirements described in the CertificatePolicy

8
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and Certification Practice Statement of Certurn«Qualified Certification Services (see chapter 3).
The scope of duties of registration authorities and points of the identity verification are defed
in this document, procedures for registration authorities and the identity confirmation poirts
and Terms & Conditions for Certum Qualified Trust Services.

Identity confirmation points are operated by Certum Partners. The scope of cooperation,
”(%OS—.é T__(:t. f.T ‘,,Z(%Of_(‘.' f”i %O‘Ni”.iT ”) fn_.in-l-. ——S”’(@f—'

Partner agreement imposes obligations on partners and operators to ensure an adequate
level of service provision, e.g.:

X each partner is obliged to immediately inform Certum on the cessation of work by the
authorized operator and immediately return the Power of Attorney to the address
given in paragraph 1.5.2 of this document or to the assigned partner's supervisor,

X partner is obliged to immediately respond to any queries from Certum about
o't f —"Cuiment authorizations, queries are sent to partners 2 times a year,

X before obtaining the authority to verify subscribers identity, each operator is obliged
to provide declaration of no criminal record, and then confirmt periodically, not later
than 12 months after the date of delivery of the previous confirmation,

X before obtaining the authority to verify subscribers identity, each operator is obliged
to pass the training and exam related to trust services, identity verification, identity
documents and other documents required in the document authentication process
and repeat it periodically once a year, no later than 12 months after finishing the
previous exam.

The list of registration authorities and points of the identity verification currently
accredited by Primary Registration Authority is available at:

https://shop.certum.eu/certum-reseller-points-map

The certification authorities operating within Certum can delegate a part of their authority
to two types of registration authorities:

X registration authorities (RA),
X  Primary Registration Authority (PRA).

The main difference between these types is that registration authorities, unlike Primary
Registration Authority, cannot accredit other registration authorities and register new
certification authorities. Moreover, the registration authorities do not have the rights to confm
all requests of a subscriber. The rights might be limited only to some of all awile types of
certificates or certificates of trust services providers. Therefore:

X RAs register subscribers that request for qualified certificates; in addition, they
provide comprehensive information on digital signatures, including the effects of
using it, provide information on the types of attributes, accept the terms of provision
of trust services and may sell the certificates and secure devices,

X PRA registers registration authorities (RA), notaries and points of the identity
verification of the current or the future subscriber; there are no restrictions (apart
from the ones that result from the role played in public key infrastructure of Certum
imposed on the types of certificates issued to the subscribers registered in PRA;
additionally, PRA approves distinguished names (DNs) of the current and the future
registration authorities.

9 Types of certificates are described in Charter 1.4
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Primary Registration Authority Certum < "1’ f"f1 —* Sf 1 Zcbnfirmafion iof
the identity of a subscriber or confirmation issued by a qualified person, without theeed for a
subscriber to appear at the registration authority.

Notary notarizes the identity document and data necessary for the issuance of a public key
certificate. Notarized documents with previously accepted terms of provision of trust services
are the set of documents and data identifying entity on the basis of which a registry inspector
verifies the identity of a subscriber and she/he make a certificate application notification.

Person who verifies the identity of the applicant on behalf of Certum should be authorized
to accept the certificate applications and the terms of provision of trust services. The aptance
of the application must be authenticated by this person.

1.3.3.Subscribers

A subscriber is an entity whose identifier is placed in the fieldubject of a certificate and
who does not issue certificates and certificates of certification authorities to others.

Any private or legal entities and hardware devices they own could be the subscriber of
Certum.

Organizations willing to receive certificates, tokens or other confirmations issued by
Certum for their employees could do it by means of their authorized representatives, whereas
individual subscribers always request a certificate, tokens or confirmations by themselves.

1.3.4.Relying Parties

Relying party is fe fe—<—> ™S* —efe ‘—St” o— ([E7F.. foweleetrpiic <+t .. 1~
signature or seal <+ ‘"tf” —' Tf"<"> ‘=SE” "f"—>ie FZF. . —"'ec... o<%oef-—"*%
confidentiality of information that is being sent.

A relying party, using Certum services can be any entity who accept the quadi
electronic signature or electronic seal or other certified electronic confirmation, their
authenticity or the authenticity of submitted objects (particularly electronic document) relyng
on:

X validity of the connection ,1—™tfe o— o "¢ F"ie <tte—c—> fet Sce St” «-
(confirmed by certification authority Certum QCA 2017), or

X connection between electronic signature or electronic seal and electronic timestamp
token issued by qualified electronic timestamp authority Certum QTST 2017, or

X confirmation of validity of certificate issued by qualified data validation and
certification server authority CERTUM QOCSP, or

X validation token issued by qualified validation service CERTUM QDVCS and Certum
QESValidationQ 2017.

"tZsco%o TfU—> <o "Felteec ZF TV TE"Ccf—<te T Sk tlie" e o
certificate (including tokens or other confirmations). Such a decision must be taken ariyne
when a relying party wishes to use a certificates or tokens to verify an electronic signature, its
authenticity and authenticity of data objects. A relying party should use the information in
qualified certificate (e.g. identifiers and qualifiers of certification policy) to state whether aigen
certificate was used in accordance with its declared purpose.

10
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Tab. 2 Users of the Certum qualified certificates, Certum TSP certificates and tokens issued

by Certum

Qualified certificates A person who signs (a subscriber) and
verifies (a relying party) an electronic
signature or electronic seal.

Certificates of trust service Relying parties who verify an electronic

providers signature or electronic seal.

Electronic Timestamp tokens Relying parties signing and verifying an
electronic signature or electronic seal.

QOCSP tokens Relying parties verifying status of qualified
certificate and used in verifying the validity
of electronic signatures equivalent or
electronic seal

Validation tokens Relying parties signing and verifying an
electronic signature and electronic seal.

1.3.5.0ther Parties
Independent bodies assessing compliance with the eIDAS Regulation.

Supervisory Body - The Minister of Digitalization or the entity appointed by the minister
(National Certification Authority NCCert).

1.4. Certificate and certificate of trust service provider usage

Qualified certificate for electronic signature seals and TSP certificates applicability range
states the scope of permitted certificate or certification authorities certificates sage. This scope
defines the character of certificate or TSP certificate applicability (e.g. authentication, non
repudiation or confidentiality).

Qualified certificates for electronic signature issued by Certum QCA 2017 may be used
only to verify secure electronic signatures which are proofs of act of will and proof of connection
with the data of various trust levels to which it has been attached.

Qualified electronic seal certificates issued by Certum QCA 2017 may be used only to
verify qualified seals which guarantee origin authenticity and integrity of associated data.

Certum does not issue qualified electronic signature certificates and electronic stgs for
testing purposes.

Information sensitivity level and information vulnerability to breach® should be
evaluated by a subscriber. Based on this estimate, the subscriber should decide on the desired
range of certificate usage (seeTab)3

The requirements set out by the relying party must be confronted by the subscriber wit
applicability range (see Tab. 7) and types of certificates (see Tah.T@&b. 9 and Tab. 10) issued by
and Certum QCA 2017.

10 SeeGlossary
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Tab. 3 The applicability ranges of certificates and TSP certificates issued by Certum QCA
2017

Certum QCA 2017 || Qualified Very high trust level of the identity of a certificate
QC electronic sign || subject. Qualified certificates are issued to (e
certificates individuals, (b) natural persons who are

employees or representatives of any organizationl
or institutions. Certificates should be use fo
signing and verifying of qualified electronic
signatures. These certificates can be used
authenticate and control the integrity (andl
authenticity) of the information that was signed
giving them a characteristic of non-repudiatior
They can be used if the risk of unauthorized acce
to secured information is high and consequence
of breach are serious.

Quialified certificates cannot be used encrypt dat
or keys encrypted (in general, in operations i
which confidentiality information is generated).

Certum QCA 2017 || Qualified Very high level of the identity of electronic seal
QS electronic seal || certificate. They are issued only to legal persor
certificates and organizational units without legal personality.
Certificates should be used to submit a qualifie
electronic seal ensuring that the integrity anc
authenticity of signed information.

Qualified electronic seals certificates are not use
to express the will of the entity that uses it.

Certum QCA 2017|| Trust service || Very high trust level of the identity of a certificate
CertEvidences provider entity. TSP certificates are issued to: (a) T
certificates National root NCCert acting under the authorit
and on behalf of the Minister in charge ¢
informatization, (b) for Certum QCA 2017 keys
exchange.

1.4.1.Types of certificates and trust services provider certificates and recommended
areas of application

1.4.1.1. Qualified certificates

Certum issuesthree basic types of certificates of electronic signatures and electronic
seals (seeTab. 4). Qualified certificates from this list are issued to the subscribers who accepted
the terms of provision of trust services by Asseco Data Systems S.A. and the rules dof thi
Certificate Policy and Certification Practice Statement.

Every qualified certificate issued by the Certum QCA 2017 provides of indication thiats
a qualified certificate. There are two indicators included in every qualified certificate. Thirst is
contained in CertificatePolicies extension (see chapter 7.1.3.1) and the second is contained in

12
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QCStatements extension (see chapter 7.1.3.1). This extension has the following value of the
object identifier:

id-etsi-qcs OBJECT IDENTIFIER :: Q{):tu t(O identified-organization(4)
et8|( igrofi e(1862) 1{}
id -etsi-qcs-QcCompliance  OBJECT IDENTIFIER ::={id-etsi-qcs 1 }

This means that a certificate is the qualified certificate, issued by accredited entity
providing qualified trust services. These indicators may occur together, though the presence of
QCsStatements extension shall be mandatory.

Tab. 4 Types of qualified certificates and their applicability

Certum QCA 2017 || Certum QCA 2017 Qualified  electronic  signatures 0
QC Personal (universal) electronic data; certificate contains a
least: name of country, name ¢
subscriber and serial number of

certificate.
Certum QCA 2017 Qualified electronic  signatures 0]
Professional (with electronic data. These certificates ar
additional data) used by individuals who are ar

employees or representatives of an
organizations, institutions, enterprises
or by the representatives of other|
individuals; certificate contains at least::
name of country, name of subject, nam
of entity and serial number of

certificate.
Certum QCA 2017 || Certum QCA 2017 Qualified electronic seal certificate car
QS Electronic Seal be submitted by legal persons ani

entities  without legal personality.
Certified electronic seal includes a
least: the name of the country, the nam
of the legal entity and its registration
number, common name and seric
number.

1.4.1.2. Trust service providers certificate

TSP certificates are issuetly:

X the Minister in charge of informatization or the entity providing qualified certification
services under the authority and on behalf of the Minister in charge of
informatization,

X Certum QCA 2017 (applicable to keys exchange).

13
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Tab.5 Types of TSP certificates and their applicability

Certum QCA 2017 Certum QCA 201Tross- || TSP certificates are issued to the Ministe
CertEvidences Cert in charge of informatization or to the
entity providing certification services
under the authority, and on behalf of the
Minister in charge of economy.

Certum QCA 2017 Internal| TSP certificates are issued for th
purposes of keys of Certum QCA 201
exchanging.

1.4.1.3. Electronic timestamps

Electronic Timestamp authority Certum QTST 2017 issues electronic timestamp tokens
which, in terms of the Civil Code (art. 81x '+ —dwoduce legal consequences of a certified date.
The primary use of electronic timestamps is to mark long-term electronic qudied signatures
with reliable time. Electronic timestamp issued by the Certum QTST 2017 may also be used
any other cases that require a comparable electronic timestamp service. Time-stamping
authority Certum QTST 2017 issues electronic timestamp tokens in accordance with t&&SI EN
319 421 Electronic Signatures and Infrastructures (ESI); Policy and Security Requirements for
Trust Service Providers issuing electronic timestamps.

Electronic timestamp service is available to public, however time-stamping authority
Certum QTST 2017 verifies authenticity of the each request and rejects it when the format of the
request is not correct.

1.4.1.4. OCSP Response Tokens Applicability Range

Online certificate status protocol authority CERTUM QOCSRssues status tokens of
qualified certificates and TSP certificates (issued by qualified certification authiies with
accordance tothe elDAS Regulatign These tokens are issued after checking if a certificate or a
certificate of trust service provider is on revocation list.

1.4.15. Data Validation Applicability Range

Qualified Validation Service for qualified electronic signatures and qualified electran
seals. CERTUMQDVCS and Certum QESValidationQ 2017issues qualified validation tokens
only to validate qualified public key certificate, electronic signature and electronic seal.

Data validation tokens should be collected by entities in order to resolve any disputes, that
may arise from discrepancies in the assessment of the validity of qualified signatures other
electronic evidence by various parties.

1.4.2.Prohibited Certificate Uses

It is forbidden to use Certum certificates contrary to their declared purpose referred in
this document and in devices that do not meet the requirements of chapter 1.4.1.

1.5. Certificate Policy and Certification Practice Statement Administration

Every version of Certificate Policy and Certification Practice Statement is in force up to the
moment of publication and approval of its new version (see chapter 9.10). A new version is

14
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developed by Certum personnel and supplied to approval questionnaire. Upon reception and
inclusion of the remarks from the approval questionnaire, the new version of documers
supplied for approval to the Certum manager and published.

Beside different versions, Certificate Policy and Certification Practice Statement has also
builds having the same status types as version. The new build is marked witinique number,
placed after the version number of the valid document, separated by the dot.

Decision on acceptance of the changes in Certificate Policy and Certificate Practice
Statement version or build number is made by the Certum manager.

Further administration rules for this document are presented in chapter 9.10.

1.5.1.0rganization responsible for administrating the document
Asseco Data Systems S.A.
PL81-321 Gdynia, Podolska Stree2l
National Court Register no: 0000421310 District Courtin T f N+« ”"—S <o tfNee

1.5.2.Contact
Asseco Data Systems S.A.
Certum
PL 71838 Szczecin, Bajeczna Stre#&8
E-mail: infolinia@certum.pl
Phone: +48 91 4801 340

1.5.3.Entities determining the validity of the principles contained in the document

The Certum team is responsible for evaluating the timeliness and usefulness of Cleséite
Policy and Certification Practice Statement and other documents concerning PKI services,
provided by Certum, as well as the compatibility between these documents. All inquiriesd
comments concerning the contents of these documents should be directed to the address in
chapter 1.5.2.

1.5.4. Approval Procedures

This Certificate Policy and Certification Practice Statement is in effect from the date
indicating the beginning of its validity until the publication of the next valid version.

Comments on suggested modifications may be submitted by the affected parties within
working days of their announcement (as presented in chapter 9.12Rfter this deadline,if there
are no significant reservations to the substantive content of the proposed changes, thew
version of the Policy becomes valid with the validity date indicated in it.

Decision to approve the new version of Certificate Policy and Certification Practice
Statement is taken by Certum manager. All changes made in the document are recordethin
history of the document .

1.6. Definitions and abbreviations

Definitions and abbreviations used in this document are at the end of it.

15
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2. Publication and Repository

2.1. Repository
Repository is a collection of publicly available directories containing:
X trust service provider certificates i.e. Certum CA certificate,
X other (see chapter 2.2).

2.2. Information Published by Certum

The www.certum.eu website and the repository are available 24/7 to all customers and
relying party. Both services are running simultaneously at the main site and at the alternate one.
In case of disruption said services are shifted to another site. Moreover, each site has a stati
version of content ready to run in case of local disruption of the CMS services.

The information consists of:

x Certification Policy and Certification Practice Statement of Certuir —fZ< <ft
Certification Services,

x Terms & Conditions for Certum Qualified Trust Services,

X Information about Certum public key infrastructure document is available in PDF/A
format, corresponding with ISO 19005, parts 1 to 3,

X templates of agreements with subscribers,

X trust services providers certificates of qualified certification authority Certum QCA
2017, qualified electronic timestamp authority Certum QTST 2017, qualified online
certificate status protocol authority CERTUM QOCSP, qualified validation service
CERTUM QDVCS and Certum QESValidationQ 2017,

x the list of qualified secure devices recommendely Certum, based on Art. 31 pt. 2 of
the eIDAS Regulation,

X the lists of authorized registration authorities or persons confirming identity,

x Certificates Revocation Lists (CRLs); CRLs are accessible at the so called CRL
distribution points, whose addresses are set in every certificate or certificate evidence
issued by Certum QCA 2017; the basic point of CRLs distribution are respectively
http://crl.certum.pl and http://gca.crl.certum.pl/qca_2017.crl,

X supplementary information, e.g. announcements and notifications.

There is a possibility of adjusting the contrast ratio between the text and éhbackground
on Certumie ™1 e<—F34d ™c—S ececefZ "f—¢'" " vAwa S& ™«—S e'ed 8§ f'—<'eo

User also has the option to resize the text, which does not affect the functionality and
readability of the web page. Text can be increased by 1 point until it is twice the size bkt
original font size.

Feo"e, F1 Af...<2<v—<¢- SF ™t ,dfe <o’Zfefoe—Ft <o f.. .. tfed ™ ¢ — &
...... Feec,«Z<—> —<ttZcoFo taro viwrratrst a t¥*az'1t ,»
which sets standards for website designing. These guidelines are recommendby ETSI EN
301 549 norm.

2.3. Frequency of Publication

Certum publications below are issued with the following frequency:
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x Certificate Policy and Certification Practice Statement of Certuir —fZ< <Ft
Certification Services and Terms & Conditions for Certum Qualified Trust Services -
see chapter9.12,

X trust services providers certificates of all authorities providing trust services
functioning within Certum upon every issuance of new certificates,

x  Certificate revocation and suspension lists - see chapt®4.8.4 and 4.8.7,

X supplementary information upon every updating of it.

2.4. Access to Publications

Certum has implemented logical and physical mechanisms protecting against
unauthorized adding, removing and modifying of the information published in the repository.
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3. Identification and Authentication

ThiscSf ' —f” ""tete—e %otet”fZ "—Z1%e+ " verifiation’apdliee by Certunx — >
to certificate issuance.

The verification isobligatorily 7" *"eft <o —St o—f %t ‘~ e— o.. "<, bATe "T%o<e—
request of Certum in the instance of any other trust service.

Certum and subordinate registration authorities confirm the identity and other attributes
of the natural person or legal entity applying for qualified certificate with a valid identity card or
passport or entry in the Business Activity Register or using another methodh accordance with
the provisions of the art. 241 of the eIDAS Regulatian

3.1. Naming

3.1.1.Types of Names

Certificates issued by Certum comply with the norm X.509 v3. In particular, it meansatha
certificate issuer or trust service provider and a registration authority operating on behalbf the
coo—" TR T e e "¢, F"ei ofete —Sf— L te’Z> ™S _S% —fetf"?
recommendations of the series X.501). Basic names of subscribers and cerdifecissuers placed
in Certum certificates are in accordance with Distinguished Names (DNSs) (also known as
directory names), created according to the recommendations X.501 and X.520. WitH, it is
possible to define attributes of Domain Name Service (DNS), describedRFC 22471t allows
subscribers to use two types of names: DN and DNS simultaneously. It might lbdstantial in
the cases of issuing certificates to servers controlled by the subscriber.

To ensure easier electronic communication Withv a subscriber, an altgrnative name of a
subscriber is used in Certum... $"—«<"«... f—Fe& SF eofed . feo fZe' . te—fco o— o T,
address that is in accordance with the recommendatioRFC 822

Tab. 6 Requirements imposed on the name of a certificate subject or trust service provider

certificate
Qualified certificate —,Et.. =7 <o fo. ‘500G andi ETSI< ER
319412 and optionally the alternative name in the cas¢
when it is marked as non-critical.
Trust Service Provider Non-empty value of the fieldsubject in accordance with
Certificate X.500 and ETSI EN 31912.

3.1.2.Need for Names to be Meaningful

The names included in the Distinguished Name DN allow unambiguous iddidation of
the entity associated with the public key placed in the public key certificate field of issued
certificate or trust service providers certificate and have their meaning in Polish or Engh
language.

11 eIDAS allows the trust service provider to use various methods to camh the identity of a natural person and the
veracity of other relevant data related to the issue and managemeof a certificate (e.g. video verification), while
providing assurance equivalent to the person's physical presence at tigegistration Point.
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Distinguished Name structure, approved/assigned and verified by a registration authority,
depends on the type of certificate, subscriber or trust service provider certificate.

DN name may consist of the following fields (descriptions of a field follows i&bbreviated
name that complies with the recommendation X.501) DN profile is compliant with ETSI EN
319 412 Electronic Signatures and Infrastructures (ESI) Certificate Profiles; Part 15:

X

X

X

field C international abbreviation of the country name PL for Poland),

field S the region/province where the subscriber lives or runs his/her business,

field L the city where the subscriber lives or operates,

field PostalCode - postal code of registered office or place of residence of subscriber,

STREET field - street, house number (and possibly apartment number) of registered
office or place of residence of subscriber,

field SN the surname of subscriber (plus possibly maiden or married name),
field G the given name (names) of subscriber,

field CN —SF e— o . "¢, f7"ie ..fee‘e ofef 7 _Sf ofef *~ —_SF "% feco
the subscriber works provided that fields O or OU (see below) appeared in DN; the
name of a product or a device may also be provided in this field,

field O the name of the institution which the subscriber represents or additional
distinguished name,

field OU the name of the organizational unit the subscriber represents or additional
distinguished name,

field serialNumber and organizationldentifier a sequence which may include
several sequences (separated by spaces), consisting of a 3-character prefix intiy
the type of identifier, 2-character country codé?, dash and unique identifier:

o field serialNumber applies for natural persons and may consists prefixes
according to paragraph 5.1.3 of ETSI EN 319 412-1 Electronic Signatures
and Infrastructures (ESI); Certificate Profiles; Part 1: Overview and
common data structures;

o field organizationldentifier  applies for legal entities and may consists
prefixes according to paragraph 5.1.4 of ETSI EN 319 412-1 Electronic
Signatures and Infrastructures (ESI); Certificate Profiles, Part 1: Overview
and common data structures.

Qualified certificates for electronic signature are issued to natural persons acting on thei
own behalf or on behalf of another entity. Qualified certificates for electronic seal are issuémt
legal entities. They can be issued in various categories:

X

Category | electronic signature certificate contains at least the following attributes:
name of country, surname and given name, common name and serial number; this
category applies to personal qualified signature certificates (universal),

Category Il contains all information of category | and additional data indicating

organizationName and organizationldentifier when a natural person subject is
associated with an organization; this category applies to personal qualified signature
certificates with additional data indicating link between natural person and

represented organization (professional),

12 Country code according to the international standard 1SO 3166, e.g. PL
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X Category Il contains at least the following attributes: name of country, name
(names) of legal entity and organizationldentifier; this category applies to qualified
electronic seals certificates.

If the name and surname of subscriber are made on certificate, the possibility to yseadonym
in the certificate shall be excluded. If the name of organization is included in subject namg
following attributes must be usedstate or province, locality and address of this organization.

3.1.3.Subscribers anonymity

Qualified certification authority Certum QCA 2017 does not issue qualified certificates
containing pseudonyms.

3.1.4.Rules for Interpreting Various Names Forms

The interpretation of the fields provided in certificates or trust service providers
certificates issued by Certum is in compliance with certificates profile describeich ETSI EN 319
412 Electronic Signatures and Infrastructures (ESI); Certificate Profiles; Part5lL Within creation
and interpretation of DN names the recommendations of chapter 3.1.2 apply.

3.1.5.Names Uniqueness

Identification of each entity holding the certificate issued by Certum is making under the
Distinguished Name.

— e . o o—%o%ote—FT ,> =St e— ¢ ¢, 1AM S bt frdY Lo
requirements stated in chapter 3.1.1 and 3.1.2 the submitted proposition is initially accepted by
the registration authority operator. Within Certum qualified domain, the uniqueness othe
names of is guaranteed.

If the name proposed by the subscriber violates the rights of other parties to uisenidime (se€
chapter 3.1.4 Certum may add additional attributes to the DN and guarantees the uniguenes
this name within the Certum domain. The subscriber may, under the provisions oftehap4
reject the proposed name.

Format of global uniqueness of distinguished name of the subscriber is based on
serialNumber, name of issuer and name of subscriber. serialNumber uniquely distirighes a
specific subscriber.

If any subscriber decided to cease using Certuin “— fZ< <ft o3” «...te4d —SF efet
which name was used by this subscriber shall be rejected.

Certum shall not to register a name of subscriber which was once used by other subscribesre
the basis of his written authorization.

Within Certum domain, the unigueness of the names of directories within the repitisry is
also guaranteed. Applications basing on this property of the names of Certum QCA 2017
directories and services rendered within them have a guaranteed service continues, without
any risk of service disruption or substitution.

3.1.6.Recognition, Authentication and Role of Trademarks

Certum does not include trademarks in certificates. At the same time it is prdhied to
use the names that are not owned by the subscriber.

Certum does not play a role of an arbiter resolving disputes concerning the property rights
to any distinguished name, trademark or trade name.
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In disputes concerning name claims, Certume Fe—<—Z3t —* "t@EZ+..— 7 es—e’tet f

application without taking liability in virtue of this suspension/rejection. Certum i¢sa entitled to

take all decisions concerning the synfa ‘= f e—,¢..."<,1"Te efed fot foeec%oect% —ST o

the names resulting from it.

3.2. Initial Registration

— 0" i %oce—"f—<te —fete "Zf ..t ™S fualfied-ceytificate off 7 [’ Z> <o

electronic signature or electronic seal is registered for the first time in Certum QCA 2017.

The registration comprises a number of procedures which allow a certification authas
prior to issuing a certificate for qualified electronic signature or seal to a subscriber to gather
authenticated data concerning a given entity or identifying this entity. Confirmation of thes
data requires contact with a registration authority, a notary or other authorized person
confirming identity (in accordance with art. 24.1 of eIDAS Regulation In addition to the
Distinguished Name (see chapter 3.1.2), the subscriber is required to provide in the retgation
form the following information, which will enable the unambiguous identification of the
subscriber, including:

X  citizenship,

x the ID card or passport number and date of expiry,
X place and date of birth,

X contact details.

Each subscriber is subjected to a registration process only once. After filling the electroni
form, verification of data supplied by a subscriber and accepting the terms of provision of trust
services a subscriber is included on the list of authorized users of Certum semicand supplied
with a public key certificate.

Before accepting the terms of provision of trust services by Asseco Data Systems $akh
subscriber is obligated to familiarize himself/herself/itself with Terms & Conditions for Certum
Qualified Trust Services and the terms of the services provided set out in this document.

Registration may takes place only on individual request of subscriber (including request
Registration can be performed via website or in the registration point.

Every subscriber, including Asseco Data Systems S.A. employees, requespinblic key
infrastructure services and applying for certificate or trust services provider certificatassuance
should (prior to certificate issuance):

x remotely fill in a registration form on WWW pages of Certum or submit data required
for certificate issue (e.g. as an Order) in the registration authority,

X indicate type of an certificate.

The detailed scope of the powers to act on behalf of someone else should define the power
of attorney or other document authorizing to act on someone else's behalf.

Issuing certificates for Asseco Data Systems S.A. employees Certum applies the same
registration procedures, identity verification and certification as for all other subscribers.

Applicant, during registration process is informed, in a clear and generally understandable
form, in writing or in the form of an electronic document, about:

X conditions of use of qualified services,

X liabilities of the subscriber,
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X information for relying parties,

X information about the data backup,

X the scope and limitations of liability of Asseco Data Systems S.A.,
X the scope and limitations of providing qualified services,

X compatibility of services with the eIDAS Regulatioandthe Act

X complaints and disputes settlement,

X method of auditing qualified services,

x Certum contact information,
X availability of services,
X revocation procedure for qualified certificates.

All issues listed above are contained in the Terms & Conditions for Qualified Trust
Services document which is availablat www.certum.pl.

The subscriber is obliged to confirm his/her/its familiarization with the rules described
above by accepting the terms of provision of trust services

Certum guarantees documents in Polish and English language of information listed above
which cover an area of interest in the language of our customers. The documents are
downloadable in PDF format through the repository of Certum.

The acceptance of the terms of provision of trust services also means that:

X the Subscriber agrees that Asseco Data Systems S.A. will process his/her personal
data for the purposes necessary for the certification process,

X the Subscriber represents that the information he/she provided is true and have been
given voluntarily,

X the Subscriber applying for a certificate is aware of what information is placed in the
certificate and agrees to make it publicly available.

The subscriber is also obliged to present following documents:
X authorizations for creating an electronic signature on behalf of the authorizing entity,

X other documents which are required to verify data provided in an application, e.g.
employer's certificate of employment.

Future subscriber agrees on statement:
X to use by Certum the data required for verify an electronic signature,

X for processing of personal data by Asseco Data Systems S.A. and registration authority
for the purposes of the certification process.

If the subscriber is presenting a power of attorney, the entity providing it is also required
to sign contained in power of attorney additional components constituting the second part of the
consent for the provision of qualified trust services, comprising the following in accordance vt
section 6.3.4 e) ETSI EN 319 411~

X consent to the terms of provision of trust services ,

X a statement of reviewing the terms of service contained in Terms & Conditions for
Qualified Trust Services,
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X agreed to store the registration data used in the registration process for a period
required by the Act.

3.2.1.Proof of Possession of Private Key

If private keys are not generated by subscribers, they are not obliged to providing the
proof of possession of private key. If the subscriber generates its own keys Certum may require
the proof of possession of private key. Subscribers have the option to generate new keys only if
they have a valid qualified certificate issued by Certum. Owning a valid qualifiegrtificate shall
be deemed to be proof of possession of the private key corresponding to the public key certified
by Certum.

322 ——Ste—c...f—c'e " St e— o " 1"ie "<%S—e fot ‘=St” f——"<¢,——*F¢
The registration inspector of Primary Registration Authority and the registration
f—=8 <oy “E ot fTE L Z<¢KotT = TE"<T> e— e " 10 f——8 "coef <o

subscriber submits the certification request for:

X Qualified signature certificate issue, containing an indication of whether subsber
acts on behalf of another entity, whose data are included in the application

x  Electronic seal issue.

——Sfe—c..f—<'e <o f fr— 7 vt Et—TFe 7 7 feece% T L —e—
issuance of the qualified electronic signature certificate to the individual personepresenting
another person (natural or legal) or electronic seal. In this case the issued certificate should be
interpreted as confirmation of the rights of the natural person to use a private key on behalf of
another person.

The process of checking the authorizations includes authentication of authorized person
identity.

The process of checking the authorizations consists in verification of submitted
authorization on the basis of:

X submitted documents (e.g. letter of attorney),
X checking the signature created on this documents by entitled person,

X checking of compliance of information in certification application with data included
in the submitted documents.

3.2.3.Authentication of e f——"fZ "f"e‘eie ¢tfe—c—>

Verification of the identity of natural person has two purposes. The first purpose is to
prove that the data in the request relates to the existing natural person and, secondly, that the
applicant is indeed that person who has been mentioned in the application.

If the subscriber is a natural person (an employee of the organization or its
representative) for whom a category Il and category lll certificate is issued, the verifidah may
be carried out additionally on the basis of:

X appropriate authorization issued by the organization to represent its interests and to
include the organization's details in the certificate,

X recent extract from the National Court Register or Central Records and Information
on Business Activity.
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Registration inspectors of Prime Registration Authority, registration authority opgors notaries
felT '—=SE” "f7etee ™S [ teT (e o — o T FTeT <The—c—> fEL <0 teen
truthfulness of all data provided in an application (see chapter J1.1

Verification procedure of the identity of natural person is based on detailed verification of
documents and the request submitted by the subscriber and, optionally, verification of
correctness of distinguished name DN.

After successful verification of the request, the registration authority operator or other
"EVete TMS fet(e e e "¢ F"ie <tle—c—> FE..F'— e'—f"> f.. .. -
Systems S.A. the terms of provision of trust services. After completing the registration process of
the applicant, the operator of the registration authority is obliged to send documents, if tlyeare
in paper form, —* f"——eie "< F%oce—"f—<'e ——S"7¢— f— fEL..ce*f
later than on the next business day. Documents shall be sent via the registered no&ithe Polish
Post or courier company. In the case of electronic documents prepared in the Certum yBtem,
no separate shipment is required.

o =St fet T e —fTsie TE< . f=<'vld 2. fo— —e<Zf-f"Ff22Z> f..

trust services, which after the transfer to Asseco Data Systems S.A. are accepted kg th
registration authority operator and sent back to the address specified by the applicant.

3.2.3.1. Identity verification by an authorized representative of Certum

Confirmation of the subscriber's identity is based on a valid identity card or passportias
the Registration Point or Identity Confirmation Point. Confirmation of the subscriber's identity
can be done in three ways:

X through personal appearance at a Registration Point or Identity Confirmation Point,

X by a visit of an authorized Certum representative to the location where the subscriber
is currently staying,

X remotely, through secure electronic communication means, ensuring constant voice
and visual contact of the person confirming identity with the subscriber, where the
subscriber's identity is confirmed by two additional independent methods
implemented during the ongoing process:

authentication of the applicant in an external reliable electronic identification
system using electronic identification means issued in that system, i.e. byaking a
bank verification transfer via the Blue Media service,

independent video verification path provided by the AriadNEXT service, which
additionally serves to check the originality of the presented identity document and
to compare the image of a person with a photo that contained the presented
document.

The information obtained through verification using an electronic identification means
and an independent video channel is an attachment to the certificate application and is
registered and archived in accordance with Chapter 5.5.2.

In the case of running an identity confirmation point by a partner, which is an entity from
the financial sector obliged under the provisions of Directive 2005/60 / EC (AML) and applies a
sufficiently high level of credibility of verification of identity of natural persons, the operator of
this point may use the means of identity verification used by that entity. At the same time, the
whole process must be thoroughly described in the procedure and approved by Certum.

3.2.3.2. Identity verification using a video-identification system
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Identity verification is performed by an external service provider using video means to
confirm the identity of the person applying for the certificate in a way that ensures credibtly
equivalent to physical presencé.

3.2.3.3. Identity verification by a notary public

Certum accepts certificate applications signed by the subscriber in the presence a@f
notary public who confirms this fact.

3.2.3.4. Identity verification based on a qualified electronic signature

In a special cases, when a person applying for a qualified certificate has a valid diedi
certificate, their identity can be confirmed on the basis of a certification application bearing the
qualified signature of that person.

3.2.3.5. Identity verification using an electronic identification means

Identity verification may be performed remotely, using an electronic identification means
for which the physical presence of the person applying for the certificate was ensured prior to
the issuance of the qualified certificate, and the identification means meets the requirements of a
medium or high level of security within the meaning of the eIDAS regulation. In particular, these
may be electronic identification means issued by banks. The level of security @ways
confirmed by an auditor examining the compliance of Certum's operations with elDAS
regulations, based on a direct audit or on the basis of documents from an audit performed by
another authorized entity. The indication of accepted means of electronic identification and the
description of their use in the process of issuing the certificate is included ithe appropriate
procedure subject to assessment by an auditor.

3.2.4.Non-Verified Subscriber Information

Certum verifies all information contained in the subject name (DN) of certificate.

3.2.5.Validation of Authority

In case the certification application contains the name of the organization, it should be
seen as an entitlement of that person to act on behalf of the organization. This also means that
the Certum verifies whether a natural person who has applied for certification was at the tienof
issuance of the certificate the employee organization or its associate and has the right to act on
behalf of the organization; entitlements andperiod of validity may be regulated by separate
laws, data of the individual and rights of Certum to check in available records or databases.

3.2.6.Interoperability criteria

Not applicable.

3.3. o T A Tte—c—> — & TCertificafe- Rekey or Certificate Data
Modification requests

Authentication of the identity of subscribers who apply for rekey or data modification of
certificates must be performed by an registration inspector of Primary Registration Authority
registration authority operator ‘7 ‘—Sf” 'fVe‘e ™S e ("e e o "¢ F7ei <tie—.
following cases:

13 Video-identification service that Certum use is provided by IDnow GmbH
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X  subscriber represents other entity and the validity period of the certificate exceed the
period of validity of the previously submitted authorization to representing the entity
indicated in the certificate,

X applicant makes a request for an electronic seal, and obtained electronic seal exceeds
period of validity of previously submitted attorney entitlement to apply for electronic
seal on behalf of represented entity,

X the data set in the certificate have been modified,

x the request was not electronically signed or certified using the private key that
corresponds to the public key included in the valid certificate issued by Certum QCA
2017,

X when it concerns key certification resulting in a certificate issued for the first time to a
given subscriber according to a new certification policy.

3.3.1.ldentification and authentication in a standard rekey

3.3.1.1. Certification and Rekey
Certification and rekey (key update) occurs when a subscriber requests for:
additional certificate of the same type or of different type, and
rekey of currently valid certificate.

In both cases applications contain the request for generating of a new key pair and
certificate issuance. The requests have to be authenticated, i.e.:

signed by the subscriber by using currently valid private key, associated with unexpired
certificate. Certum checks if the applied cryptographic security will be sufficient for the new
certificate period to ensure that the key has not been compromised or has been revoked as a
result of a security breachOr

confirmed by the registration inspector in the Primary Registration Authority or by the
"i%o(._”f_(‘c f——S‘”(_) ‘11:”f_‘”é f .‘_f") en ‘—Si” ':t”.‘. TMS‘ ._.‘.A(”. o —

Rekey might be performed by a subscriber periodically, on the basis of parameters of a
given certificate that is already owned by the subscriber. The result of rekey is a newrtificate
whose parameters are the same as the parameters of the certificate mentioned in the
application, except for a new key, certificate serial number and validity period (see chapter 4.6).

Identity validation of the subscriber requesting certificate rekey is carried out on the #sis
of qualified signature that was used to sign certificate rekey request.

Key certification unlike rekey is not associated with any valid certificate and concerns
issuing any type of certificate (subscriber must be registered, i.e. possess any vaédtificate
even if the certificate is revoked or has expired). Identity of the requester applying for key
certification must be verified by the registration inspector in Primary RegistrationAuthority, a
"TUoco—"f—c'e f——=S"c—> E"f—1"A > f e'—f"> " =St "fVete ™G | te"(7e

— e G e f——Ste—c. f—<'s fet <T1e—cehtificafioncos rekey. (dut-to thg
accepted terms of provision of trust services or declared period of the dasct verification of
identity performed by the registration inspector in Primary Registration Authority,registration
authority operator, b> f e‘—f”> ‘7 ‘=Sif” "f7ete ™S | e (e o— o "<}
analogically to initial registration (see chapter 3.2).
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3.3.1.2. Certificate Dat a Modification

Certificate data modification means creation of a new certificate on the basis of the
certificate that is currently owned by the subscriber. A new certificate has a different public key
a new serial number, and it differs in at least one field (its contents or appearance) fromeh
certificate on the basis of which it is being issued.

Certum does not offer a certificate modification.

Modification might be necessary e.g. in the case of changing the position at work or the e
mail address, under the condition that these data were previously stated in the certificate or
—Sts> oS —77% ,f fttita ~ tf-f =Sf— 't "ttt <o f.. .. tfe..t ™
procedures on the basis of appropriate documents (e.g. certification of the position at work)
have been modified, every application must be confirmed in a registration authority (see chapter

4.7).

After new certificate issuance, Certum revokes the certificate whose data has become outda
- i.e. the certificate based on which the modification procedure was carried out.

3.3.2.Authentication for issuing a certificate after revocation

A Certification requests following certificate revocation are verified in the same way as
applications made for the first issue of the certificate.

3.3.3.Registration of other Certum services users

Registration of users of services provided by the electronic timestamp authority Certum
QTST 2017, online certificate status protocol authority CERTUM QOCSP, qualified validation
service CERTUM QDVCS and Certum QESValidationQ 2017 is carried out on the basis of the
acceptance by the subscriber and Asseco Data Systems S.A. of the terms of provisionust tr
servicesd ST e—, .. "<ty hiay bé gerified:

X on the basis of an electronically signed agreement and the content of qualified
certificate; an electronic signature may be created by the individual person who
possess an unexpired qualified certificate,

X by the registration inspector, f ¢‘—f"> ‘7 ‘=St” 'frefe ™S fe"(Te o o .
identity in accordance with the requirements laid down in chapter 3.2 in the case of
—-St «—,s...7¢, 1" ™8ssebshequalified certificate or the certificate is expired
or revoked.

Registration may be connected with the registration of the subscriber @atum QCA 2017
services. Registration of users of the qualified electronic timestamp service Certu@TST 2017
QOCSP service and qualified validation service CERTUM QDVCS and Certum QESValidationQ
2017 is optional.

34, — .7, 1"ie Tie—<—> —fofSCertificatefRevoeation
Revocation requests can be submitted by phone.

During the phone call, registration inspector validates subscriber's identity. If the iderty
cani be correctly validated certificate is suspended until the doubts are clarified.

Detailed procedure of revocation is disclosed in chapter 4.8.3.
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4.  Certificate Life-Cycle Operational Requirements

Trustservices'”‘ ...+t —"%e¢ f"% ""Fete—ft ,FZ'™a “F" L ft—"F e—f"—o
submitting a suitable application to a registration authority, electronic timestamp athority,
certificate status verification authority and data validation authority. On the basis ofthe
application, the certification authority takes an appropriate decision about the
delivery/rejection of the requested service. Submitted applications should contain information
necessary for correct identification of the subscriber.

4.1. Application Submission

4.1.1.Who can apply for certificate

Any entity belonging to one of the following categories may subman application for a
certificate:

X ahatural person who is or will be the subject of a certificate,
X authorized representative of a legal person or institution without legal personality,
X authorized representative of Certum.

Certum does not issue certificates to entities carrying out business actiigs in countries
with which Polish law forbids doing business.

4.1.2. Application process and related responsibilities

41.2.1. Certification Application

Application for certification can be submitted by an applicant personallyn Registration
Point, Partner Identity Confirmation Paint or via electronic form (in that case identity validation
has to be carried out by a notary public or any other person authorized to confirme — ... "<, 1" T
identity).

4.1.2.2. Certificate rekey or certificate data modification application

An application for rekey or data modification is submitted by a subscriber only in
electronic form.

4.1.2.3. Certificate revocation or suspension application

An application for certificate revocation can be submitted by phone call only by authorized
persons (see chapter 4.8.2 and 4.8.14)

Applications must be confirmed by registration inspector.

Subscriber and authorized entiy, whose datais included in the certification application
are notified about certificate revocation or suspension.

4.2. Applications processing

Upon authentication of the identity of the subscriber by a registration authority operator,
foei—f"> 7 ‘=SE” "f7e'e ™S | te"("e o o chaptels 8.2.3 hmd 32:2), eh
application is submitted to the Primary Registration Authority where acertification request
token is prepared and submitted to the certification authority.
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4.2.1.1dentification and authentication function

Identification and authentication functions of all required subscriber data are carried out
by Primary Registration Authority, cooperating Registration Points and Identity Qdirmation
Points in accordance with the conditions set out in 1.3.2.

4.2.2.Acceptance or rejection of application

4.2.2.1. Application processing

Registration Point or Identity Confirmation Point accepts and verifies the certificate
application and, together with the required set of documents, passes it to the Primary
Registration Point.

In the case of electronic processing of rekey application the registration inspestgerson who
Lot e— e LT cthe—<—> oSfZZ .'e"<"ea f..Certunt int¥enaH
requirements,— St e—, ... ¢, 1 T <tTte—c—>

4.2.2.2. Rejection of certificate issuance

Certum can refuse to issue the certificate to any requester without taking any obligations
en ":t.!t..(”(Z(_) _éf_ .(%oé_ ’\IZZLTM _éi ll:tu_:t._:t"-l-. Tf.f%o:t. e zl..
The certification authority should immediately refund the requester the certificate fee (if the
requester paid it), unless the requester stated false data in his/her/its application.

The denial of certificate issuance can occur:
X when the subscriber cannot prove his/her rights to propose®dN,

x validity date of the applicant's identity document, whose data (humber and series
number) included in the certificate is shorter than the certificate's validity date,

x if there is suspicion or certainty that the subscriber falsified the data or stated false
data,

x if the applicant fails to deliver the required set of formal documents, constituting as
an attachment to the application

X In case of detection of hand-written corrections or modifications in subntied formal
documents,

x if the validity date of submitted documents is exceeded - the documents whose date of
signature exceeds 3 months in the moment of its reception in Certum (in electronic or
paper form),

x if the validity date of certificate application is exceeded - the applications whose filling
date exceeds 3 months in the moment of its reception in Certum (in electronic or
paper form),

x from other reasons not specified above, upon prior notice afecurity inspector .

If the required set of formal documents is not provided, the required set of documents of
the entity (in case of certificates with the entity's data) Certum reserves the right to send them
back within 3 months from the date of receipt.

Information concerning the decision about a denial of certificate issuance and its reasons
is sent to the applicant. The requester can appeal to Certum within 14 days of the reception of
the decision.
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4.2.3.Certificate Issuance Awaiting

Certum makes every efforts to ensure that on receiving application for registration and
certification, rekey or certificate data modification, the authority examines the application and
issues a certificate as soon as possible.

If the reasons for which there may be possible delays in issuing the certificate lie solely
with Certum, this time should not exceed 7 days from the moment of accepting the terrog
provisioning trust services between Asseco Data Systems S.A. and the subscriber.

4.3. Certificates Issuance

4.3.1.Authority activities during certificate issuance

On receiving an appropriate certification request token and processing it (see chapter 4.2),
a certification authority issues a certificate .

Date of issuance is recorded in the event log and is not later than beginning of the validity p
of certificate that is specified in fidlnotBefore (see chapter 7.1).

Every certificate is issued off-line. Authority provides subscriber form to install the
certificate on cryptographic card. Credentials allowing to use the form are sent to the subscriber
separately.

4.3.2.Subscriber notification of certificate issuance

Subscriber and authorized entity, whose data is included in the certificate application are
informed about certificate issuance.

Certum Certification Authority have mechanism to inform subscriber about certificate
issuance via e-mail, it involves sending information that will allow subscriér to install a
certificate on cryptographic card Authorized entity, whose data is included in the certificate
application receive information about certificate issuance, sent to a given e-mail address.

A certificate can be installed on the cryptographic card using dedicated process.

4.3.3.Certificate acceptance

In the first step of certificate installation process subscriber is obligated to clo& the
correctness of the data contained in the certificate. If the certificate has any faults,should be
immediately revoked. In its place, based on the required new set of documents, a new error-free
certificate will be issued.

Certificate acceptance means confirmation by the subscriber of acceptance of the
certificate in the dedicated process of installing the certificate.

Lack of certificate acceptance for reasons other than resignation from services meaes to
revocation of the certificate and to issue a new certificate on the basis of the new certifi
request and new acceptance of the terms of provision of trust services

4.3.4.Certificate publication
Not applicable .
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4.3.5.Informing other entities about certificate issuance

Certum may inform Registration Authority, authentication points, which confirmed data
contained in the subscriber's application. Information regarding certificate issuancean be send
alsoto authorized entity, whose data is included in the certificate application.

4.4. Certificate and Key Usage

4.4.1.Subscribers certificates and keys usage
Subscribers are required to use private key and certificates:

X in accordance with their purpose stated in the present Certificate Policy and
Certification Practice Statement and in compliance with the certificate contents (the
fields keyUsage andextendedKeyUsage see chapter 7.},

X in accordance with the content of accepted by subscriber terms of provision of trust
services by Asseco Data Systems S.A.,

X only within the validity period,

X until the certificate revocation; when the certificate is suspended, the subscriber
should not use the private key, particularly for creating a signature.

4.4.2.Relying parties certificates and keys usage
Relying parties must use public keys and certificates:

X in accordance with their purpose stated in the present Certificate Policy and
Certification Practice Statement and in compliance with the certificate contents (the
fields keyUsage andextendedKeyUsage see chapter 7.1),

X only upon their status verification,

X until the key revocation (applicable to public keys for key exchange, data encryption
or key agreement); when the certificate is suspended, the relying party should not use
the public key.

4.5. Recertification

Certum does not provide recertification services for qualified electronic signature
certificates, electronic stamps and trust service provider certificates.

4.5.1.Circumstances for certificate renewal

Not applicable.

4.5.2.Who can apply for certificate recertification?

Not applicable.

4.5.3.Processing recertification application

Not applicable.

4.5.4.Informing subscriber about certificate issuance

Not applicable.
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4.5.5. Acceptance of a renewal certificate
Not applicable.

4.5.6.Publication of the renewal certificate

Not applicable.

4.5.7.Informing other entities about certificate issuance
Not applicable.

4.6. Certification and rekey (key update)

Certification and rekey (key update) occurs when a subscriber (already registered)
generates a new key pair (or order a certification authority to generate such key pair) and
requires issuance of a new certificate confirming possession of a newly created public key.
Certification and rekey should be interpreted as follows:

X key certification is not associated with any valid certificate and is used by
subscribers to obtain one or more (usually additional) certificate of any type,
(however, the subscriber should be registered in the system, i.e. have at least one
certificate even if it has been revoked or it expired),

X rekey refers to a particular certificate, indicated in the request; due to above new
certificate includes the same content; the only differences are: a new public key, a
serial number, a validity period and a new certification authority signature.

4.6.1.Circumstance for Certification and Rekey

Certification and rekey (key update) occurs when a subscriber requests for:
X additional certificate of the same type or of different type, and

X rekey of the currently valid certificate.

In both cases applications contain the request for generating a new key pair and certificate
issuance. The requests have to be authenticated, i.e.:

X signed by the subscriber by using currently valid private key, associated with
unexpired certificate, or

X confirmed by the registration inspector in the Primary Registration Authority or by
the registration authority operator, a notary or other person who confirm
._n.'-'”(ni”'l.. (Ti._(_)a

Rekey might be performed by a subscriber periodically, on the basis of parameters of a
given certificate that is already owned by the subscriber. The result of rekey is a newertificate
whose parameters are the same as the parameters of the certificate mentioned in the
application, except for a new key, certificate serial number and validity period.

4.6.2.Who can apply for a new public key?

Certification or rekey is performed only on subscriber's demand and must be preceded by
the submission of the application.

4.6.3.Processing an application for certification and rekey

Rekey request supplied by a subscriber can apply only:
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X to a currently valid certificate,

X when the subscriber has a private key associated with the certificate.

On the other hand, key certification also applies to situations when a subscriber:

x does not have a current and valid private key for digital signatures or seal creation,

X requests an additional certificate of the same type or of different type, but only within
the certification policy used for issuance of at least one certificate.

Rekey and certification requests are processed in accordance with chapter 3.3

Certification and rekey procedure can be also applicable for trust service providers
certificates. In such a case all customers of the certification authority should be informed about
procedure execution.

Certum always informs subscribers (at least 14 days in advance) about forthcoming validitypg
expiry.

4.6.4.Informing subscriber about new certificate issuance

Subscriber and authorized entity, whose data is included in the certificate applicati is
informed about issuance of certificate.

4.6.5.Acceptance of new certificate
See chapter 4.3.3.

4.6.6.Publishing new certificate
See chapter 4.3.4.

4.6.7.Informing other entities about certificate issuance
See chapter 4.3.5.

4.7. Certificate data modification

Data modification means replacing the currently useddurrently valid ) certificate with a
new certificate, in which with relation to the replaced certificate some information included
in it, including the public key, may be changed.

Certum does not offer a certificate modification.

The process of data modification in a certificate means that a new certificate has been
created based on a certificate that is currently in the subscriber's possession, has naeh
revoked and has not expired. New certificate has a new public key, a new serial number, and
differs in at least one of the other certificate fields. Certification policy identifier, accordm to
™S¢...S —St . t"—<«... f-fnitdffieckes —Fta ... fei— i
Modification request is available in an electronic form via Certum WWW site and must be
confirmed by the registrationin e’ ...—*" 7 *—=S$” "f7e¢‘'e f——S"ceit —' .. "¢ < ece%o
identity.
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4.7.1.Circumstance for certificate data modification

Modification can be applicable only for values and extensions of particular types of
certificates. Certificate content can be modified only within the structure contained in thessued
certificate and specified in a profile of this certificate (see chapter 7).

Certificate data modification:

X <o TETTedt teZs> te e o ¢ 30 Thefet fot e—e— [ F k. FTET
electronic certificate request, and

x the certificate validity period has not expired or the certificate has not been revoked.

The need for certificate data modification may occur, for example, if there is a change of
job position or changeof email address, provided that the data was previously included in the
certificate or should be added.

Following data can be modified:

x the name of position at work or the name of performing role (authorization
confirmation of job position required),

X postal address, e-mail address and telephone number,
X nhame or address of represented entity (appropriate documents required),
X ‘=S1” .Sfe%ote " L E" - f—Fie FE—Feectee

4.7.2.Who can apply for a certificate data modification

Certificate data modification is performed only on subscriber's demand and must be
preceded by the submission of the application.

4.7.3.Processing Certificate Data Modification Requests

Procedure of processing application for certificate data modification is the same as
application for new certificate and requires verification of all information in accordance with
chapter 3.2.

4.7.4.Informing subscriber about certificate data modification

Subscriber and the entity represented by the subscriber is informed about issuance ofeth
new certificate.

4.7.5.Acceptance of modified data certificate
See chapter 4.3.3.

4.7.6.Publishing modified data certificate
See chapter 4.3.4.

4.7.7.Informing other entities about certificate issuance
See chapter 4.3.5.

4.8. Certificate revocation and suspension

Certum provides a 24/7 capability to submit revocation request.
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Requirements for revocation and suspension of certificates or trust service providers
certificate are specified inthe elIDAS Regulatignthe Act and Regulation on National Trust
Infrastructure of 5" October 2016 In the case of theevocation of the National Root (NCCert)
certificate, the certificates and tokens issued by Certum QCA 2Q1Tertum QTST 2017
CERTUM QOCSP, CERTUM QDVCS and Certum QESValidationQ@@0bZ lose the validity if it
is proved that these certificates or tokens had been issued before the National Root cerate
revocation.

Requirements mentioned above are particularly essential for long term electronic
signatures and seals which are verified after expiration of the certificate associated withis
signature. Such situation is illustrated in Figure 2. Moreover, the revocation of trust service
providers certificate, deletion of an entry of authority from the register of qualified certification
service providers or in the case of cessation of the certification authority operation shall not
result in the invalidity of qualified certificates issued by these authorities before théime point
of this revocation.

National Certification T?‘“"l YES Tlevcal
Authority T 1
T Tecaz (<T,
Certum QCA 2017 ?‘“az {e,caz (£Tcar
T T <
6XEVFULEHUfV }b T{e,u(Té,caz
: o
Signed document ITslg 5 val:i.
i i : —>
Tslg Tslg,max Tval time

Fig.2 Successful verification of electronic signature based on algorithm deibed in RFC 5280
recommendations

The relying party who wants to verify an electronic signature at thélsiymoment (this is
any moment after Tsy moment of the signature creation) should check the signature using a
public key included in certificate of the signatory and then should check whether this certificate
and all other certificates in a certification path was being valid in th@sg moment in which the
document was verified or signed.

—ce%o e—e'feecte TE"C'T M oS _75 fT_fT e— e "< f"Te
certificate should be considered as not valid (in state of revocation). Similarly, in the case of trust
service providers certificate cancellation of validity of this certificate type means withdrawal
of the rights to issue certificates for its owner but does not affect validity of certificates issuday
or trust service providers when such a certificate was valid.

Certificate revocation is equivalent to the loss of certificate validity and results intdrenination
of the contract between the subscriber and Certum.

Although certificate suspension is a specific form of revocation, this CPS will distinghi
both terms to emphasize the essential difference between them: certificate suspended can be

14 Presented scenario derives fronCommon ISIS-MailTrust Specifications for Interoperable PKI Applications
From T7 & Teletrust ISIS-MTT Specification Optional Profile, SigG-Profile, Version Juy.2,9th 2002
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cancelled while revoked cannot. Once revoked certificate cannot be restored (however, where
this is not clearly stated, the word revocation will also include suspension of the certificate).

Certificate suspension is temporary (usually lasts until explanation of reasons of the
suspension) and may be requested only by employedf Certum. Possible unsuspension must
be not later than within 7 calendar days of such suspension (otherwise certificate will be
revoked).

Certification authority revokes these certificates which were not reactivated or revokedimit?
days of suspension.

If a private key, corresponding to a public key, contained in the revoked certificateanes under
—St e— e, tTe e ZA «— oS ' — 7% ,F e—<Z7 "' —f£-=St¥—co fof $VLf
whole period of suspension and it should be stored securely after revocation until iysigally
destroyed.

4.8.1.Circumstances for certificate revocation

wfe<o. TEfoerte T Vi ece%o foe— 0 ¢ F T L F =T f=F <o Z'ee 7
such a loss) over a private key being owned by the subscriber of the certificate or matdri
breach of obligation or requirements of Certification Policy and Certification Practice Statement
by the subscriber. Revocation is performed either on subscriber or authorized representag of
the represented entity demand.

Certificate revocation may be performed if the following situation occurs:
X when any information within the certificate has changed,

X when a private key, associated with a public key contained in the certificate or media
used for storing it has been, or there is a reason to strongly suspect it would be
compromised!s; certificate revocation procedure is in this case executed by a
subscriber,

X the subscriber resigns from services provided by Asseco Data Systems SfAthe
subscriber does not request the revocation by himself/herself/itself, a certification
authority or a representative of the institution in which the subscriber is employed,
has the right to do it,

X on each request of the subscriber,

X upon a request from authorized entity, whose data is included in the certificate
application,

X upon a request from Minister of Digital Affairs
X when a signatory is unable to enter into legal transactions,

X by its issuer, Certum, for example when the subscriber does not comply with accepted
Certification Policy and Certification Practice Statement,

x if a certification authority terminates its services, all the certificates issued byhis
certification authority before expiration of declared period of service termination
have to be revoked, along with the certificate of the certification authority,

15 Private key compromise means: (1) the occurrence of unauthorized access to a priva&y or a reason
to strongly suspect this access, (2) loss of a private key or the occurrenalea reason to suspect such a
loss, (3) theft of a private key or the occurrence of a reason to suspect sucthaft, (4) accidental erasure
of a private key.
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X the subscriber or the represented entity lingers over fees for services provided by a
certification authority or other duties or obligations he/she decided to take,

X  a certification authority private key or security of its systems have been breackden a
manner directly endangering the certificate reliability,

X the subscriber, being an employee of an organization, has not returned the electronic
cryptographic card, used for storing the certificate and the corresponding private key,
when terminating the contract for employment,

x other circumstances, delaying or preventing the subscriber from execution of
regulations of this Certificate Policy and Certification Practice Statement, emerging
from disasters, computer sys-fe ‘7 ot _—™ "o of 7" o  _<‘'ed ...Sfe%ote <o —St
legal environment or official regulations of the government or its agencies.

Revocation request can be submitted trough Registration Authority (see chapter 3.4).
T—F7 TEvT L f=<te T 7 Z ... fenvadation Tapplication is sent to the Primary
Registration Authority, which revokes the certificate based on received documents.

Revocation request submitted on request of the third person indicated in certificate
request applies to all qualified certificates issued by Certum.

4.8.2.Who can request certificate revocation
St " ZZ ™ce%o fe—c—cte of> e— ec— o— o V¢ e 1" - f-F " —
X asubscriber who is the subject of a certificate,
X authorized entity, whose data is included in the certificate application,

X an authorized representative of a certification authority (in the case of Certum this
role is reserved for the security inspector),

X  Minister of Digital Affairs,

X the registration authority operator, registration inspector which may request
revocation on behalf of a subscriber or on its own, if it has information justifying
certificate revocation.

Certification authorities are to act with extreme caution when processing revocatiequests not
submitted by a subscriber and accept only the requests complying with chapter 4.8.1inathe
o fef 7 ec——f—ctee ™MSfe Zlee T 7 _e "7 e (EF..-Pt ' =mFéfFZ.f-1
losses which arise from revocation.

When an entity requesting certificate revocation is not an owner of this certificate (i.e. the
subscriber), a certification authority has to:

X  check whether the requester is authorized to request the revocation,

X submit notification to the subscriber about revocation or initiation of revocation
process.

4.8.3.Procedure for certificate revocation
Certificate revocation may be carried ouby submission of a request by phone call.

Upon successful verification of a revocation request by the certification authority, the
certificate is revoked. Information about the revoked certificate is published on th€ertificate
Revocation List (see chapter 7.2), issued by the certification authority.
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A certification authority submits to the subscriber and entity requesting certifiate
revocation a proof of the certificate revocation or decision about request refusal, along with the
reasons for the refusal.

If a certificate being revoked or a private key, corresponding to the certificate, were stored
on an electronic cryptographic card, upon certificate revocation, the card should be physically
destroyed or securely wiped out. This operation should be carried out by the holder of the card
a private or legal entity (a representative of such an entity).

4.8.4.Certificate revocation grace period

Certum guarantees that the maximum grace peridé for revocation request is24 hours
from reception of the request.

Information concerning certificate revocation is stored in Certum database. Revoked
certificates are placed on Certificate Revocation List (CRL) according to disclosed CRL publishing
periods (see chapter 4.8.8

Subscriber and authorized entity, whose data is included in the certificate application are
informed about the certificate revocation.

Information about current status of a certificate is available through published Certificate
Revocation List, immediately after declared revocation grace period. This service may be
requested for example by a relying party, verifying validity of a digital sigriare on a document
submitted by the subscriber.

4.8.5. Maximum time of processing revocation application

Certificate revocation application is processed by Certum within 24 hours of its acceptance .

4.8.6.0bligatory revocation check

A relying party, upon receiving an electronic document signed by a subscriber,abligated
to check whethera’— ,Z«<... ot> ... f"—<"<...f—14& ..."""Fe 'etce% —" —SF e— o . "¢,
creating digital signatures, is not placed on Certificate Revocation List. The relyingarty is
obligated to retain a current CRL.

The revoked certificate remains on the Certificate Revocation List at least until the end of
its validity period.

The final decision about the certificate trustworthiness sbuld be made by a relying party.
When making this decision, the relying party should take under consideration that according

"2112) e _éi f"n~¢ _é:l:ni fn:t ot H:tf.l... s ,,iz(:tN:IZ _éi ._".“.n(
compromised.
E7 e Yo f fe—tte —eco T _tt f.. .. foo —' L f"— e f—tie -

hours / 7 days a week).

4.8.7.CRL issuance frequency
Certum QCA 27 issues Certificate Revocation List.

Every Certificate Revocation List is updated at least once a dayNotwithstanding, the
new CRL is published in the repository after every certificate revocation. In the case of

16 Allowable grace period means maximum allowable time between receptioof revocation request and the
."'Zi—U‘ “n~ (—e ,”‘...:t“('%ué _le_:t e ---:t::f_(i(-f-.fT_(.“‘_(f"(_--TﬁL”((")‘T'.‘ *ﬁ‘if‘_”.---"(ui’
period should not be misinterpreted with CRL publication frequency (see epter 4.8.8).
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revocation of the certificate this certificate is immediately published on Certificate Revaton
List. The same rules are for revocation of trust service provider certificate, this certificate is
immediately published on Certificate Revocation List.

4.8.8.Maximum delay of publishing Certificate Revocation List

Every Certificate Revocation List is published immediately after being created (usually & i
done automatically in a few minutes).

4.8.9.0n-line certificate status verification availability

Certum provides real-time certificate status verification service. The service alsdlows to
obtain information about the certificate revocation beyond its validity period. The QOCSP
service is based on the protocol shown iIRFC 6968. Using OCSP, it is possible to acquire more
frequent and upto-date information (in comparison to sole CRL usage) about a certificate status.

OCSP operates on the basis @fquest response model. As a response for each request,
OCSP server, providing services for Certum, supplies the following information about the
certificate status:

X good meaning a positive response to the request, which should be interpreted as
confirmation of certificate validity1®,

x revoked meaning the certificate has been revoked,

X unknown meaning that the validity period of the verified certificate has expired or
the certificate has not been issued by qualified certification authority Certum QCA
2017.
T =< f—Fie e—fo—e <o" Mef_cte <o ' — 7. A ST fTiTUEestt” of <l
certificate (see chapter 7.1.3.1)
T =< f—Fie e—f——e <o "F_"cf"ET "7'e St L F"—<Tc. f-<'e f—=S*
later than 60 seconds after certificate revocation.

CRLs published by Certum as well as responses from QOCSP service are electronically
signed by their issuing authorities, so Certum guarantees their integrity and authenttg.

4.8.10. Requirements for on-line certificate status verification

A relying party is not obligated to verify certificate statuson-line on the basis of
mechanisms and services laid down in chapter 4.8.9. Notwithstanding above, it is reaoended
to employ OCSP service when the risk of forgery of the electronic documents utilizing electroni
signature is high or if it is required by other regulations concerning such situations.

4.8.11. Other forms of revocation advertisements availability

Not applicable.

17 Notification of the time of the next issuance may be also included in the dents of current CRL (see
contents of the fieldNextUpdate, chapter7.2). Contents of this field describe not excessive date of the
next CRL issuance. Publication of the succeeding CRL can be also mafterd¢his date. In the case of
Certum, value of this field is set to one month (exce@ertum CA).

18 RFC 696Qnternet X.509 Public Key Infrastructure: Online Certificate Status ProtocG@ICSP.

19 SeeGlossary.
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4.8.12. Special duties in case of rekey security breach

Not applicable.

4.8.13. Circumstances of certificate suspension
Suspension of certificate may occur under the following circumstances:
X data contained in the revocation request rise justified suspicion,

X revocation request was made by phone, and was not possible within 24 hours since
receiving request, to confirm the identity of applicant, but also negate the correctas
of the submitted application,

X there is a suspicion that the person using electronic signature has lost his orrhigll
legal capaciy,

x  certification authority may immediately suspend the certificate if reasonably suspés
that the certificate has been issued without complying with the provisions of this
Certificate Policy and Certification Practice Statement; certificate may remain
suspended until the certification authority finds the grounds for the revocation of th
certificate, but no longer as 7 days,

X other circumstances requiring clarification from the subscriber or the applicant.

Information contained in the certificate suspension application are similar to those in
revocation application.

4.8.14. Who can request certificate suspension

Suspension request may be submitted only by the Certum personnel.

An application for suspension might not be submitted by the subscriber who is the owher
certificate. The subscriber has to be immediately informed about fact of suspension.

4.8.15. Procedure of certificate suspension and unsuspension

The suspension procedure is carried out analogically to revocation procedure (see chapter
4.8.3). After the verification of application, certification authority changes a status of certifite
for the suspended and places it on Certificate Revocation ListeftificateHold as the reason of
suspension, see chapter 7.2.1).

Certification authority may cancel the certificate suspension (by restoring it to its normal
state) if all of conditions specified below are fulfilled:

X the certificate unsuspension should be performed on the basis of a mutual
identification of the subscriber, requesting the certificate unsuspension, and
certification authority,

X certification authority finds that the reasons for which a certificate was suspended
have been resolved or not confirmed.

Certificate suspension requires a request of the authorized employee of Certum.

In the case of legitimate request the certification authority removes the certificate from
the Certificate Revocation List and the certificate becomes a valid certificate, which wasfore
the suspension. The period of the suspension cannot be longer than 7 days. After this period a
suspended certificate shall be revoked.

If the qualified certificate has been revoked during the period of suspension or after 7 o
suspension, then the date of the certificate revocation is the same as the suspension beginnin
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‘ (that means, it cannot be the date of the end of suspension).

4.8.16. Limitation on suspension grace period

Certum guarantees the grace period in suspension request processing, as well as
availability of certificate status verification to be the same as the in case of certificate reation
(see chapter 4.8.4.

That period does not include the time of receiving the confirmation of certificate
suspension and publishing suspended certificate on Certificate Revocation List (sekapter
4.8.7).

Information concerning certificate suspension (i.e. certificate status) is available through
certificate status verification service, immediately after the declared grace period. This service
may be requested not only by a subscriber, but also by a relying party verifying vailig of a
digital signature on the document submitted by the subscriber.

4.8.17. Revocation or suspension of the Trusted Service Provider certificate

The certificate belonging to a trust service provider may be revoked or suspended Hye
National root (NCCerf). Such revocation may occur in the following situation:

X Minister of Digital Affairs decides to remove entry of certification authority from the
register of qualified trust service providers,

X the National root NCCert has reasons to believe that information in issued certificate
is false,

x the certification authority private key or its information system were breached in a
manner affecting trustworthiness of certificates issued by this authority,

x the certification authority has breached material obligation arising from this
Certificate Policy and Certification Practice Statement.

In the case of security breach of private keys (their revelation) of the certification
authorities within Certum, the appropriate information is placed immediately in CRL and
mandatory submitted via electronic mail to every subscriber of the certification authority whose
private key has been revealed. The information is submitted to every subscriber whose interests
may be (directly or indirectly) endangered.

4.9. Other services Certificate status services
4.9.1.Operational characteristics

49.1.1. Electronic timestamp service

The primary objective of electronic timestamp service, provided by the electronic
timestamp authority CERTUM QTST 2017 is to mark an electronic documents, electronic
signatures, electronic transactions, etc. with a reliable time. Electronic timestamp proof that
data object existed before the date placed in this electronic timestamp. Thanks to this:

X electronic timestamp authority confirms the existence of data,

X electronic timestamp authority allows to prove that an electronic signature was made
prior to the revocation of the key used to signing a document or a message.

Electronic timestamp authorityCERTUM QTST 2017 is not a party of transactions referred to
marked with a reliable time.
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Procedure of obtaining a time stamp issued by electronic timestamp authority is carried
out as follows:

X applicant sends a request containing the value of the digest (associated with
document, message etc.), the identifier of the hash function and the session idé&ati
(nonce); the request shall contains OID policy used for the electronic timestamp token
issuance; the format of issuance is default in the case of lack of identifiers,

X electronic timestamp authority verifies completeness and correctness of application,

X electronic timestamp authority generates an electronic timestamp (electronic
timestamp token TST), which contains serial number, protocol identifier, time from
reliable source, application data, data generated by electronic timestamp authority,
binding in a cryptographic manner the time with the digest value, the identifieof the
hash function and the session identifier,

X electronic timestamp authority submits an electronic timestamp token to the
requesting entity,

X requesting entity verifies the correctness of electronic timestamp token.

Electronic timestamps are issued in accordance with the following requirements:

X trusted time source is synchronized with International Atomic Time (TAIl) with an
accuracy of 1 second,

X serial number of electronic timestamp token is unique within certification authority
domain CERTUM QTST 2017; this feature is also retained in the event of a resumption
of service after a failure,

X electronic timestamp authority private keys are generated and stored inside
hardware security module complying with FIPS 140-2 Level 3 requirements,

X the electronic timestamp authority CERTUM QTST 201dwns private key used for
creating electronic confirmations of electronic timestamp tokens.

4.9.1.2. Qualified Validation Service for qualified electronic signatures and qualified
electronic seals

Qualified validation service provided by CERTUM Q& and Certum QESValidationQ
2017 can be useful to validate the signed documents or certificates. CERTUM QDVCS and Certum
QESValidationQ 2017 issues data validation certificate that may be regarded as equivalent to
notary token, defined in ISO/IEC 138883 standard.

CERTUM QDVCS and CERTUM QESValidationQ 2017 activity is based on DVCS, G8SIS D
XKMS protocols. CERTUM QDVCS may:

X confirm validity of digitally signed document {/sd) and create on the request
certificate (DVC) confirming validity of the signature,

X confirm validity of public key certificates (vpkc) and create on the request certificate
(DVC) confirming validity of the certificate and its status.

Qualified validation authority CERTUM QDVCS and Certum QESValidationQ 2017 can
validate following types of tokens and certificates:

X qualified public key certificate,
X qualified electronic signature,

X qualified electronic seal.
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Procedure of obtaining data validation token is carried out as follows:

X an applicant submits the request containing information about types of validation and
validated data,

X a data validation authority server verifies format of the request, downloads type of
validation and identifier of certification policy,

X a data validation authority server creates token and sends it to applicant,

X an applicant checks the correctness of the token, and if the token does not raise any
suspicions, she/he remembers it together with the data involved.

The detailed validation policy is descripted inValidation Policy of Certunie —fZ< <Ft
Validation Service for qualifies electronic signatures and qualified electronic seals

4.9.2. Additional options

Time stamping services and validation servicesof qualified electronic signatures and
qualified electronic seals are available 24/7 (without any planned outages).

4.9.3.Optional functions
Not applicable.

4.10. End of subscription
The end of the subscription occurs in the following cases:

X subscriber certificate validity period has passed and subscriber has not taken action
to update or modify his/her key,

X subscriber's certificate was revoked and replaced by another certificate.

4.11. Key escrow and restoration

Private keys of certification authorities, or other subscribers, for which Certum generates
keys or that are available are not subject key escrow.

The exception is the remote signature or seal service, where the private keys of the
subscribers are stored on the hardware cryptographic module (HSM) meeting the FIPS 120-
Level 3 and are available only to the subscriber / entity after logging to the individual service
account in accordance with the internal Certum procedure.

4.11.1. Principles and of key escrow and restoration

Not applicable.

4.11.2. Session key encapsulation, restoration policy and practice

Not applicable.
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5. Facilities, Management and Operational Controls

This chapter describes general requirements concerning control, physical and
organizational security, as well as personnel activity, used in Certum mainly in the tarof key
generation, entity authenticity verification, certificate and trust service providers certifiate
issuance and publication, certificate and trust service providers certificate revocation, audind
backup copy creation.

5.1. Physical security controls

T—T™ e el f” ese_Fed TE"f—'"ie —fVecofZe feof Gerfurhegiec'e "te'—
located in the dedicated area, physically protected against unauthorized access, destruction or
disruption to its operation. These locations are monitored. System logs record each entrance and
leaving. Stability of power supply, temperature, and humidity is tested.

5.1.1.Site location and construction

Certum is located in the Asseco Data Systems S.A. seat, at the following addr&ajeczna
Street 13, Szczecin, Poland.

5.1.2.Physical access

Physical access to the building and Certum rooms is controlled and monitored by the
integrated alarm system. Manned reception and outside security guards operate 24 hours a day.
Fire and flood prevention system, intrusion detection system and emergency power system
(securing against temporary and long-term power cuts) are employed.

Visitors to areas occupied by Certum may access this area only if they are escortedHsy
authorized personnel of Certum.

Areas occupied by Certum are divided into:
X computer system area,
X operators and administrators areas.

The computer system area, including location of the hardware security module that stores
QCA keys, is equipped with monitored security system built on the basis of motion, fire and flood
sensors. Access to this area is granted only to authorized personnel, i.e. the personnel of Certum
and Asseco Data Systems S.A. Monitoring of the access rights is carried ouhe basis of smart
cards and access control system, whose terminals are mounted next to the area entyery
entry and exit from the area is automatically recorded in the event journal. The presence of
other individuals (e.g. auditors or service employees) requires presence of authorized personnel
and authorization of Trust and Security Division Director.

Access to the operators and administrators area is enforced through the use of a smart
card and access control system. Since all sensitive information is protected by the wudesafes,
permanently secured to the ground, and to which access is controlled by two keys (two-eye
Mo, <'Zt A ™MS<ZE f... .. Tee —* X" f—""Te ‘reduires prior Afithoriiationt e <o f Z
the employed physical security is assumed as adequate. Keys to the area are accessible only to
authorized personnel. The area may be occupied solely by Certum personnel and authorized
individuals. Additionally, the latter are not allowed to occupy the area unescorted. The only
exception concerns the individuals occupying Certum positions who are classified tagsted .
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5.1.3.Power and air conditioning

In case of main power line failure the system switches to emergency power source (UPS
and/or power generators).

Working environment in the computer system area is monitored continuously and
independently from other areas. Each area is air-conditioned.

5.1.4.Water exposure

In the computer system area humidity and water detecting sensors are installed. These
sensors are integrated with the security system of Asseco Data Systems S.A. buikliiag
Bajeczna Streetl3 in Szczecin and Narutowiczasux —"13%- <<«Rdoeption personnel are
notified of the hazards and are obligated to notify appropriate public services, security inspector
and one of system administrator.

5.1.5.Fire prevention

Fire prevention and protection system installed in Asseco Data Systems S.A. buildiags
Bajeczna Streefl3 in Szczecin and Narutowiczasux —"1 31— <on@phe$ with local standards
and regulations for fire safety. Computer system area is also equipped with fire control system
(neutral gas), activated automatically in the case of fire detection in monitored area.

5.1.6.Media storage

In accordance with the sensitivity of information held, media containing archives and
current data backup are stored in fireproof safes, located in the operators and administrator
area and the computer system area. Access to the safe is secured with two keys, bbild by
authorized individuals. Copies of suitable documents, backups and archives are also neél in
emergency facility, within fireproof safes secured to the ground.

Media storage of archives, current data copies and paper documents are stored in Certum
rooms.

5.1.7.Waste disposal

Paper and electronic media containing information possibly significant for Certum
security after expiration of the retention period (see chapter 5.5.2) are destroyed in special
shredding devices. In the case of cryptographic keys and PIN or PUK numbers, imeaded for
their storage are shredded in DIN-3 class devices (this applies only to the medidigh do not
allow definitive erasure of stored information and their re-usage).

Hardware cryptographic modules are reset according to the manufacturer's
documentation. Resetting modules also takes place before sending them for service/repair to
the manufacturer.

5.1.8.Offsite backup storage

Copies of passwords, PIN numbers and cryptographic cards are stored in two localizations
of Asseco Data Systems S.A.

In the building of Asseco Data Systems S.A. also archives, current copiesfafrination
processed by the system and full installation version of Certum applications are stored. It
enables emergency recovery of most substantial Certum function within 48 hours (in Certum
building or in the emergency facility).
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5.1.9.Registration authority security controls

Computers of Primary Registration Authority issuing certificates are located in specially
designated area and operate in on-line mode (have to be connected to the network). Access to
these computers is physically secured against unauthorized individuals. Computers méag
operated solely by authorized individuals. Computers located in points of the identity
verification are protected in accordance with the requirements applicable to the notary offices.
Computers located in other registration authorities are protected in accordance with the
agreement between Certum and administrator of registration authority.

5.1.9.1. Site location and construction
Registration authorities of Certum are located in the following sites:

x  Primary Registration Authority (PRA) is located in the operators and administrators
area in Certum (see chapter 5.1)1

x addresses of other registration authorities are available in repository at
WWw.certum.eu.

5.1.9.2. Physical access

Access to Primary Registration Authority has to be performed as described in agter
5.1.2. In the case of other registration authorities, there are no additional restrictions addressing
physical access. It is recommended that offices of registration authorities should beparated
and rigged with equipment allowing safe storage of data and documents. Access to such areas
should be monitored and limited to authorized individuals associated with the activity of the
registration authority.

5.1.9.3. Power and air conditioning

Primary Registration Authority is connected with ADSie fet"%ofe...> "*™ZF” o' —" | F e50—
Air conditioning is not required. In the case of other registration authorities, there are no
restrictions addressing emergency power source and air conditioning.

5.1.9.4. Water exposure

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

5.1.9.5. Fire prevention and protection

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

5.1.9.6. Media storage

Media used for storage of archives and current information backup copies and paper
documents are held in the safes located in the Primary Registration Authority area and other
registration authorities. Additionally, it is required that copies of the documents used to ideity
and requests verification must be archived in the Primary Registration AuthorityMethods of
protection of the media and data in the registration authorities not affiliated with Certum are
defined in the agreements between Asseco Data Systems S.A. and administrator of the
registration authority.
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5.1.9.7. Waste disposal

Paper and electronic media, containing confidential or secret information are, upon
expiration of the retention period (see chapter 5.5.2), destroyed in special shredding devices.

In the case of cryptographic keys and PIN or PUK numbers, media used for their storage
are shredded in DIN-3 class devices (this applies only to the media which do not allow detive
erasure of stored information and their re-usage). Hardware security modules are reset end
Frfeft ... oY% —' efe—"f..——"F"ie "f. . ‘eeteff_c'eed als0.S TiTc..
prior to their transfer to service or repair.

5.1.9.8. Offsite archive storage
Copies should be retained in safes providing two-factor access.

It is recommended to store archives and current information processed by the computer
system backup copy outside location of the registration authority. In the case of theifary
Registration Authority copies are retained in safes in the emergency facility).

5.1.10. Subscriber security

Subscriber has to protect their system access password and personal identification
number (PIN). If selected password or PIN is complicated and hard to remember, it migh¢ b
written down. In this situation, the subscriber has to remember about storage of the written
password in the safe, accessible solely to the authorized personnel or encrypted with the
algorithm known to the PIN holder.

Certificate holder should not leave the workstation and software installed on it
unattended when it is in a cryptographically unsecured state, i.e. a password, PIN, or private key
has been entered.

The "fee™ "t —eff "7 "7 _f . —c'e 7 St eftcf .te—fcoecoe%o [ e—, ¢
should not be stored in the same place as the media itself.

5.2. Organizational security controls

Certum is a service unit of Asseco Data Systems S.A., providing nonqualified aualified

trust services. Certum teams related to the generation and revocation of certificates have a
documented structure that secures the impartiality of the operation. A thorough description of
the roles and tasks assigned is governed by the internal Certum procedure. Certum teams are
fully independent from other divisions for decisions regarding the: creation, provision,
maintenance and suspension of services in accordance with the applicable certification policy. In
particular, management staff, specialist staff, and staff in trusted roles are not subjected to
commercial pressure that could negatively affect the trust in provided services.

This chapter presents a list of roles which can be defined for personnel employed in
Certum. The list is compliant with ETSI EN 319 40Electronic Signatures and Infrastructures
(ESI); General Policy Requirements for Trust Service Providdise chapter also describes
responsibilities and duties associated with each defined role.

5.2.1.Trusted roles

5.2.1.1. Trusted roles in Certum

Persons who act as trusted roles are subject to special verification. Certum verifies
information on the qualifications and professional experience as well as criminal record.
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The following trusted roles which should be manned with one or more individuals are
applied by Certum:

x  Certification Authority Manager responsible for appropriate management of
Certum, defines the directions of Certum development, implements and manages the
Certification Policy and Certification Practice Statement,

X  Security Inspector supervises implementing and handling information system
security procedures; manages the administrators, initiates and supervises key and
eSF"ET ... "t— %otel"f—<'eA feecUhoee "<WoS—e <o —St “ctZt ‘7 e
privileges; supervises service tasks,

X System Operator handles standard system operations, including backup copies and
transfer of current copies and archives to offsite locations,

X Registration Inspector TETcFe o— o " FeT «tFe—<—> feot LUV E . —efoe
certification application; authorizes certification request,

X System Administrator installs hardware and software for operating system;
initially configures the system and network resources;manages folders of Certum
available to the public; creates WWW page and manages links,

X Audit Inspector  responsible for review, archive and management of event logs (in
particular verification of their integrity), reviews event logs and performance of
internal audit for compliance of a certification authority operations with this
Certification Practice Statement; this responsibility extends also on every registration
authority, operating within Certum.

5.2.1.2. Trusted roles in registration authority

Certum has to be sure that the personnel of a registration authority recognize their
"felteec «Z<—>A fT<ocoe%o ""'e oF L Feec—> 7 it Lo fedte T e foet N fBT
information. Due to above, the following trusted roles have to be defined:

X person who verifies identity TETcTcte o— o "¢, AN cdrrketness> of a
submitted application and behalf of Asseco Data Systems S.A. accepts the terms of
provision of trust services,

X  partner establishing registration authority is responsible for efficient operation
of a registration authority; his/her role is to provide financial support for the
"freteet 74 ofef%t 'i”f—'"ebrsdW d verifies identity must be
accredited by Certum.

Person confirming the identity of applicants must be accredited by Certum. Based on the
authorization (received at hers/his request or the partner's authorized registration authority)
she/he can confirm the identity of the applicants, both at the point of registration as well as i
the place of residence of the applicant.

5.2.1.3. — e G e T —e— kT "2

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

5.2.2.Numbers of persons required per task

Keys generation process for the needs of certificate and CRL signings the operation
requiring particular attention. Therefore, the generation requires presence of persons, acting as:

X  Security Inspector,
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X  System Administrator (hardware security module operator),
X shared secret holder,

X observers (optional) i.e. representatives of the auditor.

Detailed procedure of keys generation is described in document entitielrtification authorities
fre Z<TF > ZF ofefWotete— " FT—1On0& ,BE.. T .—fke2&SfP f O

5.2.3.Identification and Authentication for Each Role

Certum personnel are subjected to identification and authentication procedure in the
following situation:

X inclusion on the list of persons allowed to access Certum locations,

X inclusion on the list of persons allowed to physically access system and network
resources of Certum,

X issuance of confirmation authorizing to perform the assigned role,
X an account and a password assignment in Certum information system,
X issuance of certificate enabling access to Certum systems (cryptographic card)

All accounts associated with issuing, renewing, revoking a certificate require mist
component authentication, realized through login and password, and a cryptographic card with
a certificate.

Every confirmation and assigned account:
X has to be unique and directly assigned to a specific person,
X cannot be shared with any other person,

X has to be restricted to function (arising from the role performed by a specific person)
carried out solely by means of available Certum system software, operating system
and controls.

Operations performed in Certum that require access through shared network resources
are protected with implemented mechanisms of strong authentication and encryption of
transmitted information.

Accounts and privileges of employees who are no longer involved in Certum 's operation
are immediately blocked.

Security Inspectors review all accounts on a regular basis at least quarterly in
compliance with the Information Security Policy and PN-ISO/IEC 27001:2014 standard. All
unused accounts are immediately disabledCertum systems access certificates are revoked
accordingly with internal procedures.

5.2.4.Roles that cannot be combined
Described duties segregation prevents abuses associated with Certum system usage. Every 3
_.:t” (. f..(%o.iT ‘.Z) _Si 1!(%08_. f”(.(.%() "Hi. _S:t _.:t”'l'. Hizi f.T Hiz

The above roles may be combined in limited scope, modified or denied trusted clause.
Duties and roles combination could not lead to combination of security inspector role with
system administrator or operator, and audit inspector role with security inspector, registrabn
inspector, system administrator or operator.
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Access to software supervising operations performed by Certum is granted solely to the
individuals whose responsibility and obligations arise from the acted role of the syste
administrator.

5.3. Personnel controls

According to the Information Security Policy, which is the part of the Integrated
Management System implemented in Asseco Data Systems S.A., Certum implements procedures
to manage the permissions of the personnel in the manner required by the PN-ISO/IEC
27001:2014 standard. This means, among other things, that the principle of "reasonable
knowledge" applies to the information and resources that are classified as sensitive. According
to the principle employees access to the protected information or other resources must be
justified by the tasks entrusted to them.

5.3.1.Qualifications, experience and authorization

Certum has to be sure that the person performing his/her job responsibilities, arising from
the acted role in a certification authority or a registration authority system:

X has graduated from at least the secondary school,

X has signed a work contract or other civil agreement describing his/her roleni the
system and corresponding responsibilities,

X has been subjected to required training on the range of obligations and tasks,
associated with his/her position,

X has been trained in the field of personal data protection,

X has signed an agreement containing clause concerning sensitive (from the poiit
view of Certum security) information protection and confidentiality and privacy of
._7’."'“<1!¢"T. Tf_fé-

x does not perform tasks which may lead to a conflict of interests between a
certification authority and a registration authority acting on behalf of it,

x  Certum personnel, especially those who are classified as trusted roles, are required to
comply with the provisions ofthe eIDAS Regulatioandthe Act

5.3.2.Personnel verification procedure

Control of preparation for job binded with trusted role is carried out for each new
employee, before allowing him/her to perform his/her duties and is preceded by appropriate
training. Control of the preparation includes:

X proof of the efficacy of previous employment,

x check references and professional qualifications,

x  confirming level of education suitable to perform trusted role,
X declaration of no criminal record from candidate.

In certain information availability absence (e.g. due to applicable law), Certum may use
other allowed by law techniques that will allow to obtain information similar to the above.

Certum may reject a candidate for the position associated with trusted role or take action
against a person already employed in such a position in the event of, among others, the following
facts:
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X misrepresentation by the candidate to perform trusted role or a person holding such
a role already,

X highly unfavorable or unreliable references and professional qualifications,
X  criminal past of a candidate or those already employed.

In caseof any of the above facts, further operations are carried out in accordance with
Asseco Data Systems S.A. safety procedures and applicable law.

5.3.3.Training requirements

Personnel performing roles and tasks arising from the employment in Certum or its
registration authority have to complete following trainings:

x regulations of Certification Policy and Certification Practice Statement of Certuim
Qualified Certification Services,

x  regulations of Terms & Conditions for Certum Qualified Trust Services,
X  regulations of procedures and documentation related with played role,

X procedures and security controls employed by a certification authority and a
registration authority,

X system software of a certification authority and a registration authority,
X responsibilities arising from roles and tasks performed in the system,

X  procedures executed upon system malfunction or disruption of certification authority
operations,

x the existing and emerging threats to the PKI technology and the critical role thelay
in mitigating them.

Upon completion of the training, participants sign a document confirming their
familiarization with presented documentation and acceptance of associated restrictions and
obligations.

5.3.4.Retraining Frequency and Requirements

Trainings described in chapter 5.3.3 have to be repeated or supplemented at least once a
year and always in situation when significant modification to Certum or its registration
authority operation is executed or when new version of Certification Policy and Certifician
Practice Statement is introduced.

5.3.5.Job rotation

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

5.3.6.Sanctions for Unauthorized Actions

In the case of a discovery or suspicion of unauthorized access, the system administrator
together with the security inspector (in the case of Certum employees) or solely system
ftecoco—"f—*" (o -St .. fot " "F%oce—"f—<'e f__g‘"(_> Te'Z>tte
access to Certum or the registration authority system. Further disciplinary actionare to be
consulted with Certum management.

In the case of the personnel actions that violate the provisions dhe Act, penalties
resulting from chapter 6 ofthe Actare provided.
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5.3.7.Contract Personnel

Contract personnel (external service, developers of subsystems or software, etc.) are
subjected to the same verification procedure as employees of Certum and its registration
authority (see chapters 5.3.3 and 5.3.4). Additionally, contract personnel, when performing their
task at Certum seat or its registration authority have to be escorted by Certum or the
registration authority employee.

5.3.8.Documentation Supplied to Personnel

Management of Certum and the registration authority agents have to provide their
personnel with access to the following documents:

X  Certification Policy and Certification Practice Statement,
x Terms & Conditions for Certum Qualified Trust Services,
x application forms and request templates,

X extracts from documentation corresponding to performed role, including emergency
procedures,

X range of responsibilities and obligations associated with the acted role in the system.

5.4. Events recording, security incidents management and audit procedures

In order to manage operation of Certum system and supervise Certum users and
personnel efficiently, all events occurring in the system and having essential jjact on Certum
security are recorded.

In case of detecting a susceptibility Certum should:
X report safety event,

x perform risk analysis for the detected susceptibility and concerned resources and
classify susceptibility,

x define owned security, estimate the impact and accept the risk, or define a proposal to
proceed to compensate for the risk,

X  plan corrective actions to remove the susceptibility,

X removal of detected susceptibility depends on the type of susceptibility, all efforts are
made to remove susceptibility within 48 hours from the moment of its detection. It is
permissible for a situation where the vulnerability is removed in the long run in
accordance with the risk management plan.

Dealing with the detected vulnerability is carried out in accordance with the internal
incidents management procedure.

It is required that every party associated in any way with providing trust services
should record information and manage it adequately to their work position and duties.
Information records compose event logs and should be retained in a manner allowing
authorized parties to access appropriate and required information when resolving disputes
between parties or detecting attempts to breach security of Certum. Recorded events are
subjected to backup procedures. Backup copies are retained both in the main and the alternate
Certum sites.

Event logs are created automatically. Every log entry is retained and disclosed when
undergoing an audit.
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Activity of servers in teleinformatic network, including cryptographic modules devies, is
monitored 24/7. In case of a failure of one of the elements of the teleinformatic network, the
service personnel is immediately informed of this fact. In addition, monitoring systems analyze
the performance of services such as time stamp issuance, an OCSP token, or DVCS condirmat
issuance. In the event of problems with a given service, the IT system is immediately informed.

Certumi «Compliance and Quality Team regularly carries out internal audit regarding
compliance of implemented mechanisms and procedures with regulations of this Certificate
Policy and Certification Practice Statement, as well as effectiveness of existing sigu
procedures.

5.4.1.Types of events recorded

Every activity, critical from the point of Certum security, is recorded in evenlogs and
archived. Archives might be encrypted and stored on unrewritable media type to prevent it from
modification or forgery.

Certum event logs store records of every activity generated by any software component
within the system. Such entries are divided into three separate categories:

X system entries record contains informa—«<‘e f, ‘—— .. Zctoe—jeo "tY—Fe— feot
response (or vice-versa) on the level of network protocol (for example http, https, tcp,
etc.); Subjects to recordings are: host or server IP address, executed operation (for
example: search, edit, write, etg.and its output (for example, amount of entries to
database),

X errors  record contains information about errors on the level of network protocols
and on the level of application modules,

x audits  record contains information associated with trust services, for example:
registration and certificate request, rekey request, certificate acceptance, certificate
and CRL issuance, electronic seals issuance etc.

Event logging is continuous and any interruption is possible only if the affected/stem is
shut down. The above event logs are common for every component installed on an applicable
server or workstation and have a capacity set in advance. Upon exceeding this capacity, a new
version of the event log is automatically created. The previous event log is archived andsed
from the disk.

Every record, automatic or handwritten, includes the following information:

X eventtype,

X event identifier,

X date and time of the event,

x identifier or other data allowing determination of a person responsible for the event,

x decision whether the event is associated with an successful or erroneous operation.

Certumie 1" c..f of""%"¢ Z'% Ft foe—e "1Zf—Ft ' Tf—f '"“YoPoece%o <o

are send to central log servers, storing event logs of all devices working in the teleinfoatic
network.

Recorded entries include:

X operations associated with registration, certification, revocation and suspension of
certificates and rekey procedures, electronic timestamp issuance, data validation,
verification of certificate status or other services provided by an authority issuing
certificates,
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0 particular registration of events is subjected to the handling of applications for
the issuance of qualified signatures and stamps, where all the events related to
the certificate life cycle and its rekeying are recorded: e.¢he registration of
the application by the Primary Registration Authority, its operation within
Primary Registration Authority, the generation of the certificate, the date and
time the certificate was downloaded by the applicant, as well as all activities
related to certificate revocation,

x all events related to the use of the subscriber's private key stored on the hardware
cryptographic module,

x every modification to hardware or software structure,
modification to the network and network connections,
physical entries to secured areas and their violations,
x  changes of passwords, PINs rights and personnel roles,

X successful and unsuccessful attempts to access Certum databases and server
applications,

x alerts generated by firewalls and IDS,

x key generation for a certification authority, as well as for other parties, for example
subscribers and registration authorities,

x information related to the process of starting and stopping event logging on service
servers,

X every event related to the usage of trust service providers certificate of certification
authority and other trust services providers,

X record of synchronization, using the NTP, to trusted source of Coordinated Universal
Time (UTC),

X every act of loss of synchronization between trusted time source and international
time source (including exceeding the limit timing accuracy (one secondiy such case,
the service ceases to be provided,

X any event related to usage of the private key of any qualified certification authorities
of Certum providing trusted services,

x all events related to the preparation of the subscribers' and employees' cryptographic
cards (physical and virtual QSCDs),

X every received request and issued decisions in an electronic form, submitted by
subscribers or delivered to them as an electronic file or electronic mail; the
requirement to record such activities is imposed not only on the certification
authorities, but also on the registration authorities,

X history of creating backup copies and informative records archives, as well as
databases,

X notification and alerts for exceeded systems capacity and availability limits,
X every startup and shutdown of any of Certum's services.

Registered requests, associated with provided services, submitted by subscribers, apart
from their usability in dispute resolving and abuse detection, allow calculation of a fefor
issuance of a certificate.
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Access to event entries (logs) is granted solely to security inspector, system
administrators and audit inspector (see chapter 5.2.1)1

The configuration of the Certum Qualified IT Systems are regularly checked for changes
which could violate a security policy. Reports from the system integrity service (Host Bed IDS)
are analyzed by our staff at least once every 5 days. Every unauthorized change get detected,
reported and investigated immediately.

5.4.2.Frequency of event logs checking

In order to identify possible illegal activities, the system administrator and audipectors should
analyze the information laid down in chapter 5.4.1, at least once a working day.

Event log entries should be reviewed in details at least once a month. Every event of
significant importance should be explained and described in an event log. Evengloeview
process includes the check against its forgery or modification, and verification of every gl@r
anomalies disclosed in the logs. Every action executed as a result of detected malfunctions has to
be recorded in the logs.

5.4.3.Event journals retention period

Records of registered events are stored in files on system disk for 6 months. In thisie
they are availableon-lined ‘e £ "> f——S'"<oef T "f"e'eie 7 " [ fee FTHefeTd
logs are stored in archives, and may be accessed ooff-line.

Archived journals are retained for 20 years.

5.4.4.Protection of event logs
Archives should be electronically signed and marked with time.

An event log may be reviewed solely by theecurity inspector , system administrator or
an audit inspector . Access to the event log is configured in such a way that:

X only authorized entities (i.e. auditors and personnel defined above) have the right to
read log entries,

X only the security inspector may archive or erase files (after their archive) containing
registered events,

X it is possible to detect every violation of integrity; it assures that the records do not
contain gaps or forged entries,

X no entity has the right to modify the contents of the journal.

Additionally, procedures for event logs protection are implemented in a manner that even
after the journal archival it is impossible to delete entries or erase the logs before surpassiag
estimated period of logs retention (see chapter 5.5)2

5.4.5.Procedures for event logs backup

Certum security procedures require that the event logs should be subjected to copy in
accordance with an established schedule but not less than 4 times a year. These backups are
retained in main and alternate site of Certum. Backup copies may be signed with electronic
timestamp.

55

—t



Certificate Policy and Certification Practice Statement of Certum's Qualified  Certification Services, version 5.7

5.4.6.Collecting data for internal and external audit

Module for analysis of the event logs implemented in the system allows examination of all
events and automatically notifies about suspected or security violating activities. In the casé o
activities having influence on the system security, the security inspector and system
administrator are automatically notified. In other cases, the notification is directed only to the
system administrator.

Information transmission to authorized persons about critical from the point of view of
the system security situations is carried out by other, appropriately secured, means of
communication, for example pager, mobile phone, electronic mail.

Notified entities take appropriate actions to prevent the system from detected threat.

5.4.7.Notification to event responsible entities

Certum manages security incidents according to the incidents management procedure
applied over Asseco Data SystemsAS.

This procedure complies with the requirements of art. 19.2 ahe eIDAS Regulation

When determining that recognized incident has a significant impact on the provided trtis
services, Certum notify the supervisory body within 24 hours after having become aware of it
Notification is sent by fax.

The notified supervisory body inform the Inspector General for Personal Data Protection
or the competent national body for information security, where it determinesthat disclosure of
the breach of security or loss of integrity has a significant impact on the trust servicggovided
by Certum.

Where determining that the breach of security or loss of integrity is likely to adveely
affect a natural or legal person to whom the trusted service has been provided, Certum notify the
natural or legal person of the breach of security or loss of integrity without undue delay.

5.4.8.Vulnerability assessment

Certum classifies and keeps records of all assets according to PN-ISO/IEC 27001:2014
standard. This Certificate Policy and Certification Practice Statement requires performing
vulnerability assessment analysis of every internal procedures, applications and informatio
system. Requirements for analysis may be also determined by an external institution, autimed
to carry out Certum audit.

Risk analysis for Certum is conducted at least once a year or when introducing new
services, major changes in Certum systems or as a result of a security incident.

Certum assets and Information Security Policy, which is part of the implementation of
Asseco Data Systems S.A. The Integrated Management System is subjected to annual reviews and
approval of the Certum Director.

Certum informs its subscribers third parties, regulatory bodies and assessment bodies
about changes in Information Security Policy.

In accordance with the to risk management plan, each risk analysis begins with the
identification and verification of the asset list.

The list of assets is sent for verification to the team conducting the analysis. fezd lists
are sent to the analysis manager, who consolidates received information and creates a current
asset list.

The risk assessment process is carried out if:
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X new group of information will be created,

new assets will appear,

xX X

new threat/risk will appear,

X new cycle of analysis will begin, no later than 11 months after the end of the previous
analysis.

Low level risks are accepted by the Certum Director. For the risks above acceptable level,
risk management plans are being developed that also require the approval of Certum Director.

5.5. Records archival

It is required that all data and files related to registration of information associated with
the system security, requests submitted by subscribers, information about subscriberssued
certificates and CRLs, keys, used by certification authorities, in accordance with art. 1t Act
is archived.

Archive contains certificates issued up to 25 years back.

The archive also contains paper documents used to provide trust services.
Archived copies of electronic data are retained in main and alternate Certum site .
Archived paper and electronic documents are retained for 20 years.

It is recommended to encrypt and timestamp the archive. A key used for archive
encryption is managed by the certification authority security inspector or system admintsator.

Data obtained in the process of remote verification of subscribers identity are alsdosed
by service providers through which the service is provided, i.e. Blue Media S.A and AriadNEXT.

Data from the bank verification transfer are stored by Blue Media S.A. for 30 days. They
may also be removed on the basis of a subscriber's request made via Certum.

Data obtained during the video verification path is stored by AriadNEXT for a period of 15
days. They may also be removed on the basis of a subscriber's request made via Certum.

5.5.1.Types of data archived
The following data are subjected to archive:

X information from examination and evaluations (arising from an audit) of logical and
physical protections of a certification and registration authority, and the repository,

X subscribers, subjects certifications requests, documents issued by the regaion
point operator, notary oro—S " 'f"e'e f——-S'"coett =" .. 'eT<Te o— o T TV

X accepted by subscribers terms of provision of trust services,

x data from bank verification transfer obtained in the process of remote identification
of subscribers - a report containing the name of the subscriber,

x data obtained during the video verification path in the process of remote
identification of subscribers - a report containing a photo of an identity document
along with its data and a photo of the subscriber,

X video call records obtained in the process of remote identification of subscribers,

X subscribers database, including all the information collected during the registration
process,
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x Certum-managed certificate lifecycle events on behalf of subscribers (related to
remote signing / sealing services),

X certificates database,

issued Certificate Revocation Lists,

xX X

history of a certification authority key, from its generation to erasure,

x internal and external correspondence (paper and electronic) between Certum, its
subscribers and relying parties in the operation of certificate revocation, suspersi
and unsuspension,

x other documents and data associated with providing trust service

5.5.2.Archive retention period

Archived data (in paper and electronic form), described in chapter 5.5.1, and are retained
for the period of 20 years (does not apply to video records obtained in the process of remote
identity verification). After expiration of the declared retention period, archived data may be
destroyed. In the case of key and certification erasure, according with the internal procedure.

Records of video calls obtained in the process of remote identity verification are stored for
a period of 14 days, after this time the records are destroyed.

5.5.3.Archive protection

Access to archive have only authorized persons performing trusted roles in Certum
Archive is stored on a system that meets standards requirements referred to in the Commissio
Implementing Decision (EU) 2016/650 of 25 April 2016 laying down standards for the security
assessment of qualified signature and seal creation devices pursuant to Articles 30(3) and 39(2)
of Regulation (EU) No 910/2014 of the European Parliament and of the Council on electronic
identification and trust services for electronic transactions in the internal market. System slhia
protect archive from unauthorized viewing, modification, removal or tampering. Media on wibh
archives are stored and applications for archives processing must be maintained such
condition to ensure declared access period to the archives.

5.5.4.Backup procedures

Backup copies allow full restoration (if necessary, for example after system destruction) of
data essential to the proper activity of Certum. To accomplish the above goal, the following
applications and files are subjected to backup:

X installation disks with system applications, for example operating systems,
x installation disks with certification and registration authority applications,

X  WWW server and the repository installation disks,

X f[—=S""<—ctei oFsed . F"— .. f—Fe fof Sce—""54
x data from the repository,

x data concerning subscribers and personnel of Certum,

X eventlogs,

Backups are performed by trusted Certum personnel. Backups are subjected to periodic
verification, restoration accordingly to internal Certum procedures.
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Detailed backup copy creation procedures and system recovery after malfunetrendisclosed if 5
—F...Se<..fZ <o foe-"—  ——"F T —efe—f—<'e@d-"SEZE.0—Ffp1fo<'feBf
available solely to authorized personnel and to auditors.

Backups contain information related to applications for certificates issue/revocation, data
for audit and records in a database of all issued certificates. They are stored outside the place of
their creation and must be available for any request of authorized persons.

Copies of private keys of certification authorities and other trust service providers are
created and managed in accordance with the principles set out in chaptér2.4.

Certum maintains copies of above information for their own CA and trust service
providers.

5.5.5.Requirements for electronically timestamping of the records

The archived datais signed with an electronic timestamp, created by the time stamping
authority Certum QTST 2017.

5.5.6.Collecting of archival data (internal and external)

Archives collection is an Certum internal system.

5.5.7.Procedures to obtain and verify archive information

Access to archive is granted only to people performing trusted roles in Certum and is
possible only after a successful authentication.

To verify the integrity of archived information, the data is periodically tested and veriéd
against original data. This activity may be carried out under the control of the system
administrator and should be recorded in the event logs.

If any damages or modifications to original data are detected, the damages are to be
removed as promptly as possible.

5.6. Key changeover

Procedure for key changeover applies to the keys of certification authorities Certum QCA
2017 and other authorities providing trusted services and it describes procedure for key update
(rekey) for a certificate, CRL, electronic timestamps, verified certificate status, validated data
and receipt or submission tokens signing (including official tokens), whiclheplaces a currently
used key.

Rekey procedure for the mentioned above authorities requires a request tblational
certification authority (NCCert) for a new trust service provider certificate. If the request
concerns the keys for Certum QCA 2017, then upon receipt of the certificate, that authority
issues toNational certification authority — a mutual certificates of trust service providers.

Every key changeover is announced in advance by means of Certum repository.

From the moment of key changeover, the certification authority Certum QCA72@Es only a ney
private key for signing issued certificates and Certificate Revocation List.

<
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5.7. Key security violation and disaster recovery

This chapter describes procedures carried out by Certum in abnormal situations
(including natural disasters) to restore a guaranteed service level. Such procedures are executed
in accordance with the accepted plan disclosed in Disaster Recovery Plan.

5.7.1.Procedures for handling incidents and respond to threats

Incidents handling and responding to threats are regulatey Certum Business Continuity
Plan. At least once a year Certum tests the effectiveness of the procedures covered by the
Business Continuity Plan.

5.7.2.Key security violation and disaster recovery

All information on failure cases of computing resources, software or data are transme
to safety inspector, who ordered to take action in accordance with developed procedures. These
procedures are designed to analyze the intensity of the attack, investigate the incident, to
minimize its effects and to eliminate it in the future. If necessary aicins taken must be provided
for disclosure of Certum authority public key or running procedures related to planned system
recovery after disaster.

5.7.3.Key compromise or suspicion of certification authority private key compromise

In the case of certification authorities (affiliated by the Certum) private key comproiise
or suspicion of such compromise, the following actions should be taken:

x the certification authority generates a new key pair and applies to the National root
NCCert for a new certificate,

x all certificate users are immediately informed about the compromise of the private
key, by means of mass media system and electronic mail,

X trust service provider certificate of a certification authority corresponding to the
compromised key is placed on Certificate Revocation List, along with a suitable reason
for revocation,

x all subscribers certificates and all certificates in the certification path of the
compromised certificate are revoked and a suitable reason for revocation is
submitted,

X new certificates for subscribers are generated,

X new certificates for subscribers are submitted to them, without charging a fee for the
operation; subscriber may refuse to accept an issued certificate,

X In the case of a compromise, or suspected compromise of Certum QTST 2017 keys, or
loss of correct time, Certum will make available to all subscribers and relying parties
information which may be used to identify the time-stamps which may have been
affected, unless this publication breaches the privacy of the subscribers or the
security of Certum services. The information includes, among others: the name of
affected qualified time stamp authority and the period of time during which incorrect
timestamps were issued.

5.7.4.Business continuity capabilities after a disaster

Security policy, executed by Certum, takes into consideration the following threats
influencing availability and continuity of the provided services:
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X physical corruption to the computer system of Certum, including network resources
corruption this threat addresses corruptions originating from random situations,

X software and application malfunction, rendering data inaccessible such corruptions
fTt7Fee F"f—co% e>e—Fea —et”ei f’''Zc.. falicibus spiwarksfor... ——c'e *~
example viruses, worms, Trojan horses,

X loss of important network services, associated with Certum interests. It primary
addresses power cuts and damages of the network connections,

X corruption of a part of the network, used by Certum to provide its services the
corruption may imply obstruction for the customers and denial (unintended) of
services.

To prevent or limit results of the above threats, the security policy of Certum comprises:

x Disaster Recovery Plan. All subscribers and relying parties are informed, as soon as
possible and in a manner most appropriate for the existing situation, about every
significant malfunction or corruption, associated with any information system or
network environment component. Disaster recovery plan includes number of
procedures executed in the event any part of the system has been subjected to
compromise (corruption, revelation, etc.). The following actions are performed:

o disk images of every server and workstation of Certum are created and
archived; every backup copy is retained both in main seat and in emergency
location outside Certum,

o0 periodically, following the procedures disclosed in chapter 5.5.4, a backup
copy of the databases and every server full backup copy are created. The copy
includes all submitted requests, entries to event logs, issued, renewed and
revoked certificates; latest copies are retained both in main seat and in secure
location outside Certum,

o Certum keys, split according to procedures for secret sharing, are held by
trusted individuals in the places known only to themselves,

0 computer replacement is carried out in a manner allowing disk image
restoration, on the basis of most recent data and keys (applies to singing
server),

0 system recovery procedures after disaster are tested on every system
component, at least once a year. These tests are a part of an internal audit.

X  Modification monitoring . Installation of updated software version in the production
system is possible only after carrying out tests in a testing environment, penrfmed in
strict accordance with disclosed procedures. Every modification in the system
requires Certum et .. —"<¢—> <eo’'F .. — S

e ... ' —fe...fa ° —SE efT
components, installed in accordance with the above procedures, cause target system
corruption, accepted system recovery plans allow swift restoration of the system to
the state before corruption occurred.

x Emergency system. In the case of corruption restraining Certum functionality,
revocation service will be able not later than within24 hours in the alternate site of
Certum. Within 48 hours an emergency facility will be activated, which should
substitute most substantial function of a certification authority until the primary
facility is restored to service. Due to regular backup copy and archive creation,
unprocessed requests accumulation and hardware-software redundancy, in the case
of corruption restraining Certum activity, it is possible to:

0 activate emergency facility allowing provision of Certum services,

61



Certificate Policy and Certification Practice Statement of Certum's Qualified  Certification Services, version 5.7

0 process all accumulated and unprocessed revocation requests,

0 process in real-time requests submitted by subscribers until restoration and
recovery of the prime facility.

Backup copy creation system . Certum system utilizes application, creating backup
copy from data, and allowing system recovery at any moment and performance of an
audit. Backup copies and archives are created from every data having significant
importance on security and normal activity of Certum. Backup copies and their
archives are retained outside primary facility. Periodically, the process of chking
the durability of stored data carriers is carried out in accordance with internal Certum
procedures.

Additional services . To prevent the system from power cuts and to secure service
continuity, emergency power sources (UPS) are employed. UPS devices are tested
every six (6) months.

Upon every system recovery after disaster, the security inspector or system administrator
executes the following:

X

X

X

changes all previously used passwords,
removes and resets all the access rights to the system resources,

changes all codes and PIN numbers associated with physical access to faeditind
the system components,

if recovery from the accident involves reinstallation of operating system and utility
software, all IP addresses of system elements and its subnetworks are changed,

reviews analysis of the disaster cause, updates to the plan and network security policy
of Certum and physical access to locations and the system components,

informs every system user about restoration of the system activity.

5.8. Certification authority termination or service transition

Obligations described below are developed to minimize disruption to subscribers and
relying parties, arising from the Certumi «decision to cease operation, and include obligations to
notify in advance the supervisory body, subscribers, contractors and Partners about the
termination of trust services, and transfer to the supervisory body all documents and data
relating to the provision of trusted services. The detailed procedure for the termination is
described by the Certuni ¢ rHnation plan, which is the internal procedure of Certum.

Supervisory body is informed about Certunie *Zfee ~'7 —f ecef—<'e fot F7E"> —co

changes.

5.8.1.Requirements associated with duty transition

When Certum terminates its services, it is obligated:

X

to notify the National root (NCCert) at least 90 days before the agreed date of the
termination that Certum is going to terminate services as the qualified trustesvice
provider,

to notify (at least 90 days in advance) its subscribers who hold active (unexpired and
unrevoked) certificates issued by this authority about decision to terminate its
services,

to notify its contractors, trading partners and partners having points of the identity
verification,
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X to revoke all issued authorizations for verification of su,e...” <, 3”7 <tfe—c—> fet f.
authorizations to sign qualified trust services agreements on behalf of Asseco Data
Systems S.A,,

X to notify the other entities with whom Certum is linked by agreements for the
provision of qualified trust services,

X to notify all subscribers associated with the certification authority about service
cessation,

X to make commercially reasonable effort to minimize disruptions to interests of
subscribers and legal entities engaged in an ongoing process of electronic signature
(remaining in usage) verification with public keys certified with the certificates issued
by the certification authority being terminated,

X to transmit the data, directly connected with trust services, to the supervisory body or
to the entity designated by him,in..Z—tc<e% "—e—%1t F77<..F "*TctEVi
o— ... "¢, 171 .., fdecumentdtiort sabout the registration of entities and
subscribers, information about the event logs and CRLs, including obligations to make
them available for reasonable period (for period of 20 years from the time of their
creation),

X to sign the contracts necessary for the proper transfer of data and services
(mentioned above) to the transferees, containing the obligation to keep them for the
period indicated by law, i.e.: for a period of 20 years from their creation,

X to transfer to destroy or to decommission trust services keys and their backup#
further use of this data have not been foreseen or if trust services provider certificate
associated with these services have been revoked,

X to pay compensations of issuance fees to the subscriber or the represented entity;
compensations should be proportional to remaining validity period of the certificate.

5.8.2.Dealing with a terminated certification authority

The detailed procedure for ending Certum activity is described in BusinesSontinuity
Plan, which is the internal document.

All certificates which remain active in the declared moment of service termination have to
be revoked and published in Certificate Revocation List. Certificates and private keys of
certification authority Certum QCA 2017, electronic timestamp authority Certum QTST 20,
online certificate status protocol authority CERTUM QOCSP, data validation authority
CERTUM QDVCS and Certum QESValidationQ 2017, have to be revoked and keys destroyed.
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6.  Technical Security Controls

This chapter describes procedures for the generation and management of a cryptographic
key pair of a certification authority, a registration authority and a subscriber, inelding
associated technical requirements.

6.1. Key pair generation and installation

6.1.1.Key pair generation

Procedures for the key management apply to secure storage and usage of the keys being
held by their owner. Particular attention is required for generation and protection of private
keys of Certum, influencing secure operation of the whole public key certification system.

Certum QCA 2017 certification authority owns at least one certificate that is used for
signing of qualified certificates, public keys certificates, other certificates and CRL lists.

Private Keys owned by Certum QCA 2017 are used to sign 3sub. "<, "1 eicatetdne”
CRLs.

In addition, the keys of the certification authority Certum QCA 2017 can be used to sign
other electronic confirmations of trust service provider certificates (including cross-ertificate)
as in the cases specified in chapter.&

An electronic signature is created by means of RSA algorithm in combinatiovith SHA-1
or SHA-2 cryptographic digest, while a key agreement employs Diffie-Hellnt&ralgorithm.

6.1.1.1. Key pair generation

Certum has a documented internal procedure for generating certification authority keys.
This procedure defines the role of participants in the ceremony (trusted persons roles
participating in the ceremony), the next steps to be taken by each person, accordinglytte
principle of double checking, responsibility for the performance during the ceremony andst
completion, and documentation requirements for generating the certification authority key
(protocaol, report).

Certum certification authority keys are generated within Certum building, in the presence
of selected, trusted group of persons (comprising additionally security inspector and system
administrator). The group is required only in the case of certificate and CRL signing key
generation and electronic timestamp tokens issuance. Key pairs of certification authorities
operating within Certum are generated on designated, authenticated workstation and connected
to hardware security module, complying with the FIPS 140-2 Level 3 or superior requirements.

Certification authority keys, electronic timestamp authority keys, certificate status
verification authority keys, data validation authority keys are generated in accordance with the
accepted by Certum procedure for key pair generation. Actions executed while performing key
pair generation are recorded, dated and signed by each person present during the generation.
The records are retained for the needs of audits and common system reviews.

—,e. e efse L fe 1 % Certunf QEA 2017erSrdependently by the
subscriber using mechanisms provided by the Certum (see chapter 6.1.2

20 Diffie-Hellman protocol are not used to generate of secure signags.
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6.1.1.1.1. Procedures of generation of Certum QCA 2017 initial keys

Procedures of generation of initialcertification authorities  keys are always deployed
during Certum system initiation or in the case of suspicion that a subsequent private
certification authority key has been compromised. The procedure comprises:

X secure generation of a main key pair for certificate and CRL signingthe main key
pair has a formGPKuy={K-1epk), Kerk@}, Where K-lgpkay private key, andKepk()
public key, distribution of private key (according to accepted threshold method),

X generation of the trust service certification request and forward it to the National root
(NCCert); the request contains the public kel{GPK (1) and the proof of possession of
complementary private key.

Upon generation of key pair for certificate and CRL signing, private key distribution and its
activation in hardware security module, the keys can be used in cryptographic operations until
the validity period has expired or the keys have been revealed.

6.1.1.1.2. Certum QCA 2017 rekey procedure

Certum QCA 2017 cryptographic keys have a limited lifetime period, before expiration
date the keys should be updatedupdates must be performed at least two years and three
months before their expiry date.

A particular procedure is applied for update of key pair used for certificate and CRL
signing. It is based on the issuance of special trust service providers cexdies by Certum QCA
2017. The certificates enable subscribers who have already installed an expired self-certificate
of Certum QCA 2017 to securely migrate to work with a new self-certificate; new subscribers
already possessing a new self-certificate are enabled to securely retrieve expired self-certifie,
which may be needed for verification of the data signed in the past (see RFC 2510).

To achieve effect described above, Certum QCA 2017 deploys a procedure, owing to which
new key pair generation will secure (authenticate) a new public key with the use of the former
(previously used) private key and vice-versa (an old public key is secured with a new private
key). It means that as a result of update of the self-certificate of certification authority Certum
QCA 2017, apart from a new self-certificate, two additional certificates are created. After the key
update four certificates are created for certificates and CRL signing: the formself-certificate
OldwithOld (old public key signed with old private key), the new self-certificate
NewWithNew (new public key signed with new private key)self-certificate OldWithNew (old
public key signed with new private key) andself-certificate NewWithOIld (new public key
signed with old private key).

Procedure for Certum QCA017 key pair designated to certificate and CRL signing
update (rekey) is executed as follows:

X generation of a new, succeeding main key pai@PKy ={K-1epkg, Kerk}, where
K-lgpkg  private key, while Kepk@  public key, distribution of the private key
(according to accepted threshold method),

X generation of the certification request and forward it to the National root (NCCert);
the request consists the public keyKgpkay and the proof of possession of
complementary private key,

X The National root NCCert creates certificate that consists a new public key Certum
QCA 2017signed with old private key K-1gpk(-1) (Self-certificate  NewWithOld ),

X creation of a self-certificate, containing new public keypf Certum QCA 2017, signed
with old private key K-1gpk(-1) (self-certificate NewWithOld ),
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x deactivation of old private keyK-1gpki-1y and activation of new private keyKlepk)
within hardware security module a new private key for certificate and CRL signing is
loaded,

X creation of a self-certificate, containing old public key Certum QCA 2017, signed with
new private key Klgpk( (self-certificate OldWithNew ),

X publication of created certificates in the repository, submission of the information
about new available certificates.

After generation and activation of a new private key (it may be executed in any moment
within the validity period of the old self-certificate), Certum QCA 2017 authority sigs new
intermediate certificates solely by means of the new private key.

The old public key (old self-certificate) is available to the public until all subscribers obtain
the new self-certificate (new public key) of Certum QCA 2017 (it should be achieved before the
expiry date of the old self-certificate).

The end of the validity period ofself-certificate OldWithNew is the same as the end of
date of the old self-certificate.

Validity period of self-certificate NewWithOld starts at the generation time of a new key
pair and ends at the time by which all the subscribers will obtain new self-certificates (certificate
of the new public key) of Certum QCA 2017. Its expiry date should not be later than the expiry
date of the old self-certificate.

Period of use of theself-certificate NewWithNew begins at the generation time of a new
key pair and expires at least 360 days before the end of its validity period. This requiremt
means the certification authority Certum QCA 2017 terminates usage of the private key for
signing certificates and CRL at least 380 days before the expiry date of the self-certificate
corresponding to this private key.

Procedure for Certum QCA 2017 key pair designated to messages signing and for key
agreement update (rekey), is executed as follows:

X generation of a new key pair key for RSA message signing or key for DH key
agreement and distribution of the private key (according to accepted threshold
method),

X creation of a self-certificate for a new public key Certum QCA 201Signed with a new
private key Klgpk(),

X publication of created certificates in the repository, submission of the information
about new available certificates.

6.1.2.Private Key Delivery to Entity

— TG e o e U BERTUM QGA 201G independently by the subscriber
on cryptographic electronic card or in hardware security module and may be delivered to the
subscriber personally or by means of registered mail.

Certum allows subscribers to use their keys only with devices officialliisted as Certified
Qualified Signature Creation Devices and notified by certification designated bodies under
Article 30(2), 39(2) and 39(3) of the eIDAS Regulatica.

21 |t also applies to Secure Signature Creation Devices benefiting frahe transitional measure set in article 51(1) of
Regulation 910/2014
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New subscribers of Certum qualified services are supplied with personalized
cryptographic cards (Secure Signature-Creation Devices). The personalization means that the
o— e ETTe L7 = "% " F irs. forefliture subscribers, PUK security code and the
identification number *~ =S+ .. f"t f"F . VfEf—ft ‘e —SE e— o ¢, FTe 7 = %0’
data are automatically saved to the database. Personalization is done on equipment that is not
connected to the network and in a secure room accessible to designated employees performing
trusted roles. The card number is then entered by the subscriber/entity in the registratin form,
into which the data is entered into her/his certificate and permanently binded in the database
with the user's certificate data. Based on the registration form data, an end-user certificate is
generated. These data are also permanently bound to the one pair of keys.

New Certum subscribers may also receive access to the personalized card on the HSM
device. Cards personalization means preparing the card for use by setting up the main card
structure, creating profiles, generating and printing a unique card number. Card, createdigh
way, is a secure device that will hold an end-user certificate. Card personalization process is
performed in a secure room, which is accessible only to trusted employees who act the
trusted roles. Subscribers cryptographic keys and card identification numbers are generated
cards and automatically saved to database, cards are not initialized what it means that they do
not have PUK and PIN security codes. Card personalization is performed on devices not
connected to the network.

Subscribers who hold the qualified certificate on their cryptographic cards and want to
renew it, may generate another key pair remotely. Then Certum provides to them a dedicated
[ 'Zc...f—c' e =Sf— %otef"f—Fe —ST efre T<"F...=Z> ‘e =SF o— o "¢, 1"V

The cryptographic card activation data, i.e. PUK code, needed to issue an authenticating
PIN code are made available to subscribers separately from issued certificates or issuey
subscribers on their own when HSM device stores cards. Data needed to activate the hardware
cryptographic module are also supplied separately.

Certum guarantees that it employs procedures assuring that in any moment after generaifam|
ef> Tf<” e e— o "¢ F"Te Thefet _St"t ™M7Z7 ot (.n..(nz:lim_m o et
signature or seal by certification authority personnel and that the certification auttity will not
create conditions for making the signature by any unauthorized entity, except for the owfid¢he|
private key.

6.1.3.Public Key Delivery to certification authority

No stipulation.

6.1.4.Certification authority public key delivery to relying parties

Public keys of a certification authority issuing certificates to subscribers are disbuted
solely in a form of trust service providers certificates complying with ITU-T X.509 .8
recommendations. Certumie —"—e— of"%"¢ . I ""'7"<t1” ... 1" bytke Natidhal fodf <ee—1F 7
NCCert.

Certum certification authorities distribute their certificates in two different methods:
X in the publicly available at:

www.certum.pl/repozytorium

x distributing together with a dedicated software (e.g. web browsers, e-mail clients,
etc.), which allows usage of services offered by Certum.
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In the case of Certum certification authority key update (rekey), the repository should
contain all additional trust service provider certificates issued as a result of execution of ¢h
procedure laid down in chapter 6.1.1.1.2.

6.1.5.Keys Sizes

Certum uses cryptographic algorithms and minimum key sizes that comply wit the
requirements of the ETSI TS 119 312 standard.

All certificates issued to end-users under a qualified certification authority hava 2048
bits key length and a SHA-2 hash function.

6.1.6.Public Key Generation Parameters and quality checking

Both when cryptographic keys are generated by Certum, and when the subscriber creates
them independently using the mechanisms provided by Certum (see chapter 6.1.2), generating
parameters complies with requirements laid down in ETSI EN 319 401 and 3¥4.1-2.

The creator of a key is responsible for checking parameter quality of the generated key.
He/ She/lt is required to verify:

X ability to execute encryption and decryption operation, including electronic signature
creation and its verification,

X key generation process, which should be based on strong random cryptographic
number generators physical sources of white noise, if possible,

X resistance against known attacks (applies to RSA and DH cryptographic algorithms).

tTte—<'ofZZsa& 1717 1" f—c's f—=S""c—a —"'e "F .t —c'e T %
demand) of a public key, subjects to appropriate verification test on compliance with restrictions
enforced by the Certification Practice Statement (e.g. module length and exponent).

Parameter quality checking, determining for example whether an input number is prime
should be obligatory in the case of centralized key generation and should be executed acauegd
to recommendations listed iN0 Z %o ‘" <—See fot f"fef—F"e " F  —TF[2HF... =" ec...

6.1.7.Key Usage Purposes

Allowed key usage purposes are described iKeyUsage field of standard extension of a
certificate complying with X.509 v3. This field has not to be obligatorily verified bythe
o — ot U2 f—<'e ofef%oco%o —ST .t —<<...f-F4

Usage of every bit ofiKeyUsage field has to comply with the following rules (every bit
meaning appropriately):

a) digitalSignature : certificate intended for verification of electronic signature created
for purposes different than the purposes mentioned in b), f) and g),

b) nonRepudiation : certificate intended to provide a non-repudiation service by private
individuals, although for other purposes than described in f) and ghonRepudiation
bit may be set only in a public key certificate intended to verify electronic signatures
and should not be combined with any other purposes, especially described in points
c) e) and connected with providing confidentiality,

c) keyEncipherment : intended to encrypt symmetric algorithm keys, providing data
confidentiality,

d) dataEncipherment & <e—tetft —° Fe... "> —<'e 7 e—opther'dhamie Tf-f4
described in ¢) and e),
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e) keyAgreement : intended for protocols of key agreement,

f) keyCertSign: public key is used for electronic signature verification in certificates
issued by entities providing trust services,

g) cRLSign public key is used for verification of electronic signatures on revoked and
suspended certificates lists issued by the entities providing trust services,

h) encipherOnly : may be used solely wittkeyAgreement bit to indicate its purpose of
data encryption in key agreement protocols,

i) decipherOnly : may be used solely wittkeyAgreement bit to indicate its purpose of
data decryption in key agreement protocols.

Qualified certificates issued to subscribers may be used solely for signature or seal
creation. Their issuance and management are subjected to requirements defined for certificates
intended solely for non-repudiation services fonRepudiation bit).

Certum QCA 2017 has keys for signing certificates and Certificate Revocation List
(keyCertSign bit and cRLSignbit).

Electronic timestamp authority Certum QTST 2017, online certificate status protocol
authority CERTUM QOCSP, data validation authority CERTUM QDVCS dbértum
QESValidationQ 2017 possessf the key applied to confirm tokens (ligitalSignature bit and
nonRepudiation bit).

In terms of technology it is possible to use one key pair for both electronic signature
creation operation and data encryption. This Certificate Policy and Certification Practice
Statement does not recommend acting in such a manner. In the case of qualified cediies for
electronic signature and electronic seal this is prohibited.

6.1.8.Hardware and/or Software Key Generation

In the case of certification authority Certum QCA 2017, the electronic timestamp authority
Certum QTST 2017, online certificate status protocol authority CERTUM QOCSP, data validation
authority CERTUM QDVCS and Certum QESValidationQ 2017 keys are generated by means of
hardware security modules complying with requirements presented in chapter 6.2.1.

All keys used for electronic signatures, whose public part in the form of a certificatar
trust service provider certificate is confirmedby Certum QCA 2017, are generated in accordance
with the requirements presented in chapter 6.2.1. This requirement particularly applies to the
end-users applying to Certum QCA 2017 for qualified certificate issuance.

Acceptable ways of generating key depend on their usage and are shown in Tab. 7.
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Tab. 7 Key generation method

Certificates [/ trust service providers
certificates / tokens

Key generation method

Qualified public key certificate Hardware
Trust service providers certificate Hardware
Tokens Hardware

6.2. Private key protection

Every subscriber and certification authority operator store his/her/its private key
employing a credible system preventing from private key loss, revelation, modification or
unauthorized access. Certification authority (see chapter 6.1.1) generating a key pair on
f—-S""coeftt e—,o...7<,1"1e tTHefeta Sfe —* tFZ<f” «— ef...—"F7> —* =8
subscriber on rules regarding protection of his/her/its private key (see chapter 6.1.2

6.2.1.Standards for Cryptographic Modules

Hardware security modules used by Certum certification authorities and subscrérs are
compliant with FIPS 140, Common Criteria EAL 4+ or ITSEC E3.

Tab. 8 Minimal requirements imposed on hardware security modules

Certificate subject type / Trust

service providers certificates Sl Rl

Certification authority Certum QCA| Hardware, complying with FIPS 140-2 Level 3 0

2017 higher

Electronic ~ timestamp  authority || Hardware, complying with FIPS 140-2 Level 3 o

Certum QTST 2017 higher/EAL 4+

Online certificate status protocol|| Hardware, complying with FIPS 140-2 Level 3 qf
authority CERTUM QOCSP higher/EAL 4+

Data validation and authority

Hardware, complying with FIPS 140-2 Level 3 o

CERTUMQDVCS ~ and  Certul .0/ EAL 4+

QESValidationQ 2017

Private or legal entity or their devices|| Hardware, complying with FIPS 140-2 Level 2 o
(subscribers) higher or ITSEC E3 or higher

Hardware, complying with FIPS 140-2 Level 2 qf

Registration Authority higher or ITSEC E3 or higher

Cryptographic keys may have one of the three basic states (acc. to ISO/IEC 11170-
standard):

X waiting for activation (ready « =St «f> Sfe fZUbyénferated, bdteis not
available for use,

X active « —St o> of> F —eFt <o 7> —"%"f'Sc... i f—<c'ee FTA%A
or seal),
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X inactive « —Sit «f> of> I —signditure validation or decryption only (the
subscriber cannot use the private key for creating a signature or seal key has
expired or the public key to encrypt public key has expired); Current date is later
than expiration date and the key is not revoked.

6.2.2.Private Key Multi-Person Control
Multi-person control of a private key applies to private keys of all trust service authorities.

In the case of certification authorities the control applies to a key used for creation
electronic confirmations, in the certificates, trust service providers certificatesnithe Certificate
Revocation List. Certum allows direct and indirect method for private key distribution into
multi-person control. In the case of direct method usage, the very private key is subjed to
multi-person control, while in indirect method the control applies to a symmetric keyused for
encryption of private key of certification authority.

In both methods, keys (symmetric or asymmetric) are distributed according to accepted
threshold method (so called shadows) and transferred to authorizeghared secret holders .
Accepted number of a shared secret and required number of secrets allowing private key
restoration are disclosed in Tab. 9.

Shared secrets are stored on cryptographic cards, protected by a PIN number and
transferred in an securely manner to their holders.

Tab. 9 Distribution of shared secrets

Certum QCA 2017
Certum QTST 2017
CERTUM QOCSP

CERTUM QDVCS and Certl
QESValidationQ 2017

WlW|w|w
oo jojo

Shared secret transfer procedure has to include secret holder presence during key
generation and distribution process, acceptance of a delivered secret and resulting
responsibility for its storage, and it should state conditions and requirements for shared sedre
retransmission to authorized personnel.

6.2.2.1. Acceptance of secret shares by its holders

Shared secrets are stored on cryptographic cards, protected by a PIN number and
transferred in an securely manner to their holders.

Shared secret transfer procedure has to include secret holder presence during key
generation and distribution process, acceptance of a delivered secret and resulting
responsibility for its storage, and it should state conditions and requirements for shared sest
retransmission to authorized personnel.

6.2.2.2. Protection of secret shares

Holders of shared secret have to protect their share from revelation. With the exceptions
described below, the holder of the share declares that he/she:
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x  will not reveal, copy or share the secret with any other party and that he/she will not
use the share in an unauthorized manner,

x  will not reveal (directly or indirectly) that he/she is the holder of the secret,

x  will not store the share in a place rendering emergency usage of the share impossible
when the holder is inaccessible.

6.2.2.3. Avalilability and erasure (transfer) of shared secret

The holder of a shared secret should allow access to his/her share to authorized entitie
only after authorization of secret transmission.

In the case of natural disasters the holder of the secret should attend himself/herself in
the emergency recovery site of Certum, according to instructions submitted by the sharesir.
Before the shared secret holder attends himself/herself in the emergency recovery, site he/she
should receive confirmation of a required presence from shares issuer. The shared secret should
be delivered by the holder to the emergency recovery site personally by the holder in a manner
allowing share usage for restoration of Certum activity to its normal state.

6.2.2.4. Responsibilities of shared secret holder

Shared secret holder should perform his/her duties and obligations according to the
requirements of this document and in a deliberate and responsible manner in any possible
situation. A shared secret holder should notify the issuer of the share in the case of the sécr
theft, loss, unauthorized revelation or security violation immediately after the incident
occurrence. A shared secret holder is not responsible for neglecting his/her duties lzacse of
the reasons that are impossible to control by the holder, but is responsible for inappropriate
revelation of the secret or neglecting the obligation to notify the issuer of the secret about
inappropriate revelation or security violation of the secret, resulting from the holder mistake,
neglect or irresponsibility.

6.2.3.Private Key Escrow

Private keys of certification authorities or of subscribers requesting generation of a key by
Certum authorities or which are available to the public are not subjected to escrow.

The exception is the remote signature or seal service, where the private keys of the
subscribers are stored on the hardware cryptographic module (HSM) and are available only to
the subscriber / entity after logging to the individual service account in accordance witthe
internal Certum procedure.

6.2.4.Private Key Backup

Certification authorities operating within Certum create a backup copy of their private
key. The copies are used in the case of execution of standard or emergency (e.g. after #igas
key recovery procedure.

Depending on applicable key distribution method (appropriately direct or indirect, see
chapter 6.2.2), copies of private keys are retained in secret shares or in one piece (after
encryption with a symmetric key). Copied keys are stored in hardware security modules.
Security module, used for private key storage, complies with requirements disclosed in chapter
6.2.1. The copy of a private key is entered into module in accordance with procedures cléised
in chapter 6.2.6.

Shared secrets, copies of secret encryption key, as well as PIN numbers protecting the keys
are retained in various, physically protected locations. None of these locations holds a &ét
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cards and PIN number allowing restoration of certification authority key solely with the usagef
this cards or PINs.

Timestamp signing keys are stored within several hardware cryptographic modules, and
the corresponding electronic timestamp device is associated with the same certificatet the
time, only one signing key is used to sign timestamp tokens.

Certum T e o' — "F—fco . cFe "7 o o Ve FTe VT f—F of>ed

6.2.5.Private Key Archival

Private key of certification authority Certum QCA 2017, electronic timestamp authority
Certum QTST 2017, online certificate status protocol authority CERTUM QOCSP, data validation
and authority CERTUM QDVCS and Certum QESValidationQ 2017 used for electronic signature
creation are not archived and shall be destroyed immediately after the cessation of using it or
after expiry of the public key certificate corresponding to private key after its expiration or
revocation.

Private keys of certification authorities used in key agreement operations have to be
archived after expiry of the validity date of the associated certificate or upon its revocation for 5
years. Archived keys have to be available for 25 years; for the first 15 years they must be
accessibleon-line.

6.2.6.Private Key Entry into Cryptographic Module

Operation of entering of a private key into a cryptographic module is carried out in the
following cases:

X in the case of creation of backup copies of private keys stored in a cryptographic
module, it may be occasionally necessary (e.g. in the case of the module corruption or
malfunction) to enter a key pair into a different security module,

X in the case of creating and using private keys stored in HSM device,

X it is necessary to transfer a private key from the operational module used for
standard operations by the entity to another module; the situation may occur in the
case of the module defection or necessity of its destruction.

Entry of a private key into the security module is a critical operation, therefore measures
and procedures, preventing key revelation, modification or forgery are implemented during
execution of the operation.

Certum applies three methods of securing key subjected to entry into the cryptographic
module integrity:

x if the key is provided in one piece than outside the module it is not available in plain
form, i.e. upon key generation in the module and its export to another cryptographic
device, the key is encrypted with a secret key; the secret key is stored in a manner
preventing unauthorized access to both parts of the secret (private key and secret key
used for its encryption) simultaneously,

x if the key or its password is stored as secret shares, then the very module is able to
verify, on shares loading, a potential attack or forgery attempts,

x when keys are available remotely to subscriber the security code PIN and PUK are
assigned by subscribers on their own and they are known only to her/him.

Entry of a private key into hardware security module of certification authority Certum
QCA 2017, electronic timestamp authority Certum QTST 2017, online certificate status protocol
authority CERTUM QOCSP, data validation and authority CERTUM QDVCS and Certum

73



Certificate Policy and Certification Practice Statement of Certum's Qualified  Certification Services, version 5.7

QESValidationQ 2017 requires restoration of the key from the cards in the presence of

7 ef—1 o—e 17 7 oSFUES ZTEe 7 frececoe—"f—"ie L fUT 77—t —co %o
these private keys (see chapter 6.2.2). Since every certification authority may possess an
encrypted copy of its private key (see chapter 6.2.4), the keys may be also transferred between

the security modules.

6.2.7.Private Key Storage in Cryptographic Module

Depending on cryptographic module type private keys can be stored in the module in the
plain or encrypted form. Regardless of private key storing form it is not accessible frooutside
cryptographic module for unauthorized entities.

6.2.8.Method of Activating Private Key

Methods of activation of a private key, possessed by various users and subscribers of
Certum system, apply to the method of key activation before every use of them or beginnioiga
session (e.g. the internet connection) employing these keys. A once activated key is reéaty
usage until the moment of the key deactivation.

Activation (and deactivation) of private key procedure execution depends on the type of
the entity holding the key (subscriber, registration authority, certification authority, electronic
timestamp authority, device, etc.), on sensitivity of the data protected by the key, and on, the fact
whether the key remains active for the time of one operation, session or for unlimited time.

All private keys of certification authority Certum QCA 2017, electronic timestamp
authority Certum QTST 2017, online certificate status protocol authority CERTUM QOC&Ra
validation and authority CERTUM QDVCS and Certum QESValidationQ 2017, entered into the
module after their generation, import in an encrypted form from another module or restoration
from shared secrets by the authorized person, remain in the active state until their phigal
erasure from the module or removal from Certum services.

Subscribers private keys are activated after authentication (administration PIN) and only
for the duration of cryptographic operations using the key. After completion of this operation
the private key is automatically deactivated and must be reactivated before the next operation
on an electronic card or other qualified signature or seal creation device (i.e. HSM de&jic

6.2.9.Method of Deactivating Private Key

Private key deactivation method applies to key deactivation methods after their usage or
upon completion of every session (e.g. network connection) during which the key were used.

In the case of a subscriber private signing key deactivation is carried out immediately after
creation of an electronic signature.

In the case of Certum, deactivation of a private key is carried out by the security inspector
only in the situation when the validity period of the private key has expired, the key has been
revoked or there is immediate requirement to temporary suspend the activity of the system.
Deactivation of a private key is carried out by resetting the memory of cryptographic modtki
Every private key deactivation is recorded in the event journal.

6.2.10. Method of Destroying Private Key

Erasure of private keys of subscriber involve respectively their erasure from the media
(electronic card, hardware security module, etc.), destruction of the media (electronic card) or at
least taking over the control of the key in the case of the card preventing definite private key
erasure from this card.
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Destroying private keys of Certum certification authority, timestamp authority, online
certificate status protocol authority, data validation authority means physical destruction of the
electronic cards and/or other media or their safe erasure from the media (from electronic card,
hardware security module, etc.) used for storage of copies or archives of shared secrets.

6.2.11. Cryptographic Modules ratings
See chapter 6.2.1.

6.3. Other Aspects of Key Pair Management

Remaining requirements of this chapter apply to the public key archive procedure and
validity period of public and private keys of every subscriber including ad certification
authority.

6.3.1.Public Key Archive

The purpose of public key archive is to provide possibility of an electronic signature
verification after removal of a certificate from the repository (see chapter 2). It is extregly
important in the case of providing of non-repudiation services, such as an electrigrtimestamp
service.

An archive of public keys involves storing the certificates containing these keys.

Every authority issuing certificates archives public keys of subscribers whoroertificates
were issued to. Certification authority public keys, electronic timestamp authority are ahived
together with private keys, in the manner described in chapter 6.2.5.

Certificates may also be archived locally by subscribers, especially when is requireg b
used application (e.g. electronic mail systems).

Public key archives should be protected in a manner preventing unauthorized addition,
insertion, modification or removal of the key to or from the archive. The protection is enforced
with authentication of the archiving entity and authorization of their requests.

Within Certum, only the keys used for electronic signature verification are subjected to
archival. Any other types of public keys (e.g. keys used for encrypting messages) are destroyed
immediately after their removal from the repository.

Public keys are retained in the public key archive for the period of 25 years (see chapter
5.5.2.

Every archive of a public key or a public key destruction is recorded in the event journal.

6.3.2.Usage Periods of Public and Private Keys

Usage period of public keys is defined by the value of the fieldlidity of every public key
certificate or trust service provider certificate (see chapter 7.1). Validity period of a servec
private key is shorter than validity period of trust service provider certificate (which results
from the possibility to cease private key usage at any time).

The electronic timestamp service provided by Certum recognizes this possibilitgnd
Llee—fe—7> . St..ee —St "fZctc—> "E"<'t T —=ST <7 f-F ef>a T <«—ie —
issuing of timestamp tokens.
Standard values of maximal usage period of trust service provider certificate certification,

electronic timestamp authority, online certificate status protocol authority, data validation are
describedin Tab. 108 ™ S«<Zt o — ... "¢, I"Te .. I"—<"<Talf. 2L f"F ""FTefe—-11 <o
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Validity periods of trusted service provider certificates and the corresponding priags may be
shortened in the case of suspension or revocation of a certificate or a key.

Starting date *~ —St —"—e— oF" ..t Tt i =< f-F TfZytc—> 17
with the date of its issuance. It is allowed to set this date in the future but never in the past.

Tab. 10 Maximal usage periods of trust service provider certificates

Main key usage

RSA for
Owner and key ty pe certificate E)ieAn for
and CRL| .~
o signing
signing
Certum QCA 2017 authority
o 11 years
certificate
private key 8 years
auth(_)rlty 11 years
Certum QTST 2017 certificate
private key 11 years
CERTUM QOCSP authority
o 4 years
certificate
private key 4 years
CERTUM QDVCS authority
certificate 11 years
private key 11 years
o a“”.“.’”ty 11 years
Certum QESValidationQ 201/ certificate
private key 11 years

Every user, including a certification authorities can terminate private key usage for electrpnic
signature or seal creation at any time, although the certificate remains curdgntvalid.
Notwithstanding, a certification authority, electronic timestamp authority, online certificate $tes
protocol authority, data validation and certification server authority are obligated to notify it
subscribers of this situation (related for example to key changeover).

2]

Tab. 11 Maximal usage periods of the qualified certificates for electronic signature and
electronic seal

Main key usage

RSA for secure electronic signatures

Private persons, legal|Qualified
i o 3 years
entities certificate
76
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Private key 3 years

6.4. Activation Data

Activation data are used for activation of a private key used by a registration authority, a
certification authority or by subscribers. They are usually used on the stage of entity
authentication and control of the access to a private key.

6.4.1.Activation Data Generation and Installation
Activation data are used in two basic cases:

X as an element of one- or multi-factor authentication procedure (so called
authentication phrase, e.g. password, PIN number, étc.

X as a part of the shared secret, which upon installation allows cryptographic key(s)
restoration.

Registration authority and certification authority operators, as well as other persons
performing the roles described in chapter 5.2.1 should operate passwords in the way resistant
against the brute force attacks (also called exhaustive attacks).

In the case of the private key activation, it is recommended to use multi-factor
authentication procedures, for example a cryptographic token (including an electronic
cryptographic card) and an authentication phrase or a cryptographic token and biometric (e.g.
fingerprint of the subscriber).

The above authentication phrase should be generated in accordance with the
requirements of FIPSL12.

Shared secrets used for trust services private key protection are generated in accordance
with the requirements presented in chapter 6.2 and retained inside cryptographic tokens. The
tokens are protected by a PIN number, created in accordance with the requirements of FIPS 112.
Shared secrets become activation data after their activation, i.e. providing the correct PIN
number protecting the token.

6.4.2. Activation Data Protection

Activation data protection includes activation data control methods preventing from their
revelation. Activation data protection control methods depend on the fact whether they are
authentication phrases and whether control is enforced on the basis of private key or its
activation data distribution into shares (shared secrets).

In the case of the authentication phrase protection, the recommendations described in
FIPS 112 should be enforced, while protection of shared secrets requires implementation of FIPS
140.

Activation data used for private key activation is protected by means of cryptographic
controls and physical access controls. Activation data should be biometric data or should kept
securely (not written down) by the entity being authenticated. If the authentication data are
written down, the level of their protection should be the same as data protected by the usage of
a cryptographic token. Several unsuccessful attempts to access this module should result in
token lock. Stored activation data should never be retained together with the token.
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6.4.3.0ther Aspects of Activation Data

Activation data are stored always as a single copy. A sole exception from this rule are PIN
numbers, protecting access to shared secretsevery shared secret holder can create a copy of
the PIN number and retain it in the location different than the shared secret.

Activation data protecting access to private keys stored on cryptographic tokens can be
periodically changed.

Activation data are not archived.

6.5. Computer Security Controls

Tasks of registration authorities and other certification authorities operating within
Certum are carried out by means of credible hardware and software, being a part of the system
which complies with the requirements laid down in the documentinformation Technology
Security Evaluation Criterig2 (ITSEC), at least level ES3.

6.5.1.Specific Computer Security Technical Requirements

Technical requirements, presented in this chapter, apply to single computer security
control and installed software control, used for Certum system operation. Security means
protecting computer systems are executed on the level of operating system, application and
physical protections.

Computers operated within Certum certification authorities and in their associated
components (e.g. registration authorities) are equipped with the following security controls:

X mandatory authenticated registration on the level of operating system and
application (in the case of significant importance, e.g. due to the role performed in the
system),

x discretionary access control based on login credentials (login name, password and
cryptographic smart card),

X possibility of conducting security audit,

x employee who act as the trusted role, is obliged to lock his/her workstation ever, if it
remains outside his/her supervision,

x forced segregation of duties, arising from the role performed in the system,
x forced log out of user after a period of inactivity,
X identification and authentication of roles and personnel performing these roles,

X cryptographic protection of information exchange session and protection of
databases,

x archive of history of operation carried out on the computer and data required by
audits,

X a secure path allowing credible identification and authentication of roles and
personnel performing these roles,

X key restoration methods (only in the case of hardware security modules) and
application and operating system,

22 |Information System Security Controls Assessment Criteria
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X monitoring and alerting means in the case of unauthorized computer resources
access,

X monitoring and alerting means for exceeded systems capacity and availability limits.

Assessment of computer security means is carried out in accordance with
recommendations presented in ITSEE and related to security level E4.

6.5.2.Computer Security Rating

Certum computer system complies with requirements laid down in thelnformation
Technology Security Evaluation Criteria (ITSECYhe above has been confirmed by an
independent auditor, performing functionality assessment of Certum on the basis of the criteria
described in the elDAS Regulationand the Act. Systems used for issuing and managing
certificates are required to fulfil the standards referred to in the Decision of the Executive
Committee (EU) 2016/650 of 25 April 2016 establishing standards foresssnent of the safety
devices for qualified signature and stamp on the basis of art. 30 paragraph 3 and art. 39 paragraph
2 Regulation of the European Parliament and of the Council (EU) No 910/20h4electronic
identification and trust services in relation to electronic transactions in the inted market
Technical Controls.

6.6. Technical control

6.6.1.System Development Controls

Applications used by Certum system are developed and implemented by Asseco Data
Systems S.A. developers. Every application is developed and updated in accordance with internal
procedure which is available in the Certum collaborative workspace.

Hardware changes are also monitored and registered. In particular the monitoring
guarantees:

X hardware is supplied in a manner allowing its tracing and evaluation of the route of
the component to the place of its installation,

X replacement hardware delivery is carried out in a manner similar to delivery of
original hardware; replacement is carried out by trusted and trained personnel.

Control of the cryptographic modules creation includes requirements imposed on design,
manufacture and delivery of cryptographic modules. Certum does not define its own
requirements in that matter. Certum only accepts cryptographic modules which meet the
requirements described in chapter 6.2.1.

Hardware security modules delivered to Certum are checked every time if there wasya
violation of the shipment and if the module preserves physical and logical ingeity. The
verification (from which the report is made) is conducted by trusted Certum personnel.
Hardware security modules that are not in use are protectegh e+~ fZ‘'fe¢ ™Sc¢...S .. fei—- ,f “'F
without leaving a mark. Prepared that way modules are stored in safes located in secured rooms
accessible only to group of persons acting as trusted roles.

23 Information Technology Security Evaluation Criteria

79



Certificate Policy and Certification Practice Statement of Certum's Qualified  Certification Services, version 5.7

6.6.2.Security Management Controls

The purpose of security management control is to supervise Certum system functionality
providing assurance that the system operates correctly and in accordance with the acceptatt
implemented configuration.

Although the administrative work and changes in the Certum systems are recordeghch
of them require further verification and acceptance by at least two administrators. Chage
control system notify eligible employees of the occurrence of maodifications in the stem and
requires to verify it by a different person than the one who introduced the change.

Current configuration of Certum system, as well as any modifications and updates te i
system are recorded and controlled. Controls applied to Certum system allow continuous
verification of application integrity, their version and authentication and verification of
hardware origin.

6.6.3.Life Cycle Security Ratings

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

6.7. Network Security Controls
Certification Authority Networks are divided into several logically separated segments:

x demilitarized area (DMZ) that contains and exposes Certuir 1 3 — $faeifig, public
service servers (frontend),

X protected area including application servers, databases, logs (backend),
X  protected area of the operators workstations,
X protected area of the administrators workstation,

X protected area of the certification authority including the key servers, certificate
issuance servers and the time stamping servers.

Each of the above area have a separate traffic policy filtering policy. Network traffic
registries are additionally analyzed by skilled, trustworthy employees.

At least once a year, penetration tests covering Certum systems are conducted. In addition,
Certum runs at least four vulnerability scans per year (one per quarter). Both types of testse
performed by a professional service provider. The results of penetration tests and vulnerability
scans are reported to Certum and analyzed by Certum qualified personnel who act as the tagst
role. Risks resulting from reported vulnerabilities are evaluated and, when appropriate, changes
are made to the systems.

Communication from the protected area of the certification authority to the public servers
zone is possible through the internal and external security locks. These firewalls accept only
packets coming out of the protected area of the certification authority. Communication between
the protected zone and the backend server protection zone is based on a queue system. Certum
has its own, autonomous intrusion and DDoS attacks detection system. In addition, all servers
are subject to periodic data integrity checks.

Servers and trusted workstations of Certum system are connected by the designated and
separated two-level internal LAN network. Access from the internet to any segment is prated
by means of intelligent firewall of the E3 class (according to ITSEC) and by mearfsntrusion
detection systems (IDS). This means that both the certification request token and the user
registration process are processed in a closed internal zone (the operator wostation) with no
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access from the global network, transition areas or even from the internal network of Asseco
Data Systems S.A.

Certum centers have redundant internet connection. All network devices are redundant to
ensure high network infrastructure reliability. Server access to the LAN is provided through
redundant connections (2 network cards each) from each server to the switches to provide
single device or connection failure protection. Certum Firewalls are working in HA clusteriis
task is to ensure continuous availability of the network in case of one of the pair failure.

All Certum system accounts and user permissions are reviewed on regular basis andhat
request of Certum executives. Any system, services and network accounts that are nadisre
blocked or deactivated.

Certumie ot .. ‘of e— of ™ "e "7 7ee St " 7% " f o' tFZ ese—fed —oi
and test operations.

Certum computer system is protected against denial of services type attacks and secured
by the intrusion detection system. Security controls are developed on the basis afefivall and
traffic filtering on the routers and Proxy services.

In addition, security functions are implemented on the basis of virtualization, the use of
reliability clusters and redundancy of the equipment such as power supplies, SAN arrays etc.
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and NTP, POP3 and SMTP protocols. Event records (logs) are recorded in the system logs and
allow supervision of correctness of the usage of services provided by Certum.

Any changes in Certum network devices require the prior approval of Security Inspector.
The change is implemented only after verification by the administrator who did not take a direct
part in creation of changes.

Detailed configuration of Certum network and its protection means is presentedeichnical
<o fe"— L ——"F T —ete—f—<'ed — .. S F | ZeroG o—ffavarlaBlffeonlff 0
to security inspector, system administrator and auditors.

6.8. Electronic Timestamps as a security control

Request created within CMP and CRS protocol (chapter 6.1.3) do not require signinghwit
trusted time. In the case of any other messages exchanged between a certification authority, a
registration authority and a subscriber, it is recommended to apply timestamps.

Electronic timestamps for internal needs can be created within Certum system in
accordance with the recommendationRFC 3161 Note, that in contrast to this electronic
timestamps, the electronic timestamp authority Certum QTST 2017 issuing electronic timesnp
tokens in accordance withETSI EN 319 422ecommendation (see chapter 1.3.1)2
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7. Certificate, CRL, and OCSP Profile

Qualified certificates profiles for electronic signature and electronic seal, trust service
providers certificates profile and Certificate Revocation List profile provided by Certum QCA
2017 comply with the format described in ITU-T X.509 v.3 and profiles included in theTSI EN
319 412 Electronic Signatures and Infrastructures (ESI); Certificate Profiles; Par1The profile
of OCSP token complies with the requirements &FC 2560while the profile of timestamp token
complies with ETSI EN 319 422 Time-stamping protocol and time-stamping profilEse profile of
data validation tokens complies with the requirements oRFC 3029

Information stated below describes the meaning of respective certificate fields, CRL,
electronic timestamp, applied standard and private extensions employed for the needs of
Certum.

7.1. Certificate Profile

Following the X.509 v.3 standard, a certificate is the sequence of the following fieldset
first one contains the body of certificate {psCertificate ), the second one information about
algorithm used for certificate signing ignatureAlgorithm ), while the third one an electronic
signature created on the certificate by a certification authority gignatureValue ).

7.1.1.Certificate content

The contents of a certificate or trust service provider certificate include values djasic
fields and extensions (standard, described by the norm, and private, defined by the
certification authority).

Extensions defined in a certificate according to the X.509 v.3 recommendation allow
assignation of additional attributes to the subscriber and his/her/its public key and simplify
management of hierarchical certificate or trust service providers certificates structure.
Certificates or trust service providers certificate issued in accordance with X.509 v.3
recommendation allow definition of proprietary extensions, unique for implementation of the
system.

Basic Certificate Fields
Certum supports the following certificate or trust service provider certificate basic fields:

x  Version: third version (X.509 v.3) of certificate or trust service provider certificate
format,

x  SerialNumber : certificate or trust service provider certificate serial number, unigque
within certification authority domain,

x  SignatureAlgorithm : identifier of the algorithm applied by a certification authority
issuing certificates or trust service provider certificates,

X Issuer: distinguished name (DN) of a certification authority,

x  Validity : validity period, described by the beginning dater{otBefore ) and the ending
date (notAfter ) of the certificate or trust service provider certificate validity period,

X  Subject: distinguished name (DN) of the subscriber that is the subject of the
certificate or trust service provider certificate,

X  SubjectPublicKeylnfo : value of a public key along with the identifier of the algorithm
associated with the key.
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In certificates or trust service provider certificate issued by Certum values of the above
fields are set in accordance with the rules described in Tab. 122.
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Tab. 12 Profile of the basic fields of the trust service provider certificate

Version

Value or value constraint

3

Serial Number

Unigue value for all certificate issued by certificatior
authorities within National Certification Center (Narodowe

Centrum Certyfikaciji)

(validity period
beginning date)

Signature Certum QCA 2017:
Algorithm . : )
sha512WithRSAEnNcryption (OID: 1.2.840.113549.1.1.13)
Issuer: National| Common Name (CN) = Narodowe Centrum||
Certification Certyfikacji (NCCert)
Center - ,, —
(Narodowe Organization (O) = <-<-—;t_ ™[fa..«<™
Centrum gospodarki
Certyfikacji .| Country (C) = PL
NCCert) (for . "
Certum QCA Organlzatlgn Identifier | VATPL-5250008198
2017) (2.5.4.97) =
Subject  Certum| Common Name (CN) = Certum QCA 2017
QCA 2017: . —
Organization (O) = Asseco Data Systems S.A.
Country (C) = PL
Organization Identifier || VATPL-5170359458
(2.5.4.97)
Not before|| Universal Time Coordinated based. CERTUM owns satell

clock controlled by Atomic Frequency Standard. CERTLUL
clock is known as valid world Stratum | service.

Not after
(validity  period
ending date)

Universal Time Coordinated based. CERTUM owns satell
clock controlled by Atomic Frequency Standard. CERTLU
clock is known as valid world Stratum | service.

Subject Public| Algorithm RSA encryption
Key Info RSA encryption (OID
1.2.840.113549.1.1.1)
Public Key 2048 bits or 4096 bits
Public Key value Value is expressed in th
form of a string of bytes.
Signature Certificate signature is generated and coded:

x according to the "Signature algorithm" field,

x by the Issuer in order to confirm the relationship of the
public key with the Subject.

Certificate extensions
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Function of every extension is defined by the standard value of the corresponding object
identifier (OBJECTIDENTIFIER). Extension, depending of the choice of issuing authority, may
be critical or non-critical . If an extension is defined as critical, the application supporting
certificate usage must reject every certificate containing an unrecognized critical extensio@n
the other hand, extensions defined as non-critical may be omitted.

Certum supports the following fields of standard extensions:

x AuthorityKeyldentifier : identifier of a trust service provider certificate public key
certificate complimentary with <—jpsivate key this extension in not critical

x KeyUsage allowed key usage this extension is critical . This extension describes
the usage of the key, e.g. key for data encryption, key for electronic signature, etc. (see

below):

digitalSignature (0), -- key for electronic signature creation

nonrepudiation (1), -- key associated with the non-repudiation
-- services

keyEncipherment (2), -- key for key exchange

dataEncipherment  (3), -- key for data encryption

keyAgreement (4), -- key for key agreement

keyCertSign (5), -- key for certificate and trust service
-- providers certificate signing

CcRLSign (6),-- key for CRL signing

encipherOnly 273 -- key only for encryption

decipherOnly 8) -- key only for decryption

x ExtKeyUsage: definition (constraint) of the key usage this extension is critical .
This field defines one or more areas, in addition to standard key usage, defined by
keyUsage field, of the possible usage of a certificate or trust service provider
certificate. This field should be interpreted as constraint of allowed key usage
purpose defined in field keyUsage. Certum issues certificates or trust service
provider certificate which may contain one of the following value or combination of

such values:

serverAuth - authentication of TLS web server; keyUsage field bits
which  comply with the fields: digitalSignature,
keyEncipherment or keyAgreement

clientAuth - authentication of TLS Web client; keyUsage field bits
which comply with the fields: digitalSignature and/or
keyAgreement

codeSigning - signature of executable code; keyUsage field bits which

comply with the field: digitalSignature

emailProtection - Email protection; keyUsage field bits which comply with
the tields: digitalSignature, nonRepudiation and/or
(keyEncipherment or keyAgreement)

ipsecEndSystem - IPSEC protocol protection

ipsecTunnel - IPSEC protocol tunnelling mode
ipsecUser - IP protocol protection in user application
timeStamping -  binding of the digest value with the time provided by

Breviously accepted trusted time source; keyUsage field

its which comply with the fields: digitalSignature and/or
nonRepudiation

OCSPSigning - assigns the right to issue certificate status confirmations
on behalf of CA; keyUsage field bits which comply with the
fields: digitalSignature, nonRepudiation

dvcs - issuance of confirmation by a notary authority, on the
basis of DVCS protocol; keyUsage field bits which comply
with the fields: digitalSignature, nonRepudiation,
keyCertSign, cRLSign

x  CertificatePolicies information of the Policylnformation type (identifier,
electronic address) about a certification policiesapplied by the issuing authority
this extension is critical .
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Tab. 13 Policies identifiers and their description

joint-iso-ccitt(2) ds(5) id-ce(29) || Identifies certification policies used for

id-ce-certificatePolicies(32) issuing qualified certificates.

iso(1) member-body(2) pl(616)

organization(1) id- || Identifies 1" —— e Certification policies
unizeto(113527) id-ccert(2) id- ||used for issuing trust service provider
cck(4) id-cck-certum- || certificates.

certPolicy(1)

Certificates or trust service provider certificate issued by certification authorities intude
both qualifiers, recommended by theRFC 5280

x PolicyMapping this field is not critical ; this field contains one or more pairs of
OID, defining equivalency of the issuer policy with the subject policy,

X IssuerAlternativeName : alternative name of the certificate issuer this field is not
critical ,

X  SubjectAlternativeName : alternative name of the certificate subject this field is
not critical ,

x BasicContraints this field is critical . The extension allows definition whether the
subject of the certificate or trust service provider certificate is a certification authority
(cA field) and what is the maximum (assuming certification authorities are ordered
hierarchically) number of certification authorities on the certification path from the
considered authority to the subscriber pathLength field),

X CRLDistributionPoints : point of distribution of Certificate Revocation List this
field in not critical ; the extension defines network addresses hosting current CLR,
issued by thecRLIssuer,

X  SubjectDirectoryAttributes : attributes concerning subject directory this field is
not critical ; The extension contains additional attributes associated with the
subscriber and supplementing information described in the field subject and
subjectAlternativeName ; this extension contains attributes not included within
e — ,Ef...—ie <o—<o%o—<oSEtT feta

X AuthoritylnfoAccessSyntax : access to certification authority information this field
is not critical ; the field indicates the method of information and service provision by
the issuer of the certificate,

x QCStatements: declarations of the issuer of the qualified certificate this field is not
critical ; claims that the certificate is an EU qualified certificate that is issued
according tothe elDAS Regulatigrdeclares that the private key related to the certified
public key resides in a Qualified Signature / Seal Creation Device (QSCD) according to
the Regulation (EU) No 910/2014 and declares that qualified certificate is issued as
one or more specific types. BiometricSyntax : information about biometric
parameters of the subject of the certificate this field is not critical ; two types of
biometric information are available: a hand-written signature and a photo; the
certificate contains only the digest of a biometric parameter; the value of the digest is
provided in the field biometricDataHash , while the identifier of the hash function
used for computing the digest is provided in the fielchashAlgorithm ; full biometric
information about the subject (his/her/its biometric syntax) is stored in database,
whose URI is provided in the fieldsourceDataUri . Effective usage of biometric
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information in a certificate (its digest) is possible only in the case of comparison of the
digest of the syntax stored in database (full information) with the digest collected
from the certificate.

7.1.2.Version number

All Certum certificates are issued in accordance with X509 third version (X.509 v.3).

7.1.3.Certificate Extensions and issued certificates or trust service providers certificates
types
Certificates or trust service providers certificates issued by Certum QCA 2017 may contain
various combinations of extensions defined in chapter 7.Xhoice of the desired certificate or
trust service providers certificate depends mainly on the intended purpose of the certificate or

trust service providers certificate and the subscriber whom the certificate or trust service
providers certificate is issued.

7.1.3.1. Qualified certificates

The qualified certificates that meet requirements ofthe Act, issued to private persons
contain extension described in Tab. 14.
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Tab. 14 Extensions of qualified certificates for electronic signatures and seals

Extension Value or Value constraint Extension
status

Authority Key SHA1L hash of the public key Non-critical

Identifier (OID: 2.5.29.35)

Subject Key Identifier | SHAL hash of the public key Non-critical
(OID: 2.5.29.14)

Basic Constraints Subject type=empty (end entity) Critical

Path length constraint=none
(OID: 2.5.29.19)

Key Usage Digital Signature, bit 0 Critical
Content commitmene4, bit 1

(OID: 2.5.29.15)

Subject Alternative|| (optionally) E-mail: customer@somewhere-| Non-critical
Name in-world.com

CRL Distribution Points|| Certificates issued by Certum QCA 2017: || Non-critical
http://qca.crl.certum.pl/gca_2017.crl

Authority Information || Online Certificate Status Protocol (OCSP) || Non-critical
Access https://gca-2017.qocsp-certum.com

(OID: 1.3.6.1.5.5.7.48.1)
Certification Authority - issuer

https://repository.certum.pl/qca_2017.cer
(OID: 1.3.6.1.5.5.7.48.2)

QCsStatements A statement that the certificate is a | Non-critical
european qualified certificate:

id-etsi-qcs-QcCompliance (0.4.0.1862.1.1)

A statement that the private key associate
with the certificate resides in a qualified|
signature/seal creation device:

id-etsi-qcs-QcSSCD (0.4.0.1862.1.4)

Reference to the information on Certum QC
2017 public key infrastructure:

d-etsi-qcs-QcPDS (0.4.0.1862.1.5)

24 |n the ITU-T X.509 standard, this bit has been renamed from "nBepudiation” to "contentCommitment"

25This is the statement of Asseco Data Systems S.A. that qualiftedtificates are issued in accordance witlthe elDAS
Regulation and the Act of Trust ServicesAsseco Data Systems S.A. declares the consistency of the issuadified
certificates with the ETSI TS 319 428pecification [21], i.e. the statement always includes the following vaduof the
object identifier: {itu-t (0) identified-organization (4) etsi (0) id- gc-profile (1862) 1 1}.
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‘ Value or Value constraint

EN:
https://repository.certum.pl/PDS/Certum_Q
CAPDS_EN.pdf

PL:

https://repository.certum.pl/PDS/Certum_Q
CAPDS_PL.pdindication that the certificate

is used for the purposes of electroni
signatures or seals:

id-etsi-gct-esign (0.4.0.1862.1.6.1) or
id-etsi-qct-eseal (0.4.0.1862.1.6.2)

Extension
status

Certificate Policies

1.2.616.1.113527.2.4.1.1 (qualifiec
certificates before Xt July 2016),
1.2.616.1.113527.2.4.1.11 (qualifiec

certificates after 1st July 2016),

1.2.616.1.113527.2.4.1.12.1
0.4.0.194112.1.2

(qualified certificates for e-signature E€IDAS
structure) card),

1.2.616.1.113527.2.4.1.12.2
0.4.0.194112.1.2

(qualified certificates for e-signature €IDAS
structure) HSM)

1.2.616.1.113527.2.4.1.13.1
0.4.0.194112.1.3

(qualified certificates for eSEAL €IDAS
structure) card)

1.2.616.1.113527.2.4.1.13.2
0.4.0.194112.1.3

(qualified certificates for eSEAL ¢IDAS
structure) HSM)

1.2.616.1.113527.2.4.1.15.1,
0.4.0.194112.1.2 ualified certificates for e-
signature, HSM, short-termed, for a nature
person)

CPShttp://www.certum.pl/CPS

Notice number: depends on certificate type
Organization: Asseco Data Systems S.A.

Explicit text: depends on policy identifier
(plain text)

| Critical

Subject Directory
Attributes

(optionally) Additional attributes associated

Non-critical

with the entity and an additional
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ExtenS|on Value or Value constraint Exten3|on
status

mformatlon included in field subject and
subjectAlternativeName .

7.1.3.2. Certificates of trust service providers
Certificates of trust service providers may contains extensions described in Tab. 15.

Tab. 15 Minimal extensions of certificates of certification authorities

Extension Value or Value constraint Extension status

Basic Constraints Subject type=CA Critical
Path length constraint=none

Erenson

Key Usage Key for certificate signing (keyCertSign)| Critical
bit 5
Key for CRL signing (cRLSign), bit 6

7.1.3.3. Cross-certification trust service providers certificates

Cross-certification trust service providers certificates may contain extension spea#d in
Tab. 16.

Tab. 16 Extensions of cross-certification trust service providers certificates

Extension Value or Value constraint Extension status

Authority Key | SHA1 Non-critical
Identifier
Basic Constraints Subject type = CA Critical

Path length constraint=none

Key Usage Key for certificate signing|| Critical
(keyCertSign), bit 5

Key for CRL signing (cRLSign), bit 6
Subject Alternativel|| (optionally) URI: || Non-critical
Name http://www.customer-service.pl
Client service location.

Authority Info Access || (optionally) OCSP|| Non-critical
http://qocsp.certum.pl
Certificate Policies Policies: 2.5.29.32.0 Critical

CPShttp://www.certum.pl/CPS

Notice number: depends on certificate
type Organization: Asseco Dat
Systems S.A.

Explicit text: depends on polic
identifier (plain text). ﬂl
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7.1.4.Electronic signature algorithm identifier

The field of signatureAlgorithm contains a cryptographic algorithm identifier describing
the algorithm applied for an electronic signature created by a certification authority on the
certificate or trust service providers certificate. In the case of Certum, RSA with SRA-

The value of the fieldsignatureValue is a result of execution of cryptographic hash
function algorithm for all fields of a certificate or trust service provider certificate, described by
the values of the certificate body tpsCertificate fields) and encryption of the digest with a
private key of the issuing authority.

7.1.5.Name forms

Certum issues certificates containing name of issuer and entity created in acdance with
the principles described in the chapter3.1.1.

7.1.6.Names restrictions

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

7.1.7.Certification Policy Identifiers

Certification Policy contains information of the Policylnformation type (identifier,
electronic address) about a certification policy, applied by the issuing authority this extension
is critical .

Certificates or trust service provider certificate issued by certification authorities iglude
both qualifiers, recommended by theRFC 5280

Tab. 17 The Certification policy identifiers included in the certificates issued by Certum QCA
2017

Qualified certificates for eSignature ¢IDAS
structure) 1.2.616.1.113527.2.4.1.12.1

card

Qualified certificates for eSignature ¢IDAS
structure) 1.2.616.1.113527.2.4.1.12.2
HSM

Qualified certificates for eSeal¢IDAS
structure) 1.2.616.1.113527.2.4.1.13.1
card

Qualified certificates for eSeal¢IDAS
structure) 1.2.616.1.113527.2.4.1.13.2
HSM

Certificates of TSP 2.5.29.32.0
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Tab. 18 The identifier for the Certum Qualified Electronic Timestamp Authority policy
included in timestamp tokens issued by Certum QTST 2017

Qualified timestamp token QTST

2017 1.2.616.1.113527.2.4.1.14

Tab. 19 The certification policy identifiers for validation included in data validation tokens

Qualified validation token of qualified electronic

signaturezs 1.2.616.1.113527.2.4.1.3.2%¢

1.2.616.1.113527.2.4.1.3.5.c
1.2.616.1.113527.2.4.1.3.9.c,
1.2.616.1.113527.2.4.1.3.11.c

Qualified validation token of qualified certificate® || 1.2.616.1.113527.2.4.1.3.4.c

Qualified validation token of qualified electronic
seal

7.1.8.Certification Policy Identifiers Extensions usage on defining politics restrictions

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

7.1.9.Policy qualifiers syntax and semantics

Certificates issued by Certum contain two qualifiers of certification policy, placed ithe
extension policylnformation. The first qualifier provides an indication of the Certificate Policy
and Certification Practice Statement (ang. CPS Pointer). The second qualifiensote addressed
to the relying party contains a number of notes and its contents. Note number clearly defines
the type of certificate issued under the certification policy, and the content of notes contains
name of the commercial type certificate (see Tab)4

7.1.10. Processing semantics critical extension of the certification policy

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

7.2. CRL profile

Certificate Revocation List (CRL) consists of three fields. The first fieldbéCertList)
contains information about revoked certificates, the second and the third field
signatureAlgorithm andsignatureValue contain information about respectively: the identifier

26 These are electronic signatures that is equivalent to personal signaieuby law of specified country.
27 Stamp 'c' means a three-letter country code according to 1SO 3166, for exae) Polish code is 616.

28 These are certificates which are issued by registered (i.e. qualified) cifitation authorities operated in accordance
with the requirements defined in the act on electronic signature in force irthe specified country and used to
verification of electronic signatures.
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of the algorithm used for list signing, and electronic signature created on the cditiate by a
certification authority. The meaning of the last two fields is the same as for the certifites or
trust service providers certificates.

The field oftbsCertList is the sequence of mandatory and optional fields. Mandatory fields
identify CRL issuer, while optional fields contain information about revoked certificates, trust
service providers certificates and CRL extensions.

The following fields are the contents of mandatory and optional fields of CRL.:
X Version: CRL format version,

X  Signature : contains identifier of the algorithm used by a certification authority to
sign CRL; Certum QCA 2017 authority signCRL by means of
sha512WithRSAEnNcryption,

X Issuer: name of the certification authority issuing CRL (Certum QCA 2017),
X ThisUpdate : CRL publication date,

X NextUpdate: announcement of the date of the next CRL publication; if the field is
present, its value describes non-excessive date of the next CRL update (although the
publication may be made prior to this date),

X RevokedCertificates : the list of revoked certificates or trust service providers
certificates (the field is empty in the case of lack of revoked certificates or trust
service providers certificates); the information consist of three sub-fields:

userCertificate - serial number of a revoked certificate  or trust

_ service providers certificate ) _
revocationDate - date of the certificate or trust service providers
certificate revocation _ -
criEntryExtensions - extended access to CRL (contains additional
information about revoked certificates or trust
service providers certificate optional)

X crlExtensions : extended information about Certificate Revocation List (optional field).
Among numerous extensions, the most important are the following ones:
AuthorityKeyldentifier  (see also chapter 7.1) allowing identification of a public key
corresponding to a private key used for list signing, an&RLNumber, containing
monotonically increased serial number of the lists issued by a certification authority
(by means of this extension, a subscriber is able to define when a specific CRL replaced
another list).

ie ,,,M(Zi. Fco— <o ..."A"’°f'— ™(_§ wtzréa

7.2.1.Version number

CRLs versions published by Certum vary depending on the certification authority to which
they relate. They include the name of the certification authority that issued it, the date of the
present and next publication and the serial number, date and reason of revocation (or
suspension). CRLs are published at certain intervals, or each time after the suspension or
revocation of one of the issued certificates.

7.2.2.Supported CRL entry extension

Function and meaning of extensions are the same as for certificate or trust service
providers certificate extensions (see chapter 7.1). CRL entry extensionsriEntryExtensions )
supported by Certum contain the following fields:
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x ReasonCode code of the reason for revocation. This field inon-critical CRL entry
extension , allowing determination of the revocation reason. The following reasons of
certificate or trust service providers certificate revocation are allowed:

unspecified - not specified,
keyCompromise - key revelation or compromise;
cACompromise - certification authority key revelation; .
affiliationChanged - e— e T, e Tf=f it f=<te fTTcZcf—<"e A
superseded - certificate or trust service providers certificate
renewal;
cessationOfOperation - cessation of certificate usage;
certificateHol - suspension of certificate or trust service
providers certificate;
removeFromCRL - certificate or trust service providers certificate
removal from CRL;
privilegeWithdrawn - certificate was revoked due to canceling of
authorization associated with the attributes and
included in the public key certificate or the
attribute certificate;
aaCompromise - applies to attributes certificates; meaning is the
same as for withdrawal of privileges

X HoldInstructionCode : code of the operation on certificate or trust service providers
certificate suspension. This field ision-critical CRL entry extension which defines a
registered identifier of the instruction determining the operation to be executed upon
certificate or trust service providers certificate discovery on Certificate Revocation
List with a note (reason for revocation): certificate or trust service providers
certificate suspended ¢ertificateHold ). If the application discovers the codeid-
holdinstruction-callissuer , it should notify the user of necessity to contact Certum
to verify the reason of the certificate or trust service providers certificate suspension
or reject the certificate or trust service providers certificate (assume it is revoked). If
the application discoversid -holdinstruction-reject code, it should obligatorily reject
the respective certificate or trust service providers certificate. The codeid-
holdinstruction-none is semantically equal to omission ofoldinstructionCode
extension; usage of the code in CRL issued by Certum is prohibited.

x InvalidityDate : date of revocation. This field isnon-critical CRL entry extension
allowing assessment of the confirmed or suspended date of a private key compromise
or occurrence of other reason for certificate revocation.

7.2.3.Revoked certificates and CRL

Information about revoked certificates is included in each list of revoked certificates or
—T e e} Tt e L F =< f—fed T — 2o SET U<t =t fe £8'¢"> T
period and on the first list published following the expiry of this period. This rule appés also to
revoked certificates or trust service providers certificates of a certification authority: certiftates
or trust service providers certificates have to be included in the succeeding Certiéite
Revocation Lists, published by the issuer of the revoked certificate or trust service providers
certificates (in the case of cessation of the issuer operation) the last published CRL slibbk
transferred to the repository of another, for example supervising, authority issuing certificates
(also see chapter 5.8

7.3. OCSP profile

OCSP profile ofCERTUM QOCSMas a structure that complies with RFCs 6960 X.509
Internet Public Key Infrastructure Online Certificate Status ProtocolOCSPCERTUM QOCSP
authority verifies the certificate status (OCSP) as recommended by R6G50.
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Tab. 20 Basic fields profile of the Trusted Services Provider Certificate

Field name

OCSP
Status

Respons

Value or its constraint

The field assumes one of the values:
successful

malformedRequest

internalError

tryLater

sigRequired

unauthorized

Response Type

Field assumes the value: Basic OCSP Response

Version

Field assumes the value: Version 1

Responder Id

Identifier of the responder issuing the token OCSP.

Produced At (date ol
issue)

| Date and time the OCSP response was signed by
responder.

Certificate ID

Hash Algorithm The algorithm used to
calculate the two values

below. The field assume:!

distinguished name of &
certificate issuer who is the
subject of an OCSP query.

the value shal (OID|
1.3.14.3.2.26).
Issuer Name Hash A shortcut of the

Issuer Key Hash Public key excerpt from
certificate issuer being the

subject of the OCSP inquiry

Serial number of certificate
being the subject of the

Serial Number

Cert Status
(certificate status)

OCSP inquiry.
Certificate status. The field can assume one of the value
good
revoked
unknown

This Update (update
date)

Date from which OCSP response status should
considered correct.

update date)

Next Update (next/Date to which OCSP

response status should
considered correct.

Response Extension

OCSP Nonce (non-critical Random value allowing the
optional). cryptographic binding of

the request and response.
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Signature Algorithm || The algorithm used to sign the OCSP responsEield
assumes the value sha256WithRSAEncryption (Ol
1.2.840.113549.1.1.13).

Certificate Certificate signing OCSP response.

7.3.1.Version number

Version Field assumes the value: Version 1 (tab. 20).

7.3.2.Supported Extensions

Response Extensions Random value allowing the cryptographic binding of the request
and response (tab. 20).

7.4. Other profiles

7.4.1.Electronic timestamp token profile

Certum QTST 2017 authority electronically signs issued electronic timestamp tokens with
one or more private keys reserved solely for this purpose. According to RFC 5280
recommendation certificates of their complementary public keys contain field constraining
allowed key usage ExtKeyUsageSyntax), marked ascritical . This means the certificate may be
used by the electronic timestamp authority solely for the purposes of signing electronic
timestamp tokens issued by this authority.

The Time-Stamp Token remains valid as long as all the algorithms used for its isscarare
considered secure.

Otherwise TST shall be renewed based upon the new algorithms. The TST verification
should be carried on by means of the IETF RFC 3161 compliant software all the time.

Electronic timestamp authority certificate basic fields profile is described in Tab. 21.
Tab. 21 Certum QTST 2017 certificate basic fields profile

Version Version 3

Unique value for each trust service provider certificate issued b
the National root NCCert

Certum QTST 2017:
sha512WithRSAEnNcryption (OID: 1.2.840.113549.1.1.13)

Issuer (Distinguished| Distinguished name DN of the National root NCCertprovider of
Name) trust service certificate for Certum QTST 2017.

Serial Number

Signature Algorithm

Universal Time Coordinated based. Certum owns satellite clo
controlled by Atomic Frequency Standard (PPS). Certum clock
known as valid world Stratum | service.

Not before (validity period
beginning date)

Not after (validity period | Universal Time Coordinated based. Certum owns satellite clo
ending date) controlled by Atomic Frequency Standard (PPS). Certum clock
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known as valid world Stratum | service.

Common Name (CN) = Certum QTST 2017
o Asseco Data System
Subject: Certum QTS| Organization (O) = SA Y
2017:
Country (C) = PL
2.5.497 = VATPL-5170359458

Encoded in accordance withRFC 5280 contains information
about RSA public key (key identifier and value of the public key)

Certum QTST 2017:
Key length: 4096 bits

Certificate signature, generated and encoded in accordance w
the requirements described in RFC 5280.

Subject Public Key Info

Signature

Authority Key ldentifier SHA2 hash of the public key Non-critical

_ _ Subject type=empty (end entity) .
Basic Constraints ] Critical
Path length constraint=none

digital signature, bit 0 .
Key Usage ] ] Critical
content commitment, bit 1

Extended Key Usage Time Stamping Authority (TSA) Critical
Palicy: 2.5.29.32.0
CPShttp://www.certum.pl/CPS

Notice humber: depends on certificate
type
Explicit text: depends on policy
identifier (plain text)

Certificate Policies Critical

Certum QTST 2017 accepts electronic timestamp requests that meet the IETF RFC 3161
specification and ETSI EN 319 422 requirements with the provision that:

X arequest for electronic timestamp must point algorithm hash function SHA;

X a request for electronic timestamp may not indicate a policy identifier except for the
Certum QTST 2017 policy OID (see chapter 1.3.2

Electronic timestamp token, issued by Certum Electronic Time Stamp Authority contains
(see Fig. 3) information on electronic timestamp TSTinfo structure), located in SignedData
structure (see RFC 2630), signed by time-stamping authority and embedded @ontentinfo
structure (see RFC 2630).

Time stamp validation software must comply with IETF RFC 3161.

TSA authority response (in ASN.1 notation) on electronic timestamp token request has
form:
TimeStampResp ::= SEQUENCE {
status PKIStatusinfo,
timeStampToken TimeStampToken OPTIONAL

Response status filed PKIStatusinfo) allows submission to an entity requesting
electronic timestamp of information on occurrence or lack of occurrence of errors in the
request. If the error code is equal 0 or 1, it means the response contains electronic gistamp.
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Any other value means the response does not contain a valid electronic timestamp. The reason
of authority not issuing the token is described irfailinfo field of PKIStatusinfo structure.

TimeSanploken
cantentType: idksignedDeta
SgnedDeta
EncapsulatedCantentinfo SignedDeta
EncapsulatedContentinfo
dene TSTIHo EncapsulatedContentinfo
AD id-a-TSTInfo
content: TSTInfo AD, ida-TSTIinfo
contert: TSTiHfo AD ida-TSTInfo
content: TSTInfo

¥

cantent: TimeStanpResp

TimeSanploken
cantentType: idksignedDeta

SignedData

EncapsulatedContentinfo

AD id-a-TSTInfo
content: TSTInfo

Fig.3 Electronic timestamp request response encapsulation (see also Technical Report [37])

PKIStatuslinfo structure has a following form:

PKIStatusinfo ::= SEQUENCE {
status PKIStatus,
statusString PKIFreeText OPTIONAL,
faillnfo PKIFailurelnfo OPTIONAL

Meaning of the fields:

X status contains information on response status; basing on RFC 3161 following values
were specified:
PKIStatus :: INTEGER {
granted 0),

-- you received what you asked for, i.e. TimeStampToken
grantedWithMode ),

-- response is similar to what you asked for (TimeStampToken);
-- the verifier should check the differences

rejection (2), _ o
-- No response was granted, more information in attached message
waiting

-- the request was not yet proceeded, expect the response later
revocationWarning  (4)

-- the message contain warning on approaching revocation
revocationNotification (5)

-- confirmation of revocation

X statusString may be used for submitting plain test message (in any language) to the
requester. Code of the language used for message construction is described by
appropriate tag, described in RFC 1766:
| PKIFreeText ::= SEQUENCE SIZE (1..512) OF UTF8String

98



Certificate Policy and Certification Practice Statement of Certum's Qualified  Certification Services, version 5.7

-- message is encoded as UTF-8 string (warning: each UTF-8 string
-- should contain tag of the language of the text, complying with RFC

-- 1766/2044
x failinfo used for more precise description of error (electronic timestamp token being
not issued):
PKIFailurelnfo ::= BIT STRING (
badAlg (0)

-- unknown or unsbpported algorithm identifier
badMessageCheck (1), -
-- data integrity error (e.g. signature verification error)

badRequest ,
-- prohibited or unsupported transaction (request)
badCertld 4),

-- appropriate certificate(s) was not attached to the request
badDataFormat (5),
-- data provided in bad format
wrongAuthority (6),
-- authority selected In the request for issuing the certificate
-- is not the authority, which received the request
inccorectData (7),
-- data provided in the request are not appropriate for issuing the
-- response
missingTimeStamp  (8),
-- lack of electronic timestamp required in the request
timeNotAvailable (14),
-- TSA time source unavailable
unacceptedPolicy 815),
-- requested TSA policy is not supported by TSA
unacceptedExtension dB),
-- extension provided in the request is not supported by TSA
addInfoNotAvailable @,
-- request for additional information is not recognized or is not
-- available
systemFailure (25),
-- request could not be proceeded due to system malfunction

Electronic timestamp token general format complies with Contentinfo format:
| TimeStampToken ::= ContentInfo

Electronic timestamp token cannot contain any other electronic certificates, beside
electronic timestamp authority certificate. TSA certificate identifier must be recagized as
signed attribute and located in area of the fieldignedAttributes of SignedData structure.

Informative part of the timestamp token is included in TSTInfo structure, located in
eContent field of EncapsulatedContentinfo structure (see RFC 2630)eContent field type,
specified by the value oeContentType field for TSTInfo is defined as follows:
id-ct-TSTInfo OBJECT IDENTIFIER ::={iso (1) member-body(2) us(840)

rsadsi(113549) pkcs(1) pkcs-9(9) smime(16) ct(1) 4}
Electronic timestamp informative content has the form:

-- OBJECT IDENTIFIER (ic:t-TSTInfo)
TSTInfo ::= SEQUENCE {

version INTEGER {v1(1)},

policy TSAPolicyld,

messagelmprint Messagelmprint,
serialNumber INTEGER,

genTime GeneralizedTime,

accuracy Accuracy OPTIONAL,
ordering BOOLEAN DEFAULT FALSE,
nonce INTEGER OPTIONAL,

tsa [0] GeneralName OPTIONAL,

extensions [1] IMPLICIT Extensions OPTIONAL
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The meaning of most important fields offSRInfo is as follows:

X policy  must occur and specify the policy which is used for issuing electronic
timestamps by the time-stamping authority; in case of CERTUM QTST 2Ghé policy
identifier has the value:

iso(1) member-body(2)
pl(616) organization(1) | Certum QTST 2017

id-unizeto(113527) id- | |dentifies certification policy, used for issuing electroniq
ccert(2) id-cck(4) id-cck- | timestamp tokens

certum-certPolicy(1) 2}

X messagelmprint contains information submitted by the requester, signed with the
timestamp;

x serialNumber contains serial humber of electronic timestamp token, issued by
electronic timestamp authority. Serial number must contain continuously incresing
integers;

X genTime field includes date and time of electronic timestamp issued by the authority
(with the accuracy of 1 second);

X accuracy field specifies the accuracy of time used by the time-stamping authority
Certum QTST 201&uthority generates time with the accuracy of at least 1 second). If
the field is omitted, the default accuracy value is set at 1 second;

x if the field ordering is omitted, or its value is set to FALSE, then the fiegenTime
discloses only the time of electronic timestamp issuance by the TSA. In thiase,
ordering of two electronic timestamps issued by this authority or different authorities
is possible only, when the difference betweemenTime field value of the first and
second token is greater than the cumulative value of the accuracy filed of each token; if
the field ordering is present and its value is set to TRUE, then each token issued by this
authority may be ordered solely by the value of the fileggenTime, irrespective of time
accuracy. Certin QTST 2017authority always set the value of the field to FALSE;

X nonce field must occur if it was included in the request submitted by the requester
and must have the same value;

X tsa field identifies the name of the electronic timestamp authority. If it occurs, it must
comply with subject distinguished name included in the certificate, issued to the TSA
by Certum QCA 2017 and used in token verification.

Time Stamp Token structure is connected with the set of signed attributes. Electronic
timestamp token include at least the following attributes:

1. Content type attribute

Name: id-contentT%pe
OID: { iso(1) member-body(2)
us(840) rsadsi(113549) pkcs(1) pkes9(9) 3 }
Syntax: id-ct-TSTInfo
values: id-ct-TSTInfo value is recalled only once

2. Message digest attribute

Name: id-messageDigest
OID: { iso(1) member-body(2)
us(840) rsadsi(113549) pkcs(1) pkcs9(9) 4 }
Syntax: MessageDigest
values: value of the MessageDigest type is recalled only once

100



Certificate Policy and Certification Practice Statement of Certum's Qualified  Certification Services, version 5.7

-- hash of the eContent field of EncapsulatedContentinfo structure
MessageDigest ::= Digest

Digest ::= OCTET STRING (SIZE(1..20))

3. Signing certificate attribute

Name: |daaS|gn|ngCertificate

OID: {iso(1
member- 0((jjy(2) us(840) rsadsi(113549) pkcs(1) pkcs9(9)
smime(16) i aa$2) 12}
icate

Syntax: SlgnmgCertl
values: ue of the SigningCertificate type is recalled only once

-- Signed attribute of the certificate
SigningCertificate ::= SEQUENCE {
certs SEQUENCE OF ESSCertID,
policies SEQUENCE OF PolicyIlnformation OPTIONAL

ESSCertID ::= SEQUENCE{
CertHash Hash,
IssuerSerial IssuerSerial OPTIONAL

Hash ::= OCTET STRING SHA1/SHAZ2 hash of the whole certificate
IssuerSerial ::= SEQUENCE {

Issuer GeneralNames,
SerialNumber CertificateSerialNumber

GeneralNames ::= SEQUENCE SIZE (1..MAX) OF GeneralName

7.4.2.Qualified validation tokens profiles

The qualified validation service provided by CERTUM QDVCSand Certum
QESValidationQ 2017 electronically certifies issued electronic timestamps with one or more
private keys reserved for this purpose. In accordance with the recommendation RFC 3029, the
public key certificates (which complements the private key) contain a field specifying the
permitted usage of the key ExtKeyUsageSyntax) marked ascritical . This means that the trust
service provider certificate may be used by the qualified validation services onfgr the issuance
of electronic credentials in the validation tokens.

For each of the available communication protocols the validation token is structured in
accordance with the selected protocol:

x for DVCS protocol according to RFC 3029 (chapt@y,
x  for XKMS protocol according to the protocol XKMS 2.0,
x for OASIS protocol according to the protocol OASISS-DSS.

The report of validation is available on demand and it is provided in the human-readable
form as a PDF document which is electronically signed.

Detailed descriptions of the protocols are internal documents.

7.4.3.0CSP response token profiles

The profiles of on-line certificate status verification (OCSP) tokens and data validation
tokens issued by Certum certification authorities are described in Certufine <e—3"¢fZ T'...—efe—0d
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8.  Compliance audit

Audits intend to control the practices ofCatum service unit or subjects delegated by the
unit are compliant with the Integrated Management System, in terms of Quality and Information
Security, which includes the requirements of the standards: PN-EN 1SO 9001:2009 and-P
ISO/IEC 27001:2014, and the declarations and procedures of Certum (including Certification
Policy and Certification Practice Statement).

Audits carried out concern Certum's qualified trust services.

Certum audit may be carried out by internal units of Asseco Data Systems SiAtefnal
audit ) and organizational units independent from Asseco Data Systems Séxtérnal audit ).

8.1. Audit Frequency

An audits checking the consistency with procedural and legal regulations (particularly the
consistency with Certification Practice Statement and Certification Policy) isarried out on the
basis of art. 20 Sections 1 and 17.4f the eIDASRegulation Not less than once a year. According
to provisions of chapter 7 of the ETSI EN 319 403 standard Compliance audit service providers
trust regulations for entities conformity assessment bodies assessing trust servipeoviders
the certification audit is carried out once every two years, and it is recommended that at least
one surveillance audit was carried out between the two certification audits.

An external audit may also be carried out at the request of the Minister of Digitalization
under the Art. 310f the Actin relation to art. 20 Sections 1 and 17.4. dhe eIDASRegulation.

8.2. Identity/Qualifications of the Auditor

External audit is performed by an authorized and independent from Certum the national
or European agency possessing the accreditation in Poland given by the Accreditation Centre in
Poland or by an accrediting conformity assessment body within European Union. The ®m of
accreditation and competence of the auditor are defined by thRegulation WE 765/2008 setting
out the requirements for accreditation and market surveillance relating to the rkating of
products and repealing Regulation EEC 339/98nd regulated by thelSO 17065 Conformity
assessment Requirements for bodies certifying products, processes and servigapervisory
authority may at any time carry out an audit or ask the conformity assessment body to carry
out conformity assessmentAn internal audit is carried out by designated unit, operating within
Asseco Data Systems S.A. structure.

8.3. Auditor relationship with audited entity
See chapter 8.2.

8.4. Topics Covered under the Compliance Audit

Certum provides qualified services in accordance with the rules specified ihe Actand
the elDAS Regulatioms confirmed by independent auditors conducting Certum assessment on
the basis of the ETSI EN 319 403 normirust Service Providers Conformity Assessmeémtailed
scope of audit is specifies by authorization issued to auditors by the Minister of diiglization or
due to the type of services provided by a qualified certification service provider in connection
with the provisions abovethe eIDAS Regulatioand issued decisions implementing it.

The scope of audit includes:
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of the organizational and legal terms ofhe Actandthe elIDAS Regulatioand issued
decisions implementing it,

X physical security of Certum,
X Ut Ft—"Fe 7 o — | entitywetifiedtiant

X trust services and procedures of the services delivery,

X  security of software and network access,

X security of Certum personnel,

X system journals and system monitoring procedures,

X backup copy creation and their recovery,

X archive procedures,

X records of Certumie ... ¢ <% —"f—<‘s "f"fef—-1"e4

X records of software and devices inspection and service.

8.5. Actions Taken as a Result of Deficiency

Records of internal and external audits are submitted to CertunQuality Team. The
Quality Team is committed to prepare a written opinion concerning the deficiencies speigfl in
the records. Information about deficiencies removal is submitted to the auditing organization.

In the case of an audit commissioned by Minister of Digital Affairs, the Minister after
reviewing the protocol and reservations as well as the explanations made by Certum ri@s the
auditors of the results of audit and, if necessary, shall fix the time of deficiencies removal not less
than 14 days (art. 34 othe Act).

8.6. Notifying of Audit Results

The certificates of compliance with the requirements of the services are published at
www.certum.eu.
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9.  Other Business and Legal Matters

9.1. Fees

Certum charges fees for its services. The extent of fees and categories dairgbable
services are published in a price list at:

www.certum.eu

Certum may apply different models of charging for its services:

x retail sale fees are charged separately for every service unit, e.g. every single
certificate or a small package of certificates,

X wholesale fees are charged for a package of certificates, a number of certificates
sold once,

X subscription sale  fees are charged once a month; the extent of this charge depends
on a type and number of service units and is particularly used in electronic timestamp
services and certificate status verification by means of OCSP protocol, data validation

X indirect sale fees are charged for every service unit from a customer who renders
services established on the basis of Certum infrastructure.

9.1.1.Certificate issuance fees

Certum charges a fee for issuance of a certificate.

9.1.2.Certificates and trust service providers certificate access fees

Certum does not charge a fee for access to certificates and trust service providers
certificate.

9.1.2.1. Timestamps and tokens fees

Certum charges a fee for issued timestamps, certificate status tokens (OCSP respon
tokens), data validation tokens.

9.1.3.Qualified certificate revocation and status information access fees

Certum does not charge a fee for qualified certificates revocation, publishing certificates in
CRLs and making CRLs published in the repository (or elsewhere) accessible to relying parties.

9.1.4.0ther Fees
Certum can charge fees for other services. The services might concern:
X generating keys to subscribers,

x testing of applications and devices and including them in the recommended
applications list,

x sale of license,
X  execution of design, implementation and installation tasks,

x sale of Certification Practice Statement, Certification Policy, handbooks, guides, etc.
published in print,

X trainings.
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9.1.5.Fees Refund

Certum makes efforts to secure the highest level of its services. If a subscriber or a redyin
party is not satisfied with the services, they may request certificate revocation and fee refund
only if Certum does not fulfill its obligations and duties specified in the terms gfrovision of
trust services or this document.

Contract termination due to certificate revocation does not result in reimbursement of
costs incurred by the Subscriber that arise from the subject of the contract.

Fees refund claims should be submitted to the addresses stated in chapter 1.5.2.

9.2. Financial Responsibility

Asseco Data Systems S.A. responsibility is through its organizational unit, operating under
Certum name and the parties connected by services provided by this unit as a results from
routine activities performed by these entities or actions of third parties. The resporisility of
every entity is stated in mutual agreements or arises from statements of will.

Certum is responsible for existence of the situations listed in chapter 9.9 of this document.

Certum is financially responsible to trust services subscribers and relying parties vehare
beneficiaries of the guarantee. These entities will be referred to hereinafter entities thare
beneficiaries of the guarantee.

Certum does not have financial responsibility defined in this document to other third
parties not included in chapter 9.2 this document.

Financial responsibility of Certum is for beneficiaries of the guarantee only if damges are
the fault of Certum or fault of the parties with whom Asseco Data Systems S.A. has such
agreements that the fault is transferred to Certum.

When damage is found beneficiaries from the guarantees must report its occurrence
within 30 days of its occurrence. In the case of natification of a claim at a later date Certuro
obligation to examine the damage.

Certum is financially responsible to beneficiaries of the guarantee only if damage occurred
during the period of validity of the certificate to which it relates.

If damage is confirmed by Certum employees, Asseco Data Systems S.A. undertakes to pay
compensation. The amount of compensation for a single entity which is beneficiary of the
guarantee as part of a reported loss for the type certificate issued by a particular certification
policy, cannot be higher than the limit of the financial guarantee for a single damag&ize of
compensation paid will not be higher than proven by the entity benefiting from the guarantee
amount of damage.

Asseco Data Systems S.A. undertakes for all cases of damage to pay the migbensation
of up to the total limit of the financial guarantee in relation to one certificate during the entire
period of its validity, total for all the beneficiaries of the guarantee.

Asseco Data Systems S.A. pays compensation to reported damages in order of recéipt
claim by beneficiaries of the guarantee. If the limit of the financial guarantee is reache&dsseco
Data Systems S.A. has no obligation to pay further compensation to the next of reportable
injuries by following the beneficiaries of the guarantee for the certificate.

9.2.1.Insurance coverage

Asseco Data Systems S.A. has a civil liability insurance policy that meetsrégirements
set by the Regulation of the Minister of Development and Finance of 19 December 2016 degpr
compulsory third party liability insurance of a trust service provider

105



Certificate Policy and Certification Practice Statement of Certum's Qualified  Certification Services, version 5.7

The financial warranty of Asseco Data Systems S.A. in relation to individealent amounts
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month periods what is equivalent to the calendar year.

9.2.2.0ther assets

Certum has sufficient financial resources necessary for conduct of business and discge
of their duties and to provide guarantees for subscribers and relying parties.

9.2.3.Extended warranty coverage

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

9.3. Confidentiality Policy

Asseco Data Systems S.A. ensures that the whole information it possessesatheged,
stored and processed in accordance with the law in force, particularly witthe Regulation (EU)
2016/679 Of The European Parliament And Of The Council of 27 April 201éherprotection of
natural persons with regard to the processing of personal data and on the free mew of such
data, and repealing Directive 95/46/EC.

Asseco Data Systems S.A. ensures that third parties are given the access only to the
information that is publicly accessible in a certificate or certificate evidence. The othetata
provided in applications submitted to Certum shall never be voluntarily or deliberately revealed
to a third party in any circumstances except as specified iart. w{a of the Act,at the request
of:

X a court or public prosecutor, with respect to pending proceedings,
X Minister of Digital Affairs, with respect to his supervision of trust service providers,

X other state bodies authorized to obtain the information pursuant to the provisions of
separate acts, with respect to proceedings they conduct, concerning the operations of
trust service providers.

Certum does not copy nor store subscribers private keys, used for signature creatioangatata
which could be used for keys reconstruction.

9.3.1.Types of Information to be Kept Secret

Asseco Data Systems S.A., its employees and entities that perform actual certificat
activities are committed to keep secret understood as a company secret, during and after the
employment. Information regarded as company secret are managed and governed by internal
company regulations and in particularly concerns:

x information supplied by subscribers, besides the information that needs to be
revealed for appropriate trust services; in other cases the revelation of received
information requires a prior written approval of the information beholder or results
from exceptions set forth in theart. 154 4 of the Act on Electronic Signature of 18
September, 2001 (Journal of Law 2001 No. 130 item 14&@e also chapter 9.8

29 A company secret means publicly inaccessible technical, technological,dga organizational information that an
entrepreneur, taking all indispensable action, keeps confident.
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x information supplied by/to subscribers (e.g. the contents of agreements with
subscribers and requesters, accounts, applications for registration, issuance, rekey
revocation of certificates; a part of the information mentioned above can be made
accessible solely upon approval of and in the scope specified by its owner (i.e.
subscriber),

X entries of system transactions (the whole of the transactions, as well aata for
control inspection of transaction, the so called system transactions logs),

X entries of information about events (logs) connected with trust services, stored by
Certum and registration authorities,

X entries of an internal and external control,
X emergency plans,

X information about steps taken in order to protect hardware devices and software,
information about administering of trust services and planned registration rules.

Asseco Data Systems S.A. is not obligated to keep secret in relation to a party that actepied
terms of provision of trust services. Persons responsible for keeping secret and obeyinglekge r
concerning information practice bear criminal liability in accordance with the law regulatis. The
obligation to observe the secreghall remain in force for the period of 10 years as of the dat¢ of
cessation of legal relationships with Asseco Data Systems S.A. based on art. 15.5 the Act.

9.3.2.Types of Information Not Considered Confidential and Private

The whole information indispensable for the process of appropriate functioning of trust
services is not considered confidential and private. It particularly concerns the information
included in a certificate by certificate issuing authorities, in accordance witthe description in
chapter 7. It is assumed that a subscriber applying for certificate issuance @&@vare of what
information is included in the certificate and approves of the publication of that information.

A part of information supplied by/to subscribers might be made available to other entities,
o'ZtZ> —te =St e— e ", 3 [ TfZ fet ™c—Sce —SF e ™M7pett . <"ctt
statement. Electronic documents containing electronic signatures will be treated equally
those in written form.

The following information shall be treated as generally available through Certum website
available atwww.certum.eu:

X Terms & Conditions for Certum Qualified Trust Services,

x  Certification Policy and Certification Practice Statement of Certuiie —fZ< kT
Certification Services,

x  Certum PKI Disclosure Statement,
x document templates,

x the price list of services,

X guides for users,

X trust service providers certificates,
x Certificates Revocation List (CRL),

X information about training.
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If certificate revocation is performed upon request of an authorized party (not the party
whose certificate is being revoked), information about revocation and the reasons of it are
disclosed to both parties.

9.3.3.0bligation to protect confidentiality of information

Certum protect private information from being disclosed and available to third parties.
9.4. Privacy of Personal Information

9.4.1.Privacy Policy

Private data transferred to Certum by subscribers are protected defined the Regulation
(EVU) 2016/679 Of The European Parliament And Of The Council of 27 April 20ilthe protection
of natural persons with regard to the processing of personal data and on the free movement of such
data, and repealing Directive 95/46/ECScope of the personal data collected and processed by
the CA meets the objectives for which these data are necessary. The consent of the subscrib
representative of the organization to processing of personal data is contained in the terms of
provision of trust services and is mandatory.

Private data are used only for provision of trust services.

Private data are protected in accordance with privacy principles contained in the Asseco
Data Systems S.A. security policy.

9.4.2.Information considered as private

Any information concerning subscriber identity, which is not publicly available inssued
certificate in the repository and in CRL is considered private information.

9.4.3.Information not considered as private

All the information publicly available in certificate are not consideredas private
information, as long as this rule does not affect the requirements ahe Regulation (EU)
2016/679 Of The European Parliament And Of The Council of 27 April 201éhe protection of
natural persons with regard to the processing of personal data and on the free mewve of such
data, and repealing Directive 95/46/EC.

9.4.4.Responsibility to protect private information

Each Certum employee or user, which gained access to private information must protect it
from disclosure and available to third parties. Apart from this, access to private information
must comply with the requirements of the Regulation (EU) 2016/679 Of The European
Parliament And Of The Council of 27 April 2016 on the protection of natural persons rgigard to
the processing of personal data and on the free movement of such data, and repealingiarect
95/46/EC.

9.4.5.Reservations and permission to use private information

Unless otherwise erected in this CPS, in their respective privacy policy or therins of
provision of trust services, private information cannot be used without the consent of the party
to whom the information relates.

Reservations and permits cannot violate the requirements ofthe Regulation (EU)
2016/679 Of The European Parliament And Of The Council of 27 April 201éherprotection of
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natural persons with regard to the processing of personal data and on the free meve of such
data, and repealing Directive 95/46/EC.

9.4.6.Sharing information in accordance with a court order or administrative

Classified information may be released to the competent authorities mentioned in art. 15
paragraph 4 ofthe Actonly after meeting all the requirements of the applicable laws in the
Republic of Poland.

9.4.7.0ther circumstances disclosure

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

9.5. Intellectual Property Rights

All trademarks, patents, brand marks, licenses, graphic marks, etc., used by Asseco Data
Systems S.A. are intellectual property of their legal owners. Certum commits itself to pdac
appropriate remarks (required by the owners) in this respect.

Each key pair associated with a public key certificate issued by Certum is the property of
the subject of the certificate, described in the fieldubject of the certificate (see chapter 7.1).

9.5.1.Trade Mark

Asseco Data Systems S.A. owns registered trade mark, consisting of graphic mark and
inscription, which constitute the following logo:

© Certum

by GlJJS 2C0

Fig.4 Certum Logo

The mark and inscription constitute Certum logo. The logo is a registered tradeark of
Asseco Data Systems S.A. and cannot be used by any other parties without prior written
approval of Asseco Data Systems S.A.

Certum mark is an additional element of logo of every registration authority, operating on
behalf of Certum

9.6. Commitments and guarantees

This chapter describes obligations/guarantees and liability of Certum, registration
authorities (including points of the identity verification), subscribers and relying parties. The
obligations and liability are governed by mutual agreements made by the parties mentioned
above. Figure 5 presents the parties (entities) associated with trust services: Certum
certification services provider, registration authority, subscriber and relying party. Continous
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lines connecting various pairs of entities mean a need to enter into a contractual relationghi
Dotted lines mean that an agreement is unnecessary. Subscriber sigmiseements directly with
Asseco Data Systems S.A. or indirectly with registration authority operating within Certum.

Fig.5 Agreements between parties

Asseco

Data Systems S.A.

Relying
Parties

Registration
Authority

Subscriber
(private or
corporate)

Asseco Data Systems S.A. agreements with subscribers describe types wdlified
certification services provided by Certum, mutual obligations and liabilities (including finaneil
ones). Detailed description is included in Terms & Conditions for Certum Qualified Trust

Services.

9.6.1.CERTUM obligations and guarantee

Certum providing qualified certification services ensures that:

X

X

X

its commercial activity is based on reliable devices standards referred to in the
Decision of the Executive Committee (EU) 2016/650 of 25 April 2016 establishing
standards for assessment of the safety devices for qualified signature and stamp on the
basis of art. 30 paragraph 3 and art. 39 paragraph 2 Regulation ok tEuropean
Parliament and of the Council (EU) No 910/2014 on electronic identification and trus
services in relation to electronic transactions in the internal market

its activity and services are in accordance with the law; in particular they do not
violate the elDAS Regulatigrthe Act included copyrights and licensed third parties

rights,

its services are in accordance with widely accepted standards or specificatign

with ITU-T X.509 (ISO/IEC 9594-8), ISO/IEC 15945MP
protocol) and PKCS#10, PKCS#7, PKCS#12 standards,

0 electronic timestamp services with ETSI EN 319 422lime-Stamping protocol
and time-stamp profilesand RFC 3161 recommendations,

o trust services

0 certificate status verification (OSCP) with RFC 696Gecommendation,

o validation services (DVCS) with Policy of Certuni ¢
for qualified electronic signatures and qualified electronic seals

—fZ< <kt

fZetf—cs

it complies with and exacts the procedures described in the present documign

issued certificates contain accurate data that were actually at the time of their

confirmation,
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X issued certificates do not contain any mistakes resulting from negligence or
procedure violence by the people confirming applications for certificate issuance or
issuing certificates,

X e—,0.."¢, F"e1 <o—<oe%o—<eStT foetfe Zco—tt <o L F"—<cf—Fe f

X it secures personal data protection in accordance witlthe Regulation (EU) 2016/679
Of The European Parliament And Of The Council of 27 April 2016 on the pioteof
natural persons with regard to the processing of personal data and on the free
movement of such data, and repealing Directive 95/46/Etluding its later changes
and accomplishing regulations,

X it does not copy or store private keys of its customers, except for private keys stored
in HSM devices,

X it hires employees who possess a knowledge, a qualifications and an experience
appropriate to providing trust services, particularly in the area of:

0 automatic data processing in telecommunication networks and systems,

0 network and systems security mechanisms,

0 cryptography of electronic signatures and seals and public key infrastructure,
o0 devices and applications used for electronic data processing,

X |fa o:t) ’f(” e %O:t.:tnf_i-l- TM(_g _Si ._n.-'-”(”i”.l.. f__é‘n(wf
confidentially delivered to the subscriber.

Additionally, Certum commits itself to:
X manage a list of registered registration authorities,

X manage and publish a list of recommended software and devices, and monitor on a
quarterly basis the list of certified qualified signature/seal creation devices, published
by the European Commission, in accordance with @ar31 of the eIDAS Regulation
When a device, which is used by Certum, is removed from the list, Certum
immediately withdrawn the device from use,

X keep information secret relating to Certumie —"—e— o3"7¢.. . te fotd —* ef.. —
information from unauthorized disclosure for a period of 10 years from the moment
of termination of legal relationship in accordance with art. 15 pkt.3 ofhe Act, and to
protect of data used in confirmation processes for an indefinite period, and to:

a. retain for 20 years:
f qualified certificates issued by Certum,
f Certificate Revocation Lists issued by Certum,
f agreements,

b. retain of every event logs for 3 years in a manner allowing authorized parties
to access appropriate and required information.

All clocks operated within the system Certum providing qualified services and used to
provide services are synchronized to the Coordinated Universal Time, with the accuraoy 1
second.
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9.6.1.1. Electronic timestamp authority obligations

Electronic timestamp authority Certum QTST 2017 provides electronic timestamp
services in accordance with requirements defined ithe elIDAS Regulatioand ETSI EN 319 421
Electronic Signatures and Infrastructures (ESI).

Certum QTST 2017 ensures that:

X it uses the technology, operational procedures and security management procedures,
which prevent any possibility of manipulating the time,

X it uses parameters of cryptographic algorithms in accordance with th&TSI TS
119 312 Electronic Signatures and Infrastructures (ESI); Cryptoghéc Suites,

X it defines at least one hash function which may be used to create hash of data marked
with time,

X Coordinated Universal Time UTC used in the electronic timestamp tokens is
provided with the accuracy of 1 second.

Additionally, Certum QTST 2017 commits itself to:

X provide continuous 24/7/365 access to supporting services except for technical
breaks,

X use in the electronic timestamp tokens the Coordinated Universal TimeUTC that is
provided with the accuracy of 1 second what needs to be interpreted as the maximum
permitted delay between the moment of receipt of request, and downloading reliable
time. Accessibility and accuracy are ensured even if a number of clients are
simultaneously connected,

X base its commercial activity on reliable devices and software in accordance with the
requirements defined in: ETSI EN 319 421 Electronic Signatures and Infrastructures
(ESI); Policy and Security Requirements for Trust Service Providers issuing Time Stamps,

X conduct its activity and services in accordance with the law; in particular they do not
violate copyrights and licensed third parties rights,

X issue electronic timestamp tokens in accordance witkETSI EN 319 422 Time-stamping
protocol and time-stamp profiles

X retain, underthe Act the every recorded event logs for three (3) years,

X issue electronic timestamp tokens that do not contain errors or inaccurate
information.

9.6.1.2. Certificate status authority and data validation authority obligations

Online certificate status protocol authority CERTUM QOCSRENd data validation authority
Certum QESValidationQ 2017 provide their services in accordance with the requirements
defined inthe eIDAS Regulatioand this Certificate Policy and Certification Practice Statement.

CERTUM QOCSBEndCertum QESValidationQ 2017 ensure that they:

X use operational procedures and security management procedures, which preclude
any possibility of manipulating the certificates, trust service providers certificatesor
data status,

X verify validity of qualified signature certificates and electronic seals used accordirtp
the requirements ofthe elDAS Regulation,
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X CERTUM QOCSPverify certificate status in accordance with RFC 69600nline
Certificate Status Protocol (OCSR)commendation,

X Certum QESValidationQ 2017 service certifies the validation of qualified certificates,
gualified electronic signatures and qualified electronic seals certificates.

CERTUM QDVCsservice certifies the validation of qualified certificates, qualified
electronic signatures and qualified electronic seals certificates andnsures that it uses
operational procedures and security management procedures, which preclude any possibility of
manipulating the certificates, trust service providers certificates or data status.

CERTUM QDVC&nd Certum QESValidationQ 2017 service certify the validation of
qualified certificates, qualified electronic sighatures and qualified electronic seals certifites.

9.6.1.3. Repository Obligations
The repository is managed and controlled by Certum. Therefore, Certum is obliged to:

X publish and archive certificate evidences of qualified trust service providers
certificates Certum QCA 2017, qualified electronic timestamp authority Certum
QTST 2017qualified online certificate status protocol authority CERTUM QOCSP,
qualified validation service CERTUM QDVCS and Certum QESValidationQ 2017,

X publish and archive Certificate Policy and Certification Practice Statement of Certiim
Qualified Certification Services and Terms & Conditions for Certum Qualified &t
Services, templates of subscriber agreements, lists of recommended applications and
'I‘:t~(_._¢o fo'l' Z(o_ en o‘_f"(:to en :to_(_) _Sf_ ':t""‘"o o_”o._."(":t
authentication accredited by Certum,

X give access to the qualified certificates, but only in the case when they are publicly
f f<Zf,ZF ™M<«=S —Sf e— e..."¢,T"1e .. 'eete—3

X %o<™F f..... Toee —* =St o™ Mefocte e fTeco% ..t =< f—Fe o—f—

X secure constant access to information in the repository for certification authorities,
registration authorities, subscribers and relying parties,

X '—,Z¢*S i+ <M irf actordance with the deadlines specified in the Certificate
Policy and Certification Practice Statement.
X %o—f"fe—FFtT fof —ece—%""—"—%1F f...... Foee - L F"—<"c. f—Fie o—f

hours / 7 days a week).

9.6.2.Registration authorities obligations and guarantee

Regarding registration authorities operating within Certum ensures that registration
authority:

X IS subordinated to Certum recommendations,

X provides services such as verification of the identity are delivered on the basis of
procedures which are adjusted to the recommendations of the present document
internal procedures and legal regulations in force in Republic of Poland, with
particular consideration of due diligence requirements,

X sends confirmed data of users to Certum certification authaty,

X is subjected to scheduled external and internal audits carried out by Certum service
unit or to the ones commissioned by this unit.
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9.6.3. Subscriber obligations and guarantee

By applying for the certificate issuance and accepting the terms of provision of trust
services by Asseco Data Systems S.A., a subscriber agrees to enter the certificationraystethe
conditions stated in the terms of provision of trust services, Certificate Policy an@ertification
Practice Statement of Certunie — f Z <" < fidatioti "Sesvices and Terms & Conditions for
Certum Qualified Trust Services.

Subscriber is committed:

X

X

X

to comply with the terms of provision of trust services by Asseco Data Systems S.A.,
to state true data in applications submitted to a registration authority,

to submit or present copies of required documents confirming the information
included in a submitted application according to the requirements of the Certification
Policy and Certification Practice Statement

to immediately inform Certum about any errors, defects or changes in the certificate,

to use his/her/its own key pair and the public keys of other trust services users only
for the purposes stated in Certificate Policy and Certification Practice Statement and
to take all reasonable measures to keep confidential, and properly protect at all times
the private key, including:

0 control of the access to devices containing his/her/its private key,

o immediately inform Primary Registration Authority when a private key, has
been, or there is a reason to strongly suspect it would be compromised,

0 immediately inform Primary Registration Authority about the certificate card
loss or PIN number loss,

to control the access to this software, media, and devices on which the keys or
passwords are stored,

to treat the loss or revelation of the password (revealing it to an unauthorized
person) as the loss or revelation of the private key (revealing it to an unauthorized
person),

to discontinue using the revoked, suspended or expired certificate,

to start a procedure of revocation in the case of security violation (or security
violation suspicion) of their private keys,

to use qualified certificate and the corresponding private keys only for the purpose
stated in the certificate and in accordance with the aims and restrictions stateah i
Certification Practice Statement.

Eledronic signature usage constraints:

X

not to create electronic signature or electronic seal with its private key if the validity
period of certificate has expired and certificate has been revoked or suspended,

not to store the cryptographic card containing the private key together with a
personal identification number (PIN),

not to share and communicate her/his private keys and passwords to third parties.

9.6.4.Relying Party Obligations and Guarantee

Depending on relations between a relying party and Certum or a subscriber and on the
types of the certificates, tokens and confirmations approved by a relying party, relying party
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obligations might be formulated as an agreement between Asseco Data Systems S.A. and a
subscriber or they might have the character of acceptance of the terms of provision of trust
services.

Disregarding of the character of an agreement, a relying party is committed to:

X  thoroughly verify30 every electronic signature or confirmation made on a document
or certificate, electronic timestamp token, certificate status token, validation token
submitted to him/her/it. In order to verify the signature a relying party should:

0 specify acertification path 3! containing all trust service providers certificates
belonging to other certification authorities that make it possible to verify the
signature on the certificate of a signature issuer,

0 make sure that the certification path chosen is the best in terms of verifying
the electronic signature or trust service providers certification, because it is
possible that there is more than one certification path leading from certificate
or confirmation to trusted certification authority,

o0 check whether neither of trust service providers certificates creating a
certification path are placed on the list of revoked or suspended certificates;
revocation or suspension of any certificate from certification path influences
the earlier expiry of the validity date up to which the verified signature could
have been created,

o check if all trust service providers certificates belonging to a certification path
belong to certification authorities and if they are authorized to sign other trust
service providers certificates,

o (optionally) specify the date and time of signing a document or a message. It is
possible only when the document or message were signed (prior to signing
them) with an electronic timestamp issued by an electronic timestamp
authority, or a timestamp was associated with an electronic signature just
after the creation of the electronic signature on the document,

0 using a defined certification path, verify trustworthiness of the certificate of a
signature issuer on a message or a document, and the signature validity on the
document or the message,

X carry out cryptographic operations accurately and correctly, using the software and
devices whose security level complies with the sensitivity level of a certificate being
processed and the trust level of applied certificates,

X consider an electronic signature to be invalid if by means of applied software and
devices it is not possible to state if the electronic signature is valid or if the
verification result is negative,

X trust only these public certificate keys that:

0 are used in accordance with the declared purpose and are appropriate for
applicability ranges that were specified by a relying party,

o status was verified on the basis of the valid Certificate Revocation Lists or
OCSP service, available at Certum.

30Electronic signature verification aims at stating whether: (1) an electronisignature was created by means of a
T f—F et Lt Ee et ce% = f T—,Z<... oF> eof— cocofoatte VN FFlie A kTt ff-TFo <%0
message (document) was not modified after signing it.

31 SeeGlossary
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— <o s "1 7> WMterest to> thoroughly verify each of electronic signature placed on
document (including electronic confirmations in public key certificate) submitted to him/her/it.

If an electronic document is marked with time or associated with other tokens,
confirmations issued by Certum, in order to build a reasonable assurance to the verified tokens
or confirmations, a relying party should additionally:

X verify whether the tokens were correctly electronically certified and verifies whether
the private key used by qualified electronic timestamp authority Certum QTST 2017
qualified online certificate status protocol authority CERTUM QOCSP, qualified
validation service CERTUM QDVCS and Certum QESValidationQ 2017 to issuance of
token was not disclosed until the token verification (unless the time included in
comply with the requirement of the certain time); status of private key may be verifig
on the basis of verified corresponding public key,

X check the restrictions for using electronic timestamp tokens, certificate status token,
data validation and token described in this Certificate Practice Statement and stated in
the terms of provision of trust services by Certum.

9.6.5.0ther Users Obligations and Guarantee

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

9.7. Warranty Disclaimer

Certum guarantees are based on the general principles contained in this Certification
Practice Statement and comply with applicable in the Republic of Poland overriding legal acts.
Certum warranty disclaimer is placed in the terms of provision of trust services by Certum.

9.8. Liability

Certum acting within authorization of Asseco Data Systems S.A., bears liability for the
consequences of the actions of certification authority Certum QCA 2017, electronic timestamp
authority Certum QTST 2017, online certificate status protocol authority CERTUM QOCSP,
gualified validation service CERTUM QDVCS and Certum QESValidationQ 20Rifmary
Registration Authority and if agreements state so other certification authorities and
registration authorities.

St "h. b T frochel Zof,cZem> e—f—%f FZ'™M fhe oo fZoscefof

liability stated in the terms of provision of trust services or resulting from separate law
regulations.

9.8.1.Certum liability

9.8.1.1.  Certification authority Certum QCA 2017 liability

Certum QCA 2017 certification authority bears liability for cases when direct ondirect
damages suffered by a subscriber or a relying party have arisen despite compliance with the
rules set out by Certificate Policy and Certification Practice Statement of Certdim —fZ< <%t
Certification Services, Terms & Conditions for Certum Qualified Trust Services:

x result from mistakes made by Certum, particularly concerning the discrepancy
between the process of identity verification and declared procedures, inappropriate
security of the private key of certification authorities or lack of access to rendered
services (e.g. to CRLS),
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X occurred as a result of the violation of other Certum warranties, specified in chapter
9.6.1.

The only services which are outsourced to external entities are the services provided
within the framework of registration authority. Despite the fact that the registration authority is
linked to a contract with Asseco Data Systems S.A., Certum takes full responsibility for thast
of the registration authority's work that is related to the provision trust services on behalf of
Certum.

Certum does not use outsourcing services or outsource any part of its activitiesdsternal
entities.

Nevertheless, Certum does not take any responsibility for the actions of third parties,
subscribers and other parties not associated with Certum. In particular, Certum does not bear
responsibility for:

x the damages arising from forces of nature: fire, flood, gale, other situations suel
war, terrorist attack, epidemic, and other natural disasters or disasters caused by
people,

x the damages arising from the installation and usage of applications other than those
provided by Certum,

x the damages arising from inappropriate usage of issued certificates (term
inappropriate understood as the use of a revoked, invalidated or suspended
certificate, and not in accordance with the declared purpose of a certificate type,
stated in the present Certification Practice Statement),

X storage of false data in Certum database and their publication in a public certificate
of> coo—F T - —STE e— e "¢, 1" <o L fet T oe— o ¢, 1T o—f—<co%o ¢

9.8.1.2. Electronic timestamp authority liability

Electronic timestamp authority Certum QTST 2017 bears liability for cases when direct or
indirect damages incurred by a subscriber or a relying party:

X arising despite they have complied with the principles described in Certificate Policy
and Certification Practice Statement,

X result from mistakes made by Certum QTST 2017, particularly concerning
inappropriate security of the private key used to confirm validity of the electronic
timestamp tokens,

X occurred as a result of the violation of other Certum QTST 2017 warranties, specified
in chapters9.6.1.1.

9.8.1.3. Online certificate status protocol authority , qualified validation service
authority liability

Online certificate status protocol authority CERTUM QOCSP, qualified validation service
CERTUM QDVCS and Certum QESValidationQ 2017 operating within Certum bear liability for
cases when direct or indirect damages incurred by a subscriber or a relying party:

X arising despite they have complied with the principles described in Certificate Policy
and Certification Practice Statement,

X result from mistakes made by CERTUM QOCSEBERTUM QDVCS and Certum

QESValidationQ 2017, particularly concerning inappropriate security of the private
key,
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X occurred as a result of the violation of CERTUM QOCSP, CERTUM QDVCS and Certum
QESValidationQ 2017, warranties, specified in chapter 9.6.1.2.

9.8.1.4. Repository liability

The liability for functioning of the repository and results of its functioning is taken §
Certum (see chapter 9.6.1.3).

9.8.1.5. Subscriber liability

Described in chapter 0.

9.8.1.6. Relying party liability

Relying party responsibility results from the obligations and warranties stated in Chaer
9.6.4. The liability conditions are also governed by an agreement with subscribers ands&co
Data Systems S.A or an acceptance of the terms of provision of trust services.

—ie "I*“—thdtirdlying parties have confirmed that they have sufficient amount of
information to make an informed decision about acceptance or rejection of signature/electronic
credentials at the time of submission.

9.9. Compensations

9.9.1.Subscribers civil liability compensation

Subscribers civil liability compensation results from the obligations and warranties stated
in Chapter 0 in this document.

9.9.2.Relying party civil liability compensation

Relying party civil liability compensation results from the obligations and warranties
stated in chapter 9.6.4 in this document.

9.10. Certificate Policy and Certification Practice Statement validity period

9.6.1.Validity period

This Certificate Policy and Certification Practice Statement is in effect from theoment of
changingits status to valid and publication in Certun$ repository until the publication of the
next valid version.

9.6.2.Expiration

This document is valid until it is replaced with a new version. The starting datef the
validity of the new version of the Certificate Policy and Certification PracticBtatement is also
the expiry date of this Policy.

9.6.3.Certificate Policy and Certification Practice Statement expiry effects

Users of Certum certificates issued during the period of-S«<e 1 ... —vdllieityi are
further limited by the provisions of this document until the certificate is expired.
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9.11. Users notification and communication

The parties mentioned in the present Certificate Policy and Certification Practice
Statement can state, by means of the terms of provision of trust services, the methods of
notifying one another. If they did not, the present document allows for information exchange by
means of regular mail, electronic mail, fax, telephone, and network protocols (e.g. TCP/IP,
HTTP), etc.

The choice of the means can be extorted by the type of information. For instance, most
services delivered by Certum require the application of one or more permitted network
protocols.

Some information and announcements must be supplied to parties in accordanwith an
established schedule or deviation from this schedule. This applies, in particular, tihe
publication of certificate revocation list (CRLs), information on the breach of Certum's private
key, and to any changes to parameters of certificates issued by Certum.

9.12. Changes introduction procedure

Regardless of audits, there is once a year a review of the current version of Certificate
Policy and Certification Practice Statement. Certuii® t+'Z‘>tfed tec%oef—3t ,> —ST efef%
of Certum, analyze the content of the documents in the direction of their compliance with the
implemented procedures and external requirements. If, as a result of the review, changes were
made to the content, then a new version of the document will be published on the terms set out
in Chapter 1.5.4.

Madification to Certificate Policy and Certification Practice Statement may be a result of
observed errors, CPS update and suggestions from the affected parties.

9.12.1. Madification introduction procedure

Modification proposals may be submitted by regular mail or electronic mail for the
contract addresses of Certum. Suggestions propositions should describe modifioats, their
scope and justifications and means of contact the person requesting modification.

Suggestions concerning the current Certificate Policy and Certification Practice Statement
may be submitted by the following authorized entities:

X Minister of Digital Affairs,
X auditing entities,

x legal entities, especially when Certificate Policy and Certification Practice Statement
was observed to not to obey laws and regulations in force in the Republic of Poland
f.T .f) fAAi---_ ._u."'”(u:t”.-ll (._i”:t._.é

X quality team, security inspector, system administrator and other Certum personnel,
X  Certum subscribers,

X professionals from the area of information system security.

After introduction of every modification, Certification Practice Statement or Certificati®olicy
date of issuance is updated as well as theirs identifier, version or build.

Introduced modification may be generally divided into two categories:
X the one that does not require notification of subscribers, and

x the one that requires (usually in advance) notification of subscribers.
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9.12.1.1. Items that can be changed without notification

The only items not requiring notification in advance apply to amendments resulting from
implementation of editorial modifications, amendments to the contact information of the person
responsible for the document management and changes not having a real impact on
considerable group of individuals. Implemented changes do not require approval procedure
execution, thus only build number of the document is changed.

9.12.2. Notification mechanism of and comment period

After notification in advance, each and every item of Certificate Policy and Certification
Practice Statement may be subjected to amendment. Information about every significant
modification is submitted to every affected party in the form of indication of a storage poirof a
new version of Certificate Policy and Certification Practice Statement. Suggested nfigdition
may be published in the Certum repository and transmitted by the means of electronic mail.
Information about implemented modifications is also attached to the new CPS document.

9.12.2.1. Comment period

Comments on suggested modifications may be submitted by the affected parties within
working days of their announcement. If as a result of the submitted comments, the security
inspector administered significant modification to the suggested changes, the changes have to
be published once more and subjected to assessment. In other cases, a new version of Certificate
Policy and Certification Practice Statement is subjected to approval procedure (see chapter
1.5.4) receives the valid status.

Certum may fully accept suggested changes accept with amendments or reject suggested changes
after expiration of the allowable period for resubmission of published andsged acceptancée
guestionnaire.

9.12.3. Changes requiring new identifier

In the case of amendments which may have influence on extensive group of trust service
users, the security inspector may assign a new identifier (Object Identifier) for a mdikd
document of Certificate Policy and Certification Practice Statement. ldentifiers of the
certification polices applied by authorities issuing certificates may also be subjed to
modification. This case may arise particularly as a result of the legislative chges relating to
qualified trust service providers.

9.12.4. Publication of the new version of Certificate Policy and Certification Practice
Statement and Terms & Conditions for Qualified Trust Services

Certification Policy and Certification Practice Statement and Terms & Conditions for
Quialified Trust Services documents are available in an electronic form via:

x  WWW site at the address: www.certum.eu

X e-mail at the address: infolinia@certum.pl

Certum provides information to all subscribers about the intended changes to the
Certificate Policy and Certification Practice Statement via mailing systenimformation includes
the date and manner of submitting comments to its content.

Information about changes to the Terms & Conditions for Qualified Trust Services is
distributed to subscribers and entities via mailing system. No comments fromubscribers (by
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email to infolinia@certum.pl) on the content of the revised document is equivalent to its
acceptance.

The current and all previous versions of Certificate Policy and Certification Practice
Statement are available in Certum repository. Lack of comments to email address
infolinia@certum.pl constitutes acceptance of the document by subscribers and relying parties.
If subscribers do not accept the amended provisions of the document then it is possiliteresign
from Certum services by submitting revocation request as defined in chaptess8.1 and 4.8.3 of
this document.

Information on the scope of the changes is in the document history.

9.12.5. Items not published in Certificate Policy and Certification Practice Statement

System documentation regarding elements not available to the public is available to the
security inspector, the system administrator and the representative of an auditing gtitution.
Documents describing such elements may be reviewed only in Certum seat in a specially
designated area.

Applied computer system security means are not available to the public. Neither are:
authentication procedures and controls and the elements which exposure may affect security
protections or suggest possible target of attack. In particular, items not subjected to publication
comprise:

x employed hardware-software environment,
X details of applied hardware configuration,
X  system emergency recovery plan,

X location of Certum key retention stores and their shares and PIN numbers protecting
access to them,

x list of individuals being shared secret holders,
X implemented means of personnel protection,
X network protections,

X system logging procedures.

9.13. Disputes Resolution, complaints

The subject of disputes resolution, including complaints, can only be diggancies or
conflicts between the parties in respect to issuance and revocation of qualified certificate base
on the present Certificate Policy and Certification Practice Statement and concluded agreements.

Disputes or complaints following the usage of certificates, certificate evidences, electronic
timestamp tokens, certificate status tokens and data validation tokens delivered by Certum will
be resolved by mediation on the basis of written information. Complaints should be directed
the following address:

Asseco Data Systems S.A.
Bajeczna Streetl3
71-838 Szczecin, Poland

Disputes related to Certuni e
conciliation.

‘— f Zwistt $ervices will be first settled through
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Complaints are subjected to written examination within 21 days from the date of delivery
to the address indicated above. If the complaint is not settled within 45 days of the
commencement of conciliatory process, the parties can hand over the dispute to appropriate
court. The court, appropriate for case handling, will be the local Public Court of the defendant.

In the instance of the occurrence of arguments or complaints following the usage of an
issued certificate or services delivered by Certum, subscribers commit themselves tmtify
Certum of the reason for the argument or complaint.

9.14. Governing law

9.6.1.Resolution Survival

The resolutions of the present Certificate Policy and Certification Practice Statement are
valid of the date of the approval by Certum manager and publication in the repository up to the
invalidation or substitution of the resolutions. Modifications of the resolutions or introduction of
new resolutions are carried out in accordance with the procedures presented in chapter 9.12.

If the agreement made on the grounds of the present document contains contents
confidentiality clause or a clause concerning the confidentiality of the information that the
parties possessed when the agreement was in force, copyrights clause or intellectual rights
clause, these clauses are assumed in force also after the validity period expires,d period that
should be agreed by the parties in the agreements.

Agreements resolutions or Certificate Policy and Certification Practice Statement
resolutions cannot be transferred to third parties.

9.6.2.Provision references

This Certificate Policy and Certification Practice Statement and agreements may contain
references to other provisions, provided that: it has been expressed in the form of a clause in
this document or contract.

9.15. Accordance with applicable law

Certum functioning is based on the principles contained in this Certificate Poli and
Certification Practice Statement and applicable law in the territory of Poland.

9.16. Other laws

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

9.6.3.Contracts completeness

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

9.6.4.Conveyance

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.

9.6.5.Resolution severability
On event present in document or agreements made on its basis of as violating apgie

law or against the law, court may order the respect of the remaining part of Certificate Policy
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and Certification Practice Statement or agreements already made, unless questioned parts are
not significant from the point of view of the agreed between the parties exchangée.g.
commercial transaction).

Resolution severability is particularly crucial in the contracts signed with the subscriber.

9.6.6.Enforcement clause

Any waiver or lack of immediate implementation of any right under this document does
not create a continuing waiver of such right or authorizes expectations withdraw from its
implementation.

9.6.7. Force majeure

Certum is a party exempt from liability in case of unforeseen events beyond its control,
which prevents it from performing its obligations under the provisions of this document (see
chapter 9.6). This type of disclaimer must be included in the terms of provision of trust services.

9.17. Additional provisions

The present Certificate Policy and Certification Practice Statement does not state any
conditions in this respect.
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Appendix 1: Abbreviations

CA
CMP
CP
CPS
CRL
DH

DN
KRIO
OCSP
PKI
PRA
PSE
RA
RSA

TSA
TTP

Certification authority

Certificate Management Protocol

Certification Policy

Certification Practice Statement

Certificate Revocation List, published usually by the very certificate issuer

Diffie Hellman key exchange, a specific method of securely exchanging
cryptographic keys over a public channel named after Whitfield Diffie and Martin
Hellman. This method allows two parties that have no prior knowledge of each other
to jointly establish a shared secret key over an insecure channel

Distinguished Name
f-c<ofZ ,ET..— tTie—<"<f"e f%oce="> "fE'™> FEFe-" tFe—>’

Ontline Certificate Status Protocol

Public Key Infrastructure

Primary Registration Authority

personal security environment

Registration Authority

Asymmetric cryptographic algorithm (name originates form first letters of its
developers names: Rivest, Shamir and Adleman), in which single private
transformation allows signing or decrypting a message, while single public
transformation allows verification and encryption of the message

Electronic Time Stamping Authority

Trusted third party; institution or its representative bearing other entities trust in
the area of protection and authentication controls; bears the trust of both the entity
being verified and/or verifying (after PN 2000)
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Appendix 2: Glossary

Access ability to use and employ any information system resource.

Access control  the process of granting access to information system resources only to
authorized users, applications, processes and other systems.

Act (the) the Act of 5 September 2016 on trust services and electronic identification (Jourhal o
Laws No. 2019 iten62)

Audit  execution of an independent system review and assessment with the aim to test
adequacy of implemented system management controls, to verify whether an operation of
the system is performed in accordance with accepted Certification Policy and CB&d the
resulting operational regulations, to discover possible security gaps, and to recommend
suitable modification to control measures, the certification policy and procedures.

Audit data chronological records of the system activities, allowing reconstruction and analysis
of the event sequence and modification to the system, associated with the recorded event.

Authenticate  to confirm the declared identity of an entity.

Authentication  security controls aimed at providing reliability of transferred data, messages
or their sender, or controls of authenticity verification of a person, prior to delivery of a
classified type of information to the person.

Certificate and Certificate Revocation Lists publication procedures of distribution of issued
certificates and revoked certificates. Certificate distribution involves the submission of a
certificate to the subscriber and may involve publication in the repository. Certificat
revocation list distribution means publication of the list in the repository, submission to end
entities or transferal to entities providing on-line certificate status verification senice. In
both cases the distribution should be performed with the usage of appropriate means (e.g.
LDAP, FTP, etc.).

Certificate of an infrastructure key a certificate related to an infrastructure key.

Certificate revocation  procedures concerning revocation of a key pair (certificate revocation)
in the case when an access to the key pair has to be restricted for the subserito prevent
possible usage in encryption or signature creation. A revoked certificate is placed on
Certificate Revocation List (CRL).

Certificate Revocation List (CRL) list, signed electronically by a certification authority,
containing serial numbers of revoked or suspended certificates and dates and reasons for
their revocation or suspension, the name of the CRL issuer, date of publication and date o
the next update. Above data are electronically signed by a certification authority.

Certificate Status Token electronic data, containing information on current certificate status,
certification path, which this certificate belongs to and other information useful for
certificate verification, electronically signed by the certificate status verification authority.

Certificate Status Verification Authority trusted third party, providing relaying parties with
the mechanisms for the certificate trustworthiness verification, as well as providing
additional information on certificate attributes.

Certificate suspension  special form of certificate (and corresponding key pair) revocation,
which results in temporary lack of certificate acceptance in cryptographic operations
(irrespective of the status of such operation); suspended certificate is listed on the
Certificate Revocation List (CRL).
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Certificate update  prior to the certificate validity period expiration the certification authority
may refresh the certificate (update it), confirming validity of the same key pair for another,
defined in certification policy, validity period.

Certification Authority entity providing certification services, being a part of trusted third

party, able to create, sign and create certificates and timestamp and certificate status
tokens.

Certification path  ordered path of certificates, leading from a certificate being jgoint of trust

chosen by a verifier up to a certificate subjected to verification. A certification path filk
the following conditions:

x for all certificates Cert(x) included in the certification path {Cert(1), Cert(2), ..., Cert(n-
1)} the subject of the certificate Cert(x) is the issuer of the certificate Cert(x+1),

x the certificate Cert(1) is issued by a certification authority point of trust ) trusted by
the verifier,

x Cert(n) is a certificate being verified.

Every certification path may be bounded with one or more certification policies or such a
policy may not exist. Policies ascribed to a certification path are the intersection pblicies
set whose identifiers are included in every certificate, incorporated in the certificatin path
and defined in the extensiorcertificatePolicies .

Certification Policy = document which specifies general rules applied by certification authority
in public key certification process, defines parties, their obligations and respoiislities,
types of the certificates, identity verification procedures and area of usage.

Certification Practice Statement (CPS) the document describing in details public key
certification process, its parties and defining scopes of usage of issued certificates.

Certification request token any data in electronic form, containing a certification request
that was: (1) created by trust services provider and (2) authenticates the applicant and
confirms the truthfulness of data provided in the application, and confirms the
complementariness of a public key with the private key that are currently owned by the
applicant, (3) signed with a timestamp issued by a certification authority with the accuracy
of 1 second without the need for time synchronization and (4) signed with the electronic
signature of the registration inspector.

Certum et ' f—=f de—Fee @& Ale eF""<c..F —e<—a " Tctce%o ...F"—<"c.f
services (certification authority). Qualified certification services, time stamping services,
data validation services, certificate status verification services and delivery sends are
provided in accordance withthe Act

Certum Operational Team personnel responsible for proper operation of Certum. This
responsibility applies to financial support, dispute resolution, decision making and creation

of Certum development policy. Personnel employed in Operational Team do not have access
to workstation and the computer system of Certum.

Cross-certificate  public key certificate (1) issued to a certification authority, (2) containing
different name of the issuer and the subject, (3) a public key of this certificate may be used
solely for electronic signature verification, and (4) it is clearly indicated that the cerficate
belongs to the certification authority.

Cross-certification procedure of issuance of a certificate by a certification authority to
another authority, not directly or indirectly affiliated with the issuing authority. Usually a
crosscetificate is issued to simplify the building and verification of certification paths

Lie—fceco%o L FT—<Tc. f=Fe coe—1%T > 7f7 < cenificaton maybeflout. T 7 f
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not necessarily) performed on the basis of a mutual agreement, i.e. two certification
authorities issue cross-certification to each other.

Cryptographic module (a) set comprising hardware, software, microcode or their
combination, performing cryptographic operations, including encryption and decryption,
executed within the area of this cryptographic module or (b) reliable implementation of
cryptosystem, which securely performs operations of encryption and decryption.

Data objects repository  IT solution used to manage and storage of data objects. Access to the
objects registered in the data object repository is performed with reference to these objects
stored in the registry. Repository provides controlled access to stored data objects,
monitoring their version, cataloging, searching and update.

Digital signature  cryptographic transformation of data allowing the data recipient to verify
the origin and the integrity of the data, as well as protection of the sender and recipient
against forgery by the recipient; asymmetric electronic signatures may be generated b
entity by means of a private key and an asymmetric algorithm, e.g. RSA.

Distinguished name (DN)  set of attributes forming a distinguished name of a legal entity and
distinguishing it from another entities of the same type, e.g. C=PL/OU= Asseco Data Systems
S.A,, etc.

Deposit  entrusting a storing party (established on the base of some agreement) with data
objects keeping until their receipt by a submitter, guaranteeing that data objects taken back
are in not worse state of validity than at the time of their entrusting. A storing party is
obligated to give back the same data object received for a storage and (on request) all
others related data providing its validity during a time period they are stored in a deposit.
Entrusted data are made accessible to a depositor only (i.e. to a subject entrusting data
objects to keep them in a deposit).

Download entry or object  obtaining copy of entry or copy of object from deposit, registry or
repository without removing them from deposit, registry or repository.

elDAS Regulation (the) - Regulation (EU) no 910/2014 of the European Parliament and of the
Council of 23 July 2014 on electronic identification and trust services fagctebnic
transactions in the internal market and repealing Directive 1999/93/EC

Electronic evidence electronic data, which are attached to or logically associated with other
electronic data and which are used for identifying the certification services provider or the
entity which created certificate evidence and complies with requirements described ithe
Act.

Electronic signature  electronic data, which are attached to or logically associated with other
electronic data and which are used for identifying the person who created the signature.

End entity  authorized entity using the certificate as a subscriber or a relying party (not
applicable to a certification authority).

Entry or data object release  to obtain an original of an entry or an object together with their
removal from the deposit. Objects and entries are not removed from the registry and the
repositories.

Evidence information used to establish the proof that action or fact happened (PN-ISO/IEC
13888-1).

Hardware Security Module  seecryptographic module .

Information system entire infrastructure, organization, personnel and components used for
assembly, processing, storage, transmission, publication, distribution and management of
information.
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Infrastructure Keys cryptographic keys that are used with an asymmetric cryptographic
algorithm for purposes other than electronic signature creation or verification; these keys
are particularly used: (a) in key agreement or distribution protocols, (b) to provide, during
transmission or storage, confidentiality and integrity of cer~<"«<... f —<‘s "f“—Ffe—egq o — o 7
keys and event logs, (c) for verification of access to devices or applications.

Notice: the term Infrastructure Keys understood as the key used by entities (individual or
legal) in the cases of key agreement, authentication of entities and subsystems, signof
event logs, encryption of transmitted or stored data.

National root NCCert the minister in charge of the informatization or an entity appointed by
the minister according to theart. 11 of the Actto issuing certificates used for verifying
electronic authentications of certification authorities.

Object object with controlled access, e.g. a file, an application, the area of the main memory,
assembled and retained personal data (PN-2000:2002).

Object Identifier (OID)  alphanumeric / humeric identifier registered in accordance with the
ISO/IEC 9834 standard and uniquely describing a specified object or its class.

Original  each deposit or registry entry as well as each data object stored in a repository. An
original entry is created at the moment of a request to store an object entry in a deposit or a
registry, while an original object at the moment it is stored in a repository.

Personal Identification Number (PIN) code securing cryptographic card against
unauthorized usage.

Personal Unlocking Key (PUK)  code used for cryptographic card unlocking and changing of
the PIN.

Point of trust  the most trusted certification authority, which a subscriber or a relying party
trusts. A certificate of this authority is the first certificate in each certittation path created
by a subscriber or a relying party. The choice of point of trust is usually enforced lthe
certification policy governing the operation of the entity issuing a given certificate.

Primary Registration Authority (PRA) registration authority whose additional duty is to
fo'"t"f =St "fe—- 7 St ie fet <o fZZoAVbehalt—06f 8ocertifiCation:
authority  key pairs, successively subjected to certification process.

Private key  one of asymmetric keys belonging to a subscriber, used only by this subsetibin
the case of asymmetric key system, a private key describes transformation of a sigmat In
the case of asymmetric encryption system, a private key describes decrypting
transformation.

Notices: (1) In cryptography employing a public key the key whose purpose is decryption
or signature creation, for the sole usage of the owner. (2) In the cryptographic system with a
public key the one of the key from key pair which is known only to the owner.

Procedure for emergency situation operations procedure being the alternative of a
standard procedure path and executed upon the occurrence of emergency situation.

Proof of possession of private key (POP) information submitted by a subscriber to a
receiver in a manner allowing the recipient to verify validity of the binding between the
sender and the private key, accessible by the sender; the method to prove possession of
private key usually depends on the type of employed keys, e.g. in the case of signing keys it
is enough to present signed text (successful verification of the signature is the proof of
private key possession), while in the case of encrypting keys, the subscriber has to be able
to decrypt information encrypted with a public key belonging to him/her/it. Certum carries
out verification of associations between key pairs used for signing and encrypting only on
the level of registration and certification authority.
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Public entity every entity complies with the art. 2 ofthe Act of 17 February 2005 on
Informatization of Operation of Entities Performing Public Tasks (Journal of Laws Noité#h
565, as amended)

Publickey ‘ef *° —Sif ef>e "7 f e o "¢ fVie fereef_"c.. of> 'f¢” ™S .S
the public. In the case of the asymmetric cryptography system, a public key defines
verification transformation. In the case of asymmetric encryption, a public key defirse
encryption transformation.

Public key certificate (PKC)  electronic confirmation containing at least the name or identifier 5 3
Cf =T o f—=8"c—oa f e—, ", 1T «Fle—<kdk™H Sce St
period, serial number, and is signed by the certification authority.

Notice: a certificate may be in one of the three basic states (see Cryptographic key states):
waiting for activation, active and inactive.

Public Key Infrastructure (PKI) consists of elements of hardware and software
infrastructure, databases, network resources, security procedures and legal obligation,
bonded together, which collaborate to provide and implement trust services, as well as
other services e.g. electronic timestamp.

Qualified certification services certification services provided by qualified certification
services provider.

Qualified certificate  certificate that meets requirements othe Actand is issued by a qualified
certification service provider.

Qualified certification service provider certification service provider who has been entered
in the register of qualified certification service providers.

Qualified personal certificate is a qualified certificate issued to a natural person acting on his
or her own behalf. Thus, an owner of the certificate is also its user. This certificate, apart
from an owner basic identification data such as his or her name and personal ID number,
fe e fce f e—e k7 0 o< efZ otUefocte tA%A —SF TMeTie
ThIS certificate may be revoked by its owner (subscriber) or an entity indicatedybhim/her
in the certificate application.

Qualified professional certificate is a qualified certificate issued to a natural person acting
on behalf of another natural person, company, organization or public authority. The owner
of the certificate is the represented entity, whereas the agent representing the entity is the
certificate ie —e3"& 'f"— ""'e fec.. —ef” <tFfe—<Tc. f—<'e Tf—f o—..S fo
number, this certificate also contains information concerning the entity represented by the
user. This certificate may be revoked by the subscriber or authorized person (e.g.
authorized representative of the represented entity.

Registration authority authority providing services of identity verification and confirmation
of the certificate requesters; they provide complex subscriber handling in the area of
certification services.

Relying party the recipient who has received information containing a certificate or an
associated electronic signature verified with a public key included in the certificate and who
has to decide whether to accept or reject the signature on the basis of the trust for the
certificate.

Repository  a set of publicly available electronic directories, containing issued certificates and
documents related to operation of certification authority.

Represented entity  a person or an institution on whose behalf the subscriber uses a qualified
certificate. The represented entity is the owner of the certificate and has a right to request
its revocation in cases described ithe Actand the Certification Practice Statement.
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Requester  subscriber in the period between submission of a request (application) to a
certification authority and the completion of certificate issuance procedure.

Requester/payer individual or institution which on behalf of the subscriber pays for
certification services, provided by the authority issuing the certificate. The requester/pagr
is the owner of the certificate and has a right to request its revocation in casdescribed in
Certification Practice Statement.

Revoked certificate public key certificate placed on Certificate Revocation List, without
cancellation of the reason for revocation (e.g. after unsuspension).

Secret key key applied in symmetric cryptography techniques and used only by a group of
authorized subscribers.

Notice: A secret key is intended for usage by very small group of persons for data
encryption and decryption.

Self-signed certificate  any public key certificate, designed to verification of signature upon
certificate, whose signature may be verified by public key included in the field
subjectKeyInfo , whose content of the fieldgssuer andsubject are the same, and whoseA
field of BasicConstraints extension is set to true.

Shared secret  part of a cryptographic secret, e.g. a key distributed among n trusted
individuals (cryptographic tokens, e.g. electronic cards) in a manner, requiring m parts of
the secret (where m<n) to restore the distributed key.

Shared secret holder authorized holder of an electronic card, used for storing shared secret.

Signatory  natural person who holds a signature-creation device and acts either on his own
behalf or on behalf of another natural person, legal person or an organizational unit not
endowed with legal personality.

Signature policy detailed solutions, including technical and organizational solutions, defining
the method, scope and requirements of confirmation and verification of an electronic
signature, whose execution allows verification of signature validity.

States of cryptographic key  Cryptographic keys may have one of the three basic states (acc.
to ISO/IEC 11770-ktandard):

waiting for activation (ready « =St of> Sfe fZ"Ff1> ,tte %ofet”f-FT ,—— <
for use,

active « =St o> of> | f —ett <o .. 7> ioridke.g. Seation ofte-gignature),

inactive « —S1t 1> «f> |t —sighatureValidation or decryption only (the subscriber
cannot use the private key for creating a signature key has expired or the public key to
encrypt public key has expired); Current date is later than expiration date and the key is
not revoked.

Subscriber  entity (private person, legal entity, organizational unit not having a legal identity,
hardware device owned by these entities or persons) that: (1) is the subject identified by
the certificate issued to this entity, (2) possess a private key associated with the dédate
issued to the entity and (3) does not issue certificates to other parties.

Terms & Conditions for Certum Qualified Trust Services a document regulating basic
rights and obligations of the parties to the certification service agreement.

Timestamp token  electronic data, binding any action or fact with precise moment of time,
creating a confirmation that action or fact happened preceding specific moment in time
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Timestamping  service basing on attaching time signature to electronic data, logically bounded
with signed data or electronic signature; timestamp is certified by authority providing
appropriate services.

Electronic Timestamp Authority (TSA) entity issuing timestamp tokens.

Token element of data used for exchange between parties and containing information
transformed by means of cryptographic techniques. Token may be signed by a registoati
authority operator and may be used for authentication of its holder in the contact with a
certification authority.

Trusted path connection allowing exchange of information associated with authentication of a
user, an application or a device (e.g. an electronic cryptographic card), protected in a
manner preventing violation of the integrity of transmitted data by any malicious
application.

Trusted Third Party (TTP) institution or its representative trusted by an authenticated entity
and/or entity performing verification and other entities in the area of operations associated
with security and authentication.

Valid Certificate public key certificate is valid only when (a) it has been issued by a
certification authority, (b) has been accepted by the subscriber (subject of the certificate)
and (c) it has not been revoked.

Validation of public key certificates  allowing validation whether the certificate is revoked.
This problem may be solved by the interested entity on the basis of CRL or by theusr of

the certificate or an authorice ¥+ "3 ' "fete—f—<"F ‘o Foe—c—>ie "F“—Fe—-3a t<"F ..

Validation of signature  aims at (1) verification of the signature being created by private key
corresponding to public key, included in the certificate signed by certification authority, and
(2) verification whether signed message (document) has not been modified since thene
of signature creation.

Violation (e.g. data breach) revelation of information to an unauthorized person, or
interference that violate security system policy, resulting in unauthorized (intended 10
unintended) revelation, modification, destruction or compromise of any object.

X.500 international norm, specifying Directory Access Protocol and Directory Service Protocol.
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