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1. Start the renewal process 

Please go on website https://status.certum.pl/odnowienia/auth  

 

 1. If you use the service:  

 Classic e-signature (physical card and reader) --> place the cryptographic card in the card 

reader.  

 Mobile e-signature (cloud service) --> launch the SimplySign Desktop application and log 

in  to  the service.  

2. Check whether you have or install the Sun Java Runtime Environment application in the currently 

available version. The latest version can be downloaded from: https://www.java.com/en/ 

Note: in some situations installing Java may require you to purchase a paid license, so please review 

Oracle's licensing terms. 

3. Download the Certum Application (Pobierz aplikację Certum button) required to renew your 

certificate. 

4. Run the downloaded file: application_Certum.jnlp .  

https://status.certum.pl/odnowienia/auth
https://www.java.com/en/
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5. Wait for the Certum application to start automatically. 

6. Select the qualified certificate you want to renew and press OK -  “Certificate serial number” 

and “Card number” fields will be automatically completed. 

7. Complete the remaining required fields: "Date of birth", "Place of birth", "Text from picture" and 

press Next. 

 

Starting Certum application - message.  

A message appears asking if you want to continue working. Select Continue button: 

When a similar window pops up, select Run button. 

How to choose a certificate? 

 After a moment a window will appear with a choice of certificate. Choose the one you want to use 

and press OK. If the window does not appear, refresh the page with the F5 key. 
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Selecting the certificate will complete the grey fields in the completed form. Fill out the remaining 

fields as specified in the contract.  

If the certificate selection window is empty, make sure that proCertum Card Manager is in the current 

version. The cryptographic card can be removed from the reader and wiped with anti-static material, 

e.g. a silk tissue handkerchief.  

In case if you have a SimplySign (cloud based certificate) please make sure that you are connected to 

SimplySign Desktop app. 

 

Login to the panel.  

After completing the fields, go to rewriting the code from the picture. Read the information and select 

the button at the bottom Next. 
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2. Activation Code 

 At this stage, enter the activation code and click Dalej (Next): 
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if you renew the SimplySign certificate, you will be asked to enter your login and token code generated 

in the mobile application: 

3. Generating a new key pair 

When the "Generate new key pair" window appears, go to the Wygeneruj nową parę kluczy  (Generate 

a new key pair) option. 

IMPORTANT – If you not see the stage of generating a key pair and the site 

has moved you to complete the form, it means that the key pair is already on 

the card and you can go ahead with the renewal process. 

Go to point 4 of the manual. 
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Do not remove the card from the reader and patiently wait up to 90 seconds for a new pair of keys 

to  be generated.  

At this stage, the system will ask you for the PIN. Remember that this is the PIN code for the secure 

profile. 

Wait a moment until the keys are generated. 



P a g e  | 9 

 

 

 

 

 certum.eu 

infolinia@certum.pl 

If the PIN code was entered correctly, the application will go to the key pair generation process.  

If the page does not move you automatically, press Dalej (Next). 

4. Data in the certificate  

When filling out the form, remember to update the information. Check carefully - not all of them 

have been filled in automatically, e.g. field ID document. 

Remember to check if your current email address is valid. Information will be sent to your email 

address with instructions on how to upload the certificate onto the card - the last stage of renewal 

after signing the annex.  

Personal details visible in the certificate and additional identification data are marked as below: 
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5. Signing the annex to the agreement 

In the next step You will have Annex to the agreement.
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Data regarding the identity document: Serial number, type of the document, Organisation that 

issued the document  

To sign the annex click on Przejdź do podpisania aneksu (Go to sign the annex). 
Select your certificate and press OK. 

Next step: 

The application process is completed with information: 
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An e-mail with information about issuing the certificate will contain a link to instructions on how 

to  upload the certificate to the card - this is the last, third stage.  

The certificate saved on the card enables its use.


